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Introduction

B About This
Guide

Audience and
Prerequisites

Important
Information

B DRC INSIGHT
Online
Learning
System
Overview

This user guide is part of a multi-volume set that describes how to
configure, install, manage, and troubleshoot the DRC INSIGHT Online
Learning System, or DRC INSIGHT. DRC INSIGHT is a secure,
Web-based, online interface. This volume, Volume I: Introduction to Online
Testing, introduces the components that make up the DRC INSIGHT
Online Learning System; references configuration, installation, network,
and system requirement information; and provides state-specific testing
information as well as a glossary of common online testing terms.

All of the volumes in this guide are designed primarily for the Technology
Coordinators (TCs) who are responsible for setting up and managing
online testing and ensuring their systems work effectively and securely.
TCs should be knowledgeable about the technical details of the various
operating systems and have the necessary security privileges to perform the
tasks discussed in this guide.

This guide is also designed to help District Test Coordinators (DTCs),
School Test Coordinators (STCs), and Test Administrators (TAs) use
DRC INSIGHT more effectively. It provides help with configuration
and installation, helps answer some common questions, and provides
troubleshooting tips.

(1) Important: Throughout this user guide, the Information icon (1)
indicates important information or crucial tips.

DRC INSIGHT works with various software and hardware components to
provide a secure, proven online testing system that successfully delivers
statewide assessments. DRC INSIGHT delivers assessments and related
resources online for all content areas and grade levels by incorporating
computerized testing, related resources, dynamic reporting, and a suite

of tools. It works with the Testing Site Manager (TSM) to help manage
network traffic, maintain connectivity, and handle bandwidth issues.

DRC INSIGHT System Overview

\ @ TECHNOLOGY COORDINATOR \ @ STUDENT
WIDA AMS TESTING SITE
; TEST TEST
Installatllon and MANAGER (TSM) DEMOS ‘ PRACTICE
Configuration Tools Content and Uy U
. Response Caching —— ——
SYSTEM

READINESS CHECK

Load Simulator ONLINE
Ping Trends ASSESSMENTS
- \
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Introduction

INSIGHT Web
Browser and
INSIGHT Server

INSIGHT Portal Page

System Readiness
Check

The main component of DRC INSIGHT is the secure Web-browser
testing interface software installed on each testing device. This software
communicates with the DRC INSIGHT server to provide Test Practice
and test questions to the test taker and to send responses to the DRC
INSIGHT server, which stores them securely. Throughout this user
guide, we refer to the secure Web-browser interface as simply INSIGHT.

The image below shows the portal page that appears for WIDA when
you start INSIGHT. This page contains links to tests, Test Practice, and
Sample Items.

ACCESS WIDA
for ELLs®2.0 Screener

Check with your state for availability
Test Practice Test Practice View Sample Items

Test Sign In Test Sign In

Test Demo

(1) Important: This volume of the INSIGHT user guide, Volume I:
Introduction to Online Testing, displays the actual images that a WIDA
testing client will see. Throughout the other volumes in this user guide set,
generic, non-WIDA-specific images are used to highlight information.
The System Readiness Check runs when INSIGHT is installed or starts, or
when you click the check mark at the bottom left of the INSIGHT Portal
Page. It runs a series of tests that help you verify whether the testing
device is configured correctly and ready for testing.
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Introduction

The WIDA
Assessment
Management
System
(WIDA AMS)

The WIDA Assessment Management System (WIDA AMS) provides

distribution and administrative functions for the DRC INSIGHT Online
Learning System.

e Technical users download INSIGHT, the TSM, and other software and
links from WIDA AMS to set up their testing environment.

¢ Administrative users use WIDA AMS to create student records and

test sessions to help manage or monitor their testing environment and
report the results.

WIDA AMS details are covered in the WIDA Assessment Management
System (WIDA AMS) User Guide.

DRC INSIGI;IT WIDA ASSESSMENT MANAGEMENT SYSTEM Welcome Log Out
All Applications ~

General Information User Management Materials Student Management Test Management Device Toolkit Report Delivery Screener Scoring Data Validation

Welcome to the WIDA Assessment Management System!

DRC Navigating the Site

e Supports your preparation for and administration of AGGESS for ELLs 2.0. Using the navigation menu above, you can order test
ine test logi reports, and more.

15 for the folowing

VIDA Client Seniices Center who wil route your inquiy 1o the ersonnel: help@wida.us of 1-

abouttesting, please se¢ the WWIDA AMS and INSIGHT FAQs document. For answers o the most
General Informaton-Documents, select FAQS from Document Type.cick Show Documents, and

cument,

Public Test Resources

o that explain how st
nis, parerts, and educ

DRC System nlaldstarecognitioncorp.co
DRC System Status Indieator r2ports nemal operations or problems and outages.

Copyright ® 2016 Data Recognition Carporation Minimum Browser Requiements | Securty and Confidentiaity Agreemeny
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Testing Site
Manager (TSM)

Content and
Response Caching

TSM Diagnostic
Tools

Test Practice

INSIGHT also provides the Testing Site Manager (TSM), a powerful,
web-based application that provides content caching and a software toolbox
to help you plan, configure, and manage your online testing environment.
Usually, you install the TSM caching software on one or more strategic
computers with sufficient bandwidth to help manage and streamline
communication between the test devices and the DRC INSIGHT server.

@nmportant: The TSM is strongly recommended for WIDA testing.

The TSM offers two types of caching—content caching for test content and
response caching for students’ Writing test responses. At test time, the TSM
content caching software sends its cached test items to the testing devices.
This content must be current in order for students to test.

%,
D 9%
S w, %,
! ., "o
§ . LI )
Dt & G, Dy
Q’b&" 'Q\‘.Z'. .-{‘}) 4 %f
&'L K \QP.' '.f
Vs "

Login

Response Data (Prihary) Internet

......................... -

Student Workstation

Figure: TSM Content Caching

(1) Important: DRC strongly recommends content caching for WIDA
testing to handle the large amount of data required to transmit the items

to the student during testing. Response caching is optional and only
applies to the Writing domain (shown in the diagram as the Response Data
(Secondary) path through the TSM).

In addition to content and response caching, the TSM offers powerful
diagnostic software tools, including Load Simulation Tests and Ping Trend
Graphs, to help sites prepare and manage their test environment.

DRC INSIGHT’s Test Practice allows students and administrators to
become familiar with the online test environment and the suite of online
testing tools. You should install INSIGHT on the testing computers as

early as possible in the testing cycle to give students time to familiarize
themselves with the INSIGHT test environment and the testing tools before
they test.
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Test Demos

Testing
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Voice Capture
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B INSIGHT,
the TSM,
Computers/
Devices,
and Testing
Programs

Bl Software
Installation
and Update
Rights

DRC offers test demos to help students become familiar with all aspects of
online testing. Students can access the test demos from the Test Demo link
on the INSIGHT portal page.

DRC INSIGHT also offers many accommodations, including optional
audio testing accommodations, to help students test successfully.

Voice Capture Response (VCR) test items are designed for the WIDA
speaking tests. These items allow a student to listen to a test question using
a headset and record a spoken response. Later, handscoring teams listen to
the recorded test responses and score them.

You can install a TSM and INSIGHT on a computer, and configure
INSIGHT to support one or more testing programs.

*  You can install a TSM on a Windows, Mac, or Linux computer, but
you can only install one TSM per computer. To use the TSM with
two different testing programs (for example, ACCESS for ELLs 2.0
and your state-specific testing program), you must install two TSMs,
one for each program on separate computers (or uninstall the first
program’s TSM and install the second TSM on the same computer).

* You can install INSIGHT on a Windows, Mac, or Linux computer, or
on a Chromebook, or iPad device. From that single computer or device,
you can use INSIGHT to access multiple testing programs. When you
start INSIGHT, a page lists the different testing programs from which
you can select.

*  You can install a TSM and INSIGHT on the same Windows, Mac, or
Linux computer.

* You can install INSIGHT on a Windows, Mac, or Linux computer
and configure it to work with a TSM that is installed on a different
Windows, Mac, or Linux computer.

*  You can install INSIGHT on a Chromebook, or iPad device, and
configure it to work with a TSM that is installed on a Windows, Mac,
or Linux computer.

Certain software rights are required to install and/or automatically update
INSIGHT and the TSM software. INSIGHT requires Administrator rights
to install it and Write access to perform the software Auto Update function.
The TSM software requires Administrator rights to install it and to perform
the software Auto Update function.

Page 17



System Requirements

and Testing Information
XYy

Page 18



System Requirements
and Testing Information

B What’s Covered This section contains a link to the specific hardware, software, network,
in This Section and desktop requirements to configure INSIGHT, the Testing Site
Manager (TSM), and automatic software updates.

This section also discusses tasks that Technology Coordinators (TCs)
perform to configure the INSIGHT software environment. TCs must
configure INSIGHT to use with TSM systems and to connect directly to
the DRC servers and databases through the Internet.

This user guide includes information about the operating systems,
B WIDA software, devices, and accommodations that work with INSIGHT and

Configuration the TSM.

Information
The specific technical information covered in this user guide that
pertains to WIDA is shown below. Use this information as reference
throughout this user guide.

Operating Systems
Windows

Mac (OS X and macOS)
Linux

Apple i0S

Chrome OS

TSM and Other Options

Content Caching

Response Caching
Capacity Estimator

Load Simulation Testing
Load Balancer Registration
Ping Trends

B System The DRC system requirements information describes the specific
hardware, software, network, and desktop requirements to configure
INSIGHT and the TSM to work with various testing devices in different
testing scenarios. This information is updated quarterly based on various
factors, including changes in vendor support of various operating systems
and hardware devices.

Requirements
Information

To review the current information, see the Supported System Requirements
for ACCESS for ELLs 2.0 and Screener.
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Automatic Software Updates

For online testing, both the INSIGHT software and the TSM software must be up to date. You can perform
this task manually or automatically. You can use the System Readiness Check to confirm that you have

the latest version of the INSIGHT and/or TSM software (see Using the System Readiness Check in
Volume IV: DRC INSIGHT).

Operating Software Updates

Operating system updates are different than INSIGHT software updates and TSM software updates. On
testing days, testing devices should not be set to automatically update the operating system because this can
interfere with testing.

(1) Important: Operating system vendors such as Google, Microsoft, and Apple are moving to a model
where operating system updates occur automatically in the background. Update processes running in the
background on testing devices consume CPU and memory, and can affect the testing experience—audio
playback may be choppy and Speaking test responses may be distorted.

To avoid this situation, verify that no background processes are running on testing devices during testing.
Also, if a testing device is set to accept operating system updates automatically, verify that it has the most
current version of the operating system before the test session starts.

INSIGHT Software Updates

To specify that the INSIGHT software automatically updates the testing devices, use the Central Office
Services - Device Toolkit to select Enable Auto Update during the configuration process (see Volume I11:
Configuring Devices for Testing).

+ Ifthe Automatic Update feature is enabled, the software checks the version each time INSIGHT is
launched, and provides the option to install any software updates.

+ Ifthe Automatic Update feature is not enabled, the software also checks the version when INSIGHT
starts.

— When a student attempts to log in to a test, the student is notified that they do not have the latest
version of the software and cannot continue.

— You must update the software manually by downloading the latest version from WIDA AMS and
reinstalling.

Update your software before testing begins to avoid delays.

(1) Important: INSIGHT requires Administrator rights to install and Write access to the installation folder
to perform the Automatic Update function.
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For a TSM machine, you can specify whether to have TSM software updates performed automatically or to
be notified when updates are available and install them manually.

(1) Important: The TSM software requires Administrator rights to install and to perform automatic updates.

TSM Software Updates

When you install a TSM, on the Automatic Update window you specify whether to enable notification of
TSM software updates.

+ Ifyou select Enable Automatic Update (the default value), DRC updates the TSM software
automatically.

+ Ifyou select Disable Automatic Update, DRC notifies you whenever an update to the TSM software is
available and you must update the TSM software manually. A software update message is displayed on
the main TSM page.

(1) Important: On the day of testing, confirm that the TSM software is up to date to ensure that students
can test. For example, if the machine where the TSM is installed was turned off recently, it is possible that
the TSM software is out of date.
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Network Requirements for Testing Computers

This section describes various network considerations for online testing.

Network Connectivity
To ensure proper network connectivity for testing, keep the following information in mind.
« All testing computers should have access to the Internet and be able to access the DRC servers using
HTTP/HTTPS protocols on ports 80 and 443.
» All firewalls at the testing computer and the network level should allow connectivity on ports 80 and 443.
»  Whitelist the following file types, both internally and externally:
enc exe (for updates) msi (for updates) gif html jar jpeg json xml

* Prioritize and whitelist INSIGHT traffic on firewalls, Internet packet shapers, routers, switches, proxies,
and other network devices you use.

* Each testing program uses its own URLs to communicate from the INSIGHT client (workstation) software
to DRC servers, or from the TSM server to DRC servers. Whitelist the URLs shown in the table below on
the content filtering systems or other proxy/firewall software that you use locally.

Program | URLSs Port/Protocol
WIDA https://drc-centraloffice.com 80/http; 443/https (applies
https://wida-insight-client.drcedirect.com to all of the URLSs)

https://drc-wbte-prod.s3.amazonaws.com
https://wida-insight.drcedirect.com
https://wida.drcedirect.com
https://wbte.drcedirect.com
https://www.wida-ams.us
https://dtk.drcedirect.com
https://api-gateway-cloud.drcedirect.com
https://api-gateway.drcedirect.com
https://cdn-content-prod.drcedirect.com
https://cdn-download-prod.drcedirect.com

Notes:
— When whitelisting, you can whitelist *.drcedirect.com if your filter allows wildcard addresses.

Note: DRC recommends that you whitelist *.drcedirect.com if possible. Some locations may have to
whitelist both the individual address and the wildcard address.

- Besides whitelisting these sites, you may need to allow sites to pass through the proxy server without
requiring authentication credentials to be passed by INSIGHT.

- DRC recommends allowing INSIGHT traffic to bypass your firewalls and proxies if possible.

- Ifyour location uses an Internet connection idle timeout, please verify that the timeout limit is
sufficient to allow students to complete testing. Usually, a minimum of two hours is required.

- If your location uses screensavers, please verify that the timeout limit is sufficient to allow students to
complete testing.
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INSIGHT supports wireless networks. However, sites may experience issues on less reliable wireless
networks or if too many students attempt to connect to a single access point. When you test load capacity in
a wireless network, verify that your access points and network can handle the number of simultaneous users
that will be testing. DRC recommends performing load testing in a wireless network (see Load Simulation
Testing in Volume II: Testing Site Manager [TSM]).

Wireless Networking

(1) Important: Some access points interpret TSM-to-INSIGHT communication as peer-to-peer networking.
If you have Layer 7 or peer-to-peer web filtering rules in your filters and access points, DRC recommends
that you disable them. Also, some content filters have advanced settings to allow for additional checks. If
your content filter has Reverse Lookup or Evasive Protocols, DRC recommends that those be disabled as
part of the filtering process.

Desktop Monitoring

If your testing location uses remote desktop monitoring software to monitor the computers that will be used
for testing, that software may interfere with the testing software.

(1) Important: If possible, disable the monitoring software on testing computers during test times to
guarantee adequate security. The particular steps you need to take vary, depending on the monitoring
software you are using and the operating system of the testing computer. If it is not feasible to disable your
monitoring software, ensure that any staff members who can use the monitoring software refrain from using
it during testing periods.
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INSIGHT Bandwidth and Connectivity Requirements

To start a test, INSIGHT contacts DRC to log in. After a successful login, INSIGHT downloads the test
from the DRC server (or the TSM if content caching is available). INSIGHT sends answers to DRC every
time the page is changed (or to the TSM if communication with DRC is interrupted*).

* INSIGHT must maintain connectivity to the Internet throughout the test (or a TSM if response caching
is available).

« INSIGHT supports wireless networks. If you test using wireless networks, be careful not to overload the
network access points.

* DRC recommends Ethernet networks where available for online testing.

*If a testing computer cannot communicate with DRC, the student cannot log on to start a test.

Bandwidth Calculation Guidelines

Bandwidth requirements and recommendations are based on the actual amount of bandwidth available.
Even with a high-speed communication line, only part of the connection may be available for online testing
due to Internet traffic. The greatest amount of bandwidth is required when students download tests.

Calculating Bandwidths

You can estimate bandwidth requirements by dividing the size of the test by your target wait time (the
amount of time it should take the test to load).

Note: ACCESS for ELLs and WIDA Screener tests contain audio files. These files make the test size larger
and the download time longer.

Bandwidth Required with a TSM

With a TSM, many more students can load the test at a time. A TSM decreases your Internet bandwidth
requirements because you can load the test from the TSM rather than from the DRC server, which greatly
increases your capacity.

(1) Important: Bandwidth calculations are estimates. There are many variables, including network traffic,
that can impact actual network performance. For more information about bandwidth calculations, see The
Capacity Estimator in Volume V: Troubleshooting.
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INSIGHT and Virtual or Remote Desktops

INSIGHT is a desktop-installed application that runs natively (natively meaning without external support
as opposed to running in an emulation) on specific operating systems. To successfully launch and run
INSIGHT, you must meet system requirements, such as operating system level, processor, disk space,
memory, Internet connectivity, and screen resolution.

(1) Important: If your virtual/remote machines meet these system requirements, INSIGHT can run in

a virtual or remote desktop environment. However, because WIDA testing has audio accommodations
embedded in the content, districts should not use a virtual environment for INSIGHT. It can cause the audio
to skip and interfere with the testing experience.

Kiosk Mode and Security

When INSIGHT runs on a supported device and operating system, its uses Kiosk Mode to “lock down”
student access and prevent students from performing inappropriate testing activities, such as accessing the
Internet. INSIGHT’s Kiosk Mode is not available for virtual/remote operating systems and devices. Sites
using virtual computing technology and devices must implement security measures to ensure that any
virtual or remote desktops a student is using cannot access other applications while online assessments are
being administered.

Native Operating Systems and Devices

To review the supported operating systems on which INSIGHT runs natively, as well as the devices that
can currently run INSIGHT-supported operating systems natively if they meet the minimum system
requirements, see the Supported System Requirements for ACCESS for ELLs 2.0 and Screener.
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Virtual Desktop Operating Systems

Besides the physical devices that host operating systems directly, virtual desktops can indirectly host some
supported operating systems for INSIGHT. Typically, users access these virtual desktops from another
operating system, on another device, across a network boundary. The following table lists the supported and
unsupported operating systems for virtual or remote desktop sessions.

Supported Operating Systems Unsupported Operating Systems
*  Microsoft Windows *  Google Chrome OS

¢ Mac (OS X and macOS) *  AppleiOS

e Linux *  Google Android

* nComputing vSpace

Virtual Desktop Devices

The device a student interacts with is actually a gateway to the virtual or remote desktop. However, the
device may or may not be capable of supporting INSIGHT natively or be able to run an operating system
that INSIGHT supports. The following table lists the types of devices that can run the various operating
systems that INSIGHT supports.

Supported Devices Unsupported Devices*

e Desktop computers e Chromebooks

* Laptops e Tablets

*  Netbooks/tablets »  Convertible devices and hybrid devices
*  Servers *  Phones

*  Wyse Thin Clients and Wyse Zero Clients e iPods

* nComputing devices e Other UNIX devices

*Virtual and remote desktop software can access supported operating systems. If you test using unsupported devices,
ensure that students cannot access the Internet and other resources.
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Windows 7 Desktop Font Size Requirements

The testing computers’ font size settings must match the test settings to guarantee that line breaks and other
items display correctly during testing. The following table shows the correct font size setting for testing and
how to specify it for the Windows 7 operating system.

Operating System | Font Size Setting How to Check or Change

Windows 7 100% (Custom DPI) [ Select Control Panel-Appearance and Personalization—
Display—Set custom text size (DPI).

When you click Apply, your new font size setting will be used in
your Windows programs.
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Windows 7 Taskbar Security Requirement

During testing, each testing computer is locked down while INSIGHT is active to prevent the student from
having access to outside information. For Windows 7 computers, you must be sure the Auto-hide the
taskbar setting is turned off to secure the testing computer.

To turn off the Auto-hide the taskbar setting on a Windows 7 computer, perform the following steps:

1. Right-click on the Windows logo on the taskbar and select Properties.

Properties
Open Windows Explorer

= & L

2. From the Taskbar tab on the Taskbar and Start Menu Properties dialog box, uncheck the Auto-hide the
taskbar checkbox (if it is checked).

Taskbar and Start Menu Pr

Taskbar | Start Menu | Toolbars |

Taskbar appearance

[] Auto-hide the taskbar

[T use small icons

Taskbar location on screen: ’Bottom V]

Taskbar buttons: lAJways combine, hide labels v]

Motification area
Customize which icons and notifications appear in the
notification area. =

Preview desktop with Aero Peek

Tempararily view the desktop when you move your mouse to the
Show desktop button at end of the taskbar.

|se Aero Peek to preview the desktop

How do I customize the taskbar?

[ oK J[ Cancel ] Apply

3. Click Apply to verify your change and OK to save it.
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Online Testing, Testing Devices, Peripheral Devices, and Software Features

This topic discusses various configuration details related to testing devices, peripheral devices, and software
features for online testing.

a note about
iPads)

a Chrome device, the testing site must verify that
the device’s keyboard configurations are correct
for online testing. Specifically, if students might
use quotation marks (““ ) and/or apostrophes (°)
in test responses.

Because some users may be prohibited from
using these characters, DRC recommends
configuring your device to use the US keyboard.

Peripheral/Feature | Device Description Reference

Game Bar Windows 10 | Sites must disable the Game Bar feature on See “Testing and the
Windows 10 devices before testing, either Windows 10 Game Bar”
manually or by using group policy. on page 30
DRC has confirmed that testers testing on
Windows 10 computers can capture screen shots
of test questions within INSIGHT if the Game
Bar feature is active.

Cortana Windows 10 | For Windows 10 devices, Cortana must be See “Disabling Cortana
disabled for testing, either manually or by using | in Windows 10 Devices”
group policy. on page 33

Microphone iPad The first time sites launch INSIGHT on an iPad, | See “Enabling the
they must enable the microphone even if they are | Microphone on an iPad”
not taking a speaking test. on page 34

Keyboard Chrome (plus | Before students start taking a Writing test using | See “Keyboard Settings

for Chrome Devices” on
page 36 (for iPads,

see the “Keyboard Note
Regarding iPad Devices”
that follows)

Trackpad/mousepad

MacBook

Before testing, sites must manually disable

both Look up and Three finger drag/Gestures
functionality. Look up allows users to tap a word
with three fingers to display a definition of the
word. Three finger drag/Gestures allows users to
access multiple applications by swiping between
two full-screen apps.

This functionality is activated via the device’s
trackpad/mousepad. If it is enabled, students have
the potential to access unauthorized information
and/or applications during the online assessment.

See “MacBook Trackpad/
Mousepad Settings” on
page 38

Timeout Settings

Mac (OS X
and macOS)

For Mac (OS X and macOS) computers, it is
important that various timeout settings are set to
work with the INSIGHT timeout value to avoid
timing out during testing.

See “Manually Adjusting
the Timeout Settings on
a Mac Computer” on
page 39
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Testing and the Windows 10 Game Bar

When INSIGHT is started on a Windows 10 machine, the software verifies whether the Game Bar feature is
active. If the Game Bar is active, INSIGHT displays the message shown below.

To continue, the user must click OK, which closes the message and shuts down INSIGHT. To successfully
launch INSIGHT and use it for testing, the Game Bar feature must be disabled (see “Disabling the Windows
10 Game Bar” on page 31). After the game bar feature is disabled, the user can launch INSIGHT and log

in to it without the message displaying.

Background

DRC has confirmed that testers testing on Windows 10 computers can capture screen shots of test questions
within INSIGHT if the Game Bar feature is active. If the Windows 10 Game Bar feature is active, testers
can use it to specify that DRC INSIGHT is a game and to capture screen images of test questions within the
INSIGHT test engine by performing the following steps:

1. Launch INSIGHT.

2. Press Windows—Alt—PrtScn. A text box appears allowing the user to mark DRC INSIGHT as a game.
3. Select Yes, this is a game.
4

. Continue the test and use the Windows—Alt—PrtScn key combination to take screen shots. The screen
shots are saved to the Videos\Captures folder.
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Testing site personnel must disable the Game Bar feature on Windows 10 computers, prior to testing. There
are multiple methods available to accomplish this task.
Method 1: Turn Off the Feature on Each Computer

Disabling the Windows 10 Game Bar

The first method is to turn off the Windows 10 Game Bar on each computer on which it is active. There are
two ways to accomplish this:

» Testing personnel can turn the feature off manually for all users of the computer (see “Turning Off the
Game Bar Feature in Windows 10” on page 32).

* Administrators can use the Windows Local Group Policy Editor to edit the local policy for the computer
and turn the feature off, either for all users, or for a group of users of the computer.

- The Local Group Policy Editor is only available in the Windows 10 Pro, Enterprise, and Education
editions.

- Auser must be signed in as an administrator to use the Local Group Policy Editor.

- By default, policies set in the Local Group Policy Editor are applied to all users unless the
administrator applies user policy settings for administrators, specific users, or all users except
administrators.

For more information, refer to https://www.tenforums.com/tutorials/51180-enable-disable-game-dvr-
game-bar-windows-10-a.html.

Method 2: Turn Off the Feature for a Group of Computers

The second method is for site administrators to turn off the feature for a group of computers within a
network domain by editing the Domain Group Policy which affects all of the computers in the domain. For
more information about this method, refer to your Windows network policy documentation.
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Turning Off the Game Bar Feature in Windows 10

Perform the following steps to turn off the Windows 10 Game Bar feature. You can reverse these steps after
testing is complete to turn the Game Bar feature on again.
Process

1. Exit INSIGHT, open the Settings menu, and navigate to Gaming.

2. Select Game bar
from the left menu. 3. Toggle the Record game clips, screenshots and

broadcasting using Game bar toggle from On to Off.

Game bar Game bar
Control how Gamgbar opens and recognizes your game Control how Game bar opens and recognizes your game
fe dips, screenshots, and broadeast using Game bar Record game clips, screenshets, and broadcast using Game bas
On é— Off e—
Open Game bar using this button on a controller: @ [ ©pen Game bar using this button on a controlier: @
Show Game bar when | play full screen games Microsoft has [ show Game bar when | play full screen games Microsoft has

rifbed verified

eyboard shartcuts

Jpen Game bar

Take screenshot Take screenshot

Win+Alt+PriScm Win+Alt+PriSom

Record that Record that

4. If checked, uncheck the Open the Game bar using this button on a
controller checkbox and the Show Game bar when | play full-screen
games Microsoft has verified checkbox.

5. Close the Settings menu. To verify your results, restart INSIGHT and press
the Windows—-Alt-PrtScn key combination. If the Game Bar feature is
disabled, nothing should happen. Check the Videos\Captures folder to
verify that no new screenshots exist.
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Disabling Cortana in Windows 10 Devices

For Windows 10 devices, Cortana must be disabled for testing, either manually or by using group policy.

Disabling Cortana Manually

To disable Cortana manually on a Windows 10 device, do the following:

1. Launch Cortana from the Search bar on the Task bar.

2. From the left pane click Settings.

3. Under Cortana, toggle the switch to Off.

Disabling Cortana by Using Group Policy

To disable Cortana using Group Policy on Windows 10 devices, do the following:

1. Type gpedit.msc in the Task bar search bar and press Enter to open the Local Group Policy Editor.

2. Navigate to Computer Configuration—Administrative Templates—Windows Components—Search.

3. Double-click on Allow Cortana to open the Settings box.

File Action View Help

e | nmE Eml T

Portable Oper. ~ || Setting State ol

- z:::’:;:‘; 1) Add primary intranet search location Not configured No
RSS Feeds £ S Add secondary intranet search locations Not configured No
S Wlaiowcotans ___________ Netconfigued _______No_|

= Security Cente k| Allow Cortana above lock screen Net configured Ne
Shutdown Opt || . Allow indesing of encrypted files Not configured No
Seart Card i) Allow search and Cortana to use location Not configured No
Software Prote || ) Allow use of diacritics Not configured N
SoundRecord || 1) Ahways use sutomatic language detection when indexing co... Not configured Mo
Store ] Prevent sutomatically adding shared folders to the Window... Not configured Mo
Sync your sett E| Indexer data location Net configured No
Tablet 0 + Default excliuded nath, Mot confiouced B

The Allow Cortana group policy setting specifies whether Cortana is allowed on the device. If you
enable or don’t configure this setting, Cortana is allowed on the device. If you disable this setting,
Cortana is turned off on the device.

4. Set Allow Cortana to Disabled, click OK, and close the group policy editor.

B Atlow Cortana

O Not Configured ~ Comment:

O Enabled
(@ Disabled

Supported on: At east Windows Server 2016, Windows 10
[Options: Help:

This policy setting specifies whether Cortana s allowed on the
device.

€ this setting, be
he device. f you disable this setting, Cortana willbe

When Cortana is off, users wil till be able to use search to find
e

5. Sign out and sign back in—or restart your PC—to make the change take effect.
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Enabling the Microphone on an iPad

Before INSIGHT is installed on an iPad, there is no microphone access setting under
Settings-Privacy-Microphone (see below).

iPad = 3105 PM % 87% mm)
Settings ( Privacy Microphone
Wallpaper
Applications that have requested access to the microphone will appear here.
m Sounds

Siri & Search

ﬁ Touch ID & Passcode
a Battery

iTunes & App Store

a Wallet & Apple Pay

B Accounts & Passwords
2 wai

@I Contacts

—-—

s Calendar

~ Notes

Reminders

1. After INSIGHT is installed, the first time it is launched a prompt displays to disallow/allow microphone
access. Tap OK.

(1) Important: Even if the testing administration does not use a microphone or any speaking-response tests,
the test administrator MUST tap OK to allow microphone access.

“DRC INSIGHT” Would Like to
Access the Microphone

DRC INSIGHT requires it - please
click OK

Don't Allow OK
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2. If the test administrator selects Don’t Allow instead of OK, INSIGHT displays the following message
and testing cannot continue.

Enabling the Microphone on an iPad (cont.)

Welcome:tothe _

Microphone Required
Permission to use the microphone
is required.

Exit Settings

3. If this happens, the test administrator must click Settings, manually enable the microphone for
INSIGHT using the DRC INSIGHT slider (see below), and restart INSIGHT.

L 11:33 AM Not Charging [ )»
Settings DRC INSIGHT
Bl Camera ALLOW DRC INSIGHT TO ACCESS
iBooks Microphone )
Siri & Search
w Podcasts * Search & Siri Suggestions

¥ Game Center

TV Provider

) sitz

Browser
Comp Portal
TD DRC Insight
@ TestFlight

& VMworid 2017

L& VPN Proxy Master
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Keyboard Settings for Chrome Devices

Before students start taking a Writing test using a Chrome device, the testing site should verify that the
device’s keyboard configurations are correct for online testing. Specifically, if students might use quotation
marks (“ ) and/or apostrophes (‘) in test responses, sites must verify that the testing device is configured
correctly.

As background, both quotation marks and apostrophes are commonly used in Text-Dependent Analysis
(TDA) responses where a student’s response is based on a passage presented to the student and the
student must provide evidence from the passage to support claims, opinions, and ideas. Some Chrome OS
configurations may cause these characters to not display properly, or cause an error message to display.

1) Important: INSIGHT does not adjust operating system settings, so these keyboard settings should be
reviewed before testing begins.

Keyboard Note Regarding iPad Devices

For the INSIGHT iPad App, version 8.0 and higher, INSIGHT is automatically placed in Guided Access
Mode regardless of whether Mobile Device Management (MDM) software is used to deploy the App.

When INSIGHT launches, the software prompts you to lock INSIGHT in Single App Mode and you
should select Yes. When the iPad is locked in Single App Mode, the Smart Punctuation feature is turned
off. Turning this feature off removes the issues discussed above concerning quotation marks (*“ ) and/or
apostrophes (). For more details, refer to Preparing the iPad for Testing in Volume IV: DRC INSIGHT.
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For Chrome OS devices, to ensure that quotation marks and apostrophes display properly in INSIGHT, the
keyboard should be set to US Keyboard, the language should be set to US English.

Chrome Keyboard Settings

Changing Chrome Keyboard Setting by Using Shortcuts

On the Chrome device, press Ctrl-Shift—Spacebar to toggle through the keyboard types configured on the
device until US is displayed in the status area in the bottom-right of the desktop.

Changing Chrome Keyboard Setting by Using the Google Admin Console

Within the Google Admin Console, navigate to Device management—Chrome—Device Settings and select
US keyboard (see the image below).

Acceasibility Comtrol wn off accessibility setings on 2ign-n soeen upon logout

Fign-in Language Allow user 1o configure

Sign-in Keyboard Create an codered list of keyboands fo use on the sign-in screen

s workrnan kayvhaand

US Workman intarnational keyboard
v EPM Tl US Programener Dvarak keyboard

US keyboard [Malay - Malaw]

US heybaard
L Internantional keyboard

Changing the Chrome Keyboard Language Setting

If the language setting on a Chromebook keyboard is set to International English (vs. US English), it can
cause the quotation marks button to become unavailable. Remove International English and add US English
to the available languages

1. Sign on to the Chromebook and click the Status area.

2. Click Settings—Show advanced settings.

3. Inthe Languages section, click Language and input settings.

4. Select US English. If US English is not available, click Add, select US English, and click OK.

5. In the right column, click the US English box.

6. Click Done

Ensure that the Chromebook keyboard is set to US Standard —not US International.
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MacBook Trackpad/Mousepad Settings

On MacBook devices, OS X level 10.11 and later, sites must manually disable the Scrolling and Enable
dragging with drag lock functionality. Scrolling allows users to tap a word with three fingers to display a
definition of the word. Enabling dragging with drag lock prevents users from accessing multiple applications
by swiping between two full-screen apps.

1) Important: DRC strongly recommends that sites disable this functionality before online testing. If school
technology personnel cannot disable the functionality without disrupting testing, sites must closely monitor
sessions using MacBooks to watch for any use of this functionality.

1. To disable the Scrolling feature and enable the Dragging feature manually, use the Finder
(or click on the Apple icon in the upper left-hand corner of the screen) and select System
Preferences... to display the System Preferences page.

2. Select Accessibility—-Mouse and Trackpad-Trackpad Options.

Accessibility

| Scrolling speed:
E Descriptions slow " Fast htrolled using the

a i Scrollin e = .
PR - without drag lock Options...
Hearing | Enable dragging

L& Audio

Interacting

Fast

0 Dictati e
& Dictation m
e Siri Ignore built-in trackpad when mouse or wireless trackpad

- Keyboard
* '/ Mouse & Trackpad

n Switch Control

Show Accessibility status/in menu bar ?

Trackpad Options... Mouse Options...

3. Uncheck Scrolling and check Enable
dragging. From the drop-down menu that
displays, select with drag lock.
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Manually Adjusting the Timeout Settings on a Mac Computer
Online testers that are using Mac (OS X and macOS) devices for testing must verify that the various
computer timeout settings are set in combination to a value that works with the INSIGHT timeout value.

DRC recommends that the combination of screen saver and energy-saving timeout settings on Mac testing
devices should be greater than the INSIGHT timeout value.

1) Important: For most DRC clients, INSIGHT is set to time out after twenty minutes of inactivity during
a test session (a sixty-second countdown/warning displays before the timeout begins). Some clients have
requested different timeout values for INSIGHT. Please verify with your site administrator if you are unsure
which timeout value you are testing with. These instructions assume the standard value of twenty minutes.

On a Mac computer, the Mac administrator must verify that the three timeout settings for Security Privacy,
Energy Saver, and Desktop & Screen Saver are set correctly. These timeout settings are adjusted from the
System Preferences page.

To display the System Preferences page, use the Finder (or click on the Apple icon in the
upper left-hand corner of the screen) and select System Preferences....

@ iiss System Preferences Ql
New ongo i S w
General Desktop & Dock Mission Language Security Spotlight  Notifications
Screen Saver Control & Region & Privacy
B v = o= N =
Displays Energy Keyboard Mouse Trackpad Printers & Sound Startup
Saver Scanners Disk
‘ = i
s @ © @ 0 v =
iCloud Internet App Store Network Bluetooth Extensions Sharing
Accounts
Users & Parental Siri Date & Time Time Accessibility
Groups Controls Machine
Flash Player Java
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Manually Adjusting the Timeout Settings on a Mac Computer (cont.)

On a Mac computer, the best way to prevent screen display timeout issues is to disable the Security Privacy
setting Require Password after sleep or screen saver begins during testing. If this setting is disabled, the
computer will not require a screen password during testing.

1. To disable the setting, select Security &
Privacy from the System Preferences page.

O i System Preferensgs
— — _
Uk
General Desktop & Dock Mission Language Security
Screen Saver Control & Region & Privacy
Displays Energy Keyboard Mouse Trackpad Printers &
Saver Scanners
800 Security & Privacy
: (4| > ][ Showal | Q
2. Uncheck Require Password after SILIIELLS

sleep or screen saver begins.

m FileVault = Firewall & Privacy |

A login password has been set for this user | Change Password... |
Nnequim password | immediately | after sleep or screen saver begins
Show a message when the screen is locked Set Lock Message

v/ Disable automatic login

| Show All

Security & Privacy

Are you sure you want to turn off screen
lock?

&
%

Your saved passwords and important data can be
A logir used by others who have access to your Mac if you
turn off screen lock.

O | Turn Off Screen Lock ][ Cancel ] zgins
=

v/ Disable automatic logj

3. Click Turn Off Screen Lock. ‘
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Manually Adjusting the Timeout Settings on a Mac Computer (cont.)

If the Require Password after sleep or screen saver begins setting is not disabled during testing, the
combined time for various timeout settings on the System Preferences page—Require Password X Minutes
after sleep or screen saver begins, the Energy Saver settings for Computer sleep and Display sleep, and the
Screen Saver start time—must total twenty minutes or more (based on the INSIGHT timeout setting).

Example of Combining Timeout Settings

The example below shows how to combine timeout settings for testing with INSIGHT. With these settings,
the testing computer will wait more than twenty minutes before requiring a password, fifteen minutes before
sleeping, twenty minutes before starting the screen saver, and five minutes after going to sleep or starting
the screen saver. Note that this is one example—other combinations of timeout settings also work well.

@® i System Preferences j ) < Security & Privacy Q_ Searc
[ = ’ m FileVault ~ Firewall  Privacy
New ! onEe i 5 - w immediately
issl ; A login password has be 0 Seconds Change Password
General Desktop & Dock Mission Language Security gin p p—. 9
Screen Saver Control & Region & Privacy . .
Require passwort after sleep or screen saver begins
Show a message, :Shmlnutes 3 locked
s / our
v | Disable automati AL
ﬁ e/ = ﬁ 8 hours
- o] S ¢ J TNl
Displays Energy Keyboard Mouse Trackpad Printers &
Saver Scanners
1. Set the Security & Privacy password to Require Password
5 minutes after sleep or screen saver begins.
@® 2325 System Preferences ® 7 Energy Saver B\
= ) =5 h Automatic graphics switching
New w Your computer will automatically switch between graphics modes for better battery life.
General Desktop & Dock Mission Language Security [ Batt Power Adapter
Screen Saver Control & Region & Privacy .m P
Computer sleep:
ﬁ 1 min 1hr 3hrs Never
7
- o ﬁ Display sleep:
Displays Energy Mouse Trackpad Printers & 1 i 15 min ' Thr Sis Naws
Saver Scanners

2. Set the Energy Saver screen slider settings for Computer sleep
and Display sleep to a value of 15 minutes or greater.

[ NsXs] Desktop & Screen Saver
3222 Show All
@ EEET) System Preferences sl CI——
ELTERERN Screen Saver |

New

Desktop &
Screen Saver,

- | @

Dock Mission Language Security
Control & Region & Privacy

General

BN v = - |
— = — Shifting Tiles Sliding Panels
i E Pri & = —
e ;:ng}, e e Sréra\tner:rs [&J ﬁj‘ Source: | National Geographic
= i | N“‘Enrm [ocie  Shuffle slide order
3. Set the Desktop & Screen Saver setting to start the screen TR H
saver to Start after 20 minutes. I B ———T

30 Minutes
1 Hour
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B Accommodation

B Capacity
Estimator

B Central Office
Services -
Device Toolkit

B Content
Caching

B DRC INSIGHT
Learning
System

B DRC INSIGHT

B Dynamic IP
Address

Modifications or enhancements made to tests, or test environments,

that allow students with physical or learning disabilities, or a limited
English-language ability, to more accurately demonstrate their knowledge
and skills in an assessment situation.

An Excel spreadsheet file you can download and use to estimate the
following testing times:

* The time it will take to initially download INSIGHT (the test engine)
based on the number of students who test at the same time.

* The times a student will wait for both a fixed-form test and a Computer
Adaptive Test (CAT) to load, with and without content caching
configured. These times are plotted against the number of students who
start testing at the same time.

* The time required for a student to receive the next fixed-form or CAT
test question when the student is finished with a question (the time
required for the testing device to save the test response and retrieve the
next question).

DRC software that you use to configure the testing devices in your
environment. You use the Central Office Services - Device Toolkit to
organize, configure, and manage your devices for testing with DRC
INSIGHT and the TSM.

The Testing Site Manager (TSM) can cache test content. At test time, the
TSM content caching software sends its cached test items to the testing
devices. This content must be up to date in order for students to test. DRC
strongly recommends TSM content caching for maximum performance.
The TSM is strongly recommended for WIDA testing.

DRC’s system to deliver assessments and related resources online for

all content areas and grade levels by incorporating computerized testing,
related resources, dynamic reporting, and a suite of educator tools. The
DRC INSIGHT Online Learning System consists of a secure web browser
testing interface and the TSM to help manage network traffic, maintain
connectivity, and handle bandwidth issues (see “Testing Site Manager”).

The main component of the DRC INSIGHT Online Learning System, DRC
INSIGHT is a secure Web-browser testing interface that is installed on
each testing device. This software communicates with the DRC INSIGHT
server to provide Test Practice and test questions to the test taker, and to
send responses to the DRC INSIGHT server, which stores them securely.

An IP address that can change when the computer is restarted or rebooted
based on the pool of IP addresses that are available at the time (see “Static
IP Address™).
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B Emulation

B Kiosk Mode

B Latency

B Load Simulation
Test (LST)

B Native Device

B Response
Caching

Bl Static IP
Address

Hardware or software that enables one computer system to behave like (or
emulate) another computer system.

When DRC INSIGHT runs on a supported device and operating system, it
uses Kiosk Mode to “lock down” student access and prevent students from
performing inappropriate testing activities, such as accessing the Internet.

The rate of data transfer across a network is referred to as latency.
Knowing the latency of a network is useful for helping to determine peak
network traffic times and for analyzing the best times for testing. For
example, when the TSM “pings” the IP address of the DRC server, the
network sends packets of data from the TSM to the DRC server and back.
The network calculates the time, in milliseconds, it takes for the data to be
received. The longer this time is, the longer it has taken the DRC server to
receive the data packets (usually because of excess network traffic).

A software test used to perform load simulations to help estimate the
amount of time it will take to download tests and upload responses. For
individual testing devices, a load simulation test reports the following:

» The source for the content: the TSM, DRC, or the client computer
(based on the configuration)

* The amount of time it took to load the test to the testing device, on
average

e The time it took to submit the result to DRC
e The combined time it took to load the test and submit the result

A device that can run INSIGHT-supported operating systems natively if it
meets the minimum system requirements. Running natively means running
without external support, as opposed to running in an emulation (see
“Emulation”).

The TSM can cache student test responses. For WIDA testing, response
caching is only applicable to the Writing domain. During writing testing,
if the test devices cannot communicate with the DRC INSIGHT server,
the TSM response caching software buffers and stores their test responses.
When the response caching software is communicating with DRC, it sends
test responses to the DRC INSIGHT server every fifteen minutes. Even

if DRC is not currently communicating with the testing devices, the test
responses are still being stored on the TSM for transmission to DRC, so no
test responses are lost.

An IP address that is permanently assigned to a computer and does not

change when the computer is restarted or rebooted (see “Dynamic IP
Address”).
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System
Readiness
Check

Test Engine

Test Practice

Testing Site
Manager (TSM)

TSM Server
Domain

Thin Client

Virtual Desktop

Virtual Desktop
Device

Voice Capture
Response
(VCR)

A software program that helps you troubleshoot issues that may occur
when DRC INSIGHT is installed or running. This program is installed
automatically with DRC INSIGHT, runs when DRC INSIGHT runs, and
performs a series of tests to help diagnose, prevent, or correct errors. It
verifies that a testing device meets the necessary hardware and software
requirements, indicates any checks that the testing device failed, and
provides suggestions for success.

Software that is automatically downloaded at the start of a test to help
manage the delivery of the test.

An optional, customized feature of DRC INSIGHT that allows students
and administrators to become familiar with the online test environment
and online testing tools.

DRC’s powerful Web-based application that works with DRC INSIGHT
to provide caching and a software toolbox to help you plan, configure,
and manage your online testing environment. The TSM offers content
caching for test content and response caching for WIDA Writing tests. It
is installed on one or more strategic computers with sufficient bandwidth
to help manage communication between test computers and DRC
servers. Typically, a TSM reduces bandwidth traffic by about 50% when
downloading content.

A unique, identifying URL generated on the TSM. When creating a
configuration, a user enters this URL into the Central Office Services -
Device Toolkit with the TSM port number to point the configuration to the
TSM. The TSM Server Domain address points back to DRC to retrieve the
local IP address for the TSM. The local IP address used is determined by
the priority set on the TSM computer’s Network Interface Card (NIC) and
is listed on the Testing Site Manager (TSM) page as the TSM Server IP.

A computer that relies on servers for processing and other tasks.

Desktops that can indirectly host some supported operating systems for
DRC INSIGHT (other physical devices host operating systems directly).
Typically, users access virtual desktops from another operating system, on
another device, across a network boundary.

A device a student interacts with as a gateway to the virtual or remote
desktop. The device may or may not be capable of supporting DRC
INSIGHT natively or be able to run a supported operating system.

A testing component offered with DRC INSIGHT for test items designed
for the WIDA speaking tests. These items allow a student to listen to a test
question using a headset and record a spoken response. Later, handscoring
teams listen to the recorded responses and score them.
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Introduction

Bl About This
Guide

Important
Information

B Testing Site
Manager (TSM)

Benefits and
Features

Volume II: Testing Site Manager (TSM) is part of a multi-volume set

that describe how to configure, install, manage, and troubleshoot DRC
INSIGHT. INSIGHT provides a number of tools and testing information to
help you troubleshoot your testing environment and verify that it is ready
for testing.

This volume describes how to configure, install, manage, and troubleshoot
the TSM software. It contains configuration and installation information
for the various TSM environments and describes how to use the TSM and
its components.

(1) Important: Throughout this user guide, the Information icon ((1))
indicates important information or crucial tips.

The DRC Testing Site Manager (TSM) is a powerful, web-based
application that provides caching and software tools to help you plan,
configure, and manage your online testing environment.

A TSM offers many benefits and features, including a typical reduction in
bandwidth traffic of about 50% when downloading test content.

* You can install the TSM using an easy-to-use installation wizard
(requires administrative rights).

* You can populate the TSM with test content using its content caching
option (strongly recommended). If you enabled Automatic Updates
when you installed the TSM, after the content is installed, updates to
test content are automatically downloaded.

A TSM is strongly recommended for WIDA testing.

(1) Important: Certain software rights are required to install and/or
automatically update the TSM software. The TSM software requires
Administrator rights to install it and to perform the software Automatic
Update function.
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TSM Overview

Content and
Response Caching

TSM Diagnostic
Tools

Test Practice

The TSM is a web-based application that provides caching and software
tools to help you manage your online testing. Usually, you install the TSM
on one or more strategic computers with sufficient bandwidth to help
manage and streamline communication between the test devices and the
DRC INSIGHT server.

The TSM offers two types of caching—content caching for test content
and response caching for students’ Writing test responses. At test time, the
TSM content caching software sends its cached test items to the testing
devices. The cached test content must be current in order for students to
test.

VLc_)gin

Rééponse Data (Friﬁlary) Internet

......................... >

Student Workstation

Figure: TSM Content and Response Caching

(1) Important: DRC strongly recommends content caching for WIDA
testing to handle the large amount of data required to transmit the items

to the student during testing. Response caching is optional and only
applies to the Writing domain (shown in the diagram as the Response Data
(Secondary) path through the TSM).

In addition to content and response caching, the TSM offers powerful
diagnostic software tools, including Load Simulation Tests and Ping Trend
Graphs, to help sites prepare and manage their test environment.

DRC INSIGHT’s Test Practice allows students and administrators to
become familiar with the online test environment and the suite of online
testing tools. You should install INSIGHT on the testing computers as
early as possible in the testing cycle to give students time to familiarize
themselves with the INSIGHT test environment and the testing tools
before they test.
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System Requirements
and Testing Information

What’s Covered
in This Section

TSM Installation
and the Number
of Students
Testing

Tablet Devices
and the TSM

Software
Installation and
Update Rights

This section contains a link to the specific hardware, software, network,
and desktop requirements to configure the Testing Site Manager (TSM)
and automatic software updates.

For details on the TSM configuration and the number of students that
can test at the same time (concurrently), see the Supported System
Requirements for ACCESS for ELLs 2.0 and Screener.

A TSM is used primarily to cache and manage test content and responses.
iPad, Chromebook, and other tablet devices do not provide a suitable
environment for a TSM. As a result, you must install the TSM software on
a Windows, Mac (OS X and macOS), or Linux computer, and connect to
the TSM when you install INSIGHT on the tablet device.

Certain software rights are required to install and/or automatically update
INSIGHT and the TSM software.

(1) Important: INSIGHT requires Administrator rights to install it and
Write access to perform the software Automatic Update function. The
TSM software requires Administrator rights to install it and to perform the
software Automatic Update function.
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B TSM System
Requirements
Information

The DRC system requirements information describes the specific
hardware, software, network, and desktop requirements to configure
INSIGHT and the TSM to work with various testing devices in different
testing scenarios. This information is updated quarterly based on various
factors, including changes in vendor support of various operating systems
and hardware devices.

To review the current information, see the Supported System Requirements
for ACCESS for ELLs 2.0 and Screener.
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TSM Windows
Installation

B What's Covered This section describes the Testing Site Manager (TSM) installation
in This Section process in a Windows environment.

(V) Important: To make the installation process easier, DRC recommends
that you install the TSM before you use the Central Office Services

- Device Toolkit to create Configurations (covered in Volume I11:
Configuring Devices for Testing) and before you install INSIGHT
(covered in Volume IV: DRC INSIGHT).

The first part of this section provides basic information about installing
and uninstalling a TSM. Then, the section provides more advanced
technical information about the following items:

* Managing a TSM—starting, stopping, and uninstalling

*  Working with the TSM in a non-graphical (terminal) mode using
Windows operating system commands

B Installing a TSM Because of the role that the TSM plays in testing, there are some special
considerations regarding TSM software installation.

* The computer on which you install the TSM software should have a
static IP address. If the IP address of the TSM machine changes, the
TSM Server Domain address will update to the current IP address
the next time the TSM communicates with DRC after the TSM is
restarted. But, during the time the IP address is out of date, any testing
computers that attempt to use the TSM will not point to the correct
TSM machine.

» Ifyou need to change the configuration of a TSM after it is installed,
you must uninstall the TSM and install a new version. If you reinstall
a TSM, you may need to reconfigure the testing devices that connect
to it.

e There are two versions of the TSM for Windows: 32-bit and 64-bit.

If you plan to access multiple testing programs using the same testing
computers, you may need to install more than one TSM (using multiple
computers) and use INSIGHT to access more than one testing program.

B Installing
Multiple TSMs
and INSIGHT

*  You cannot install more than one TSM on the same computer.
*  You can install a TSM and INSIGHT on the same computer.

* You can use INSIGHT to access multiple testing programs (for
example, ACCESS for ELLs 2.0 and your state-specific testing
program) from the same device. You access these testing programs
using the same DRC INSIGHT desktop shortcut. When you start
INSIGHT, a page appears listing the different testing programs from
which you can select.
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Installation

Quick Tour: Installing a TSM for Windows OS

This Quick Tour describes how to install a TSM for Windows. DRC provides an easy-to-use wizard to
install the TSM software.

Note: A TSM is strongly recommended for WIDA testing.

Technology Downloads

1. To launch the wizard and start the
installation, sign in to the WIDA
Assessment Management System (WIDA , . ,
AMS), open the All Applications menu bar, —
select General Information—Technology =
Downloads to display the Technology B
Downloads page. Click the Testing Site e
Manager (TSM) installer icon ([&]) for
Windows. Use the correct version for the
TSM computer: 32-bit or 64-bit.

B

EEEEEEEEEEE

Honito Seiting Verificaion

To determine the type for Windows 7, click
Start, type system in the Start Search box, )T T P
and click system in the Programs list. Under
System, 64-bit Operating System or 32-bit
Operating System appears for System Type.

Welcome to the Testing Site Manager
(TSM) Setup Wizard

This will install Testing Site Manager {TSM) on your computer,
The wizard will lead you step by step through the installation.

At this time, you also may want to
download the INSIGHT Secure Browser
Installer for Windows.

Click Mext to continue, or Cancel to exit Setup.

2. After you download the installation
program, click TESTING_SITE _
MANAGER_Setup.exe to launch the
wizard and start the installation.

The Welcome screen appears the Testing
Site Manager (TSM) Setup Wizard. Click .
Next to continue. € Setup - Testing Site Manager (TSM) EM
. : : : License Agreement
NOte' On most lnStaHatlon WIndOWS’ you Please read the following important information before continuing.
have the option of clicking Back to return -
. . Please read the following License Agreement. You must accept the terme of this
to the previous window or Next to proceed agreement before continuing with the installation.
to the next window. Some windows display SOFTWARE LICENSE i
. The Software is protected by copyright laws and international copyright treaties, as
Other OptIOHS- well as other intellectual property laws and treaties. The Software is licensed and |
not sold.
3. The DRC INSIGHT License Agreement GRANT OF LICENSE
. . This License grants you the following rights:

window appears. To continue the Software. You may install and use one copy of the Software on the computer in
. . accordance with the Contract, oy
installation, read the agreement and select Modifieatioe._ Yo mas ot medifi tha Safhuae
the option I accept the agreement. (If you _ ;
do not accept the agreement, the installation ) Tdo ot accept the agreement
ends.)

< Back ] [ Next > ] [ Cancel

When the Next button becomes active, click

Next to continue. Page 55
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Quick Tour: Installing a TSM for Windows OS (cont.)

4. The Select Configuration Options window @, Setup - Testing Site Manager (TSM) (=3 é{
appears. On this window you specify whether to Select Configuration Options
enable content caching and response caching. The S e e e @
default Values arc to enable bOth types Of CaChing' Selecting Content Caching will allow testing content to be downloaded from DRC and
After you make your selections, click Next to soredon et
. Enable Content Caching
Contlnue' Selecting Response Caching will allow student responses to be stored on the TSM when a
connection to DRC is not available.
Note: DRC strongly recommends content caching Enable Response Caching
f()r WIDA testlng_ Contact DRC Support if you wish to change your selection after installation is complete.

(1) Important: Install the TSM software on

a computer that will be powered on when test
content is automatically updated. If the computer
is not on or is unavailable, it will not be updated.
Whenever you restart a computer that has the
TSM software installed, or anytime you plan

to use the TSM for testing, verify that the TSM

< Back H MNext = ] [ Cancel

software and test content are up to date before i Setup - Testing Ste Manager (1oM) 600 . .
you attempt to test (see “Content Caching” on Automatic Update
page 83). The Testing Site Manager (TSM) can automatically check for updates periodically.

T (@ Enable Automatic Update

() Disable Automatic Update

5. The Automatic Update window appears. On this
window, specify whether to enable automatic
TSM software updates.

« Ifyou select Enable Automatic Update
(the default value), DRC updates the TSM
software automatically.

< Back H Next = ] [ Cancel

» Ifyou select Disable Automatic Update,
DRC notifies you whenever an update to
the TSM software is available and you must

update the software manually. @ Setup - Tesing Ste Manager (1SW (=
O Installing
(D Important: You use the Central Office Please wait while Setup installs Testing Site Manager (TSM) on your computer,
Services - Device Toolkit to change the TSM bt
configuration of a testing device. If you update -
a device’s TSM configuration, the next time
you start INSIGHT it automatically updates the
configuration of the testing device to reflect the
changes.
Click Next to continue. During the installation,

a window appears to indicate the progress of the
installation. If necessary, click Cancel to end the

process. Page 56
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Quick Tour: Installing a TSM for Windows OS (cont.)

6. The Setup Complete window appears. @) Setup - Testing Site Manager (TSM) (=[O s
ReCOI’d the TSM port Illlmbel’s. YOll Ileed STDtI:;seC:)er:;:Lefnllowing important information before continuing. @
this information When you iHStall INSIGHT‘ Setup has finished installing Testing Site Manager (TSM) on your computer N
If necessary, y0u can Change the pOI"[ l’lun’lbeI‘S Please record the following information as it will be needed for installation and

. configuration of student workstations utilizing the TSM.

from the Setup Complete window. e s

« The TSM HTTP Port Number is the port :: g;::::r::; :ji: 4—
number for regular communication.

*  The TSM HTTPS Port Number is the port IMPORTANT: You need the port numbers
number for encrypted communication that when you configure your devices in the
the INSIGHT secure web browser uses. ‘Central Office Services - Device Toolkit.

L L L L L L LN L LT LR --"_"51_I

() Important: To avoid conflicts, verify that no :

other device is using either port. For Windows, | TestingSiteManager

you can enter the command netstat -a from a g R 2

command prompt to display the list of ports .__E_TEETQS'EME'E gE

currently being used. ) Tortoise{ http://localhost:3080/ |

Click Finish when you are ready.

. . Enter Testing Site Manager Name

7. After the installation is complete, start the TSM 4 =
from the Start menu by selecting All Programs— TSM Name: | District 1, Sample School, Bldg 7, Rm 3
TestingSiteManager—TestingSiteManager.

Note: If you specified Content Caching

(step 4), your standard test forms and items I

are downloaded automatically once the TSM

interface is launched (see “Content Caching” on

page 83). IMPORTANT: Record or copy the TSM

8. When the Enter Testing Site Manager Server Domain address—you need this

information to configure your devices in the

N ind t
ame window appears, enter a name (up Central Office Services - Device Toolkit.

to 40 characters with no special formatting
requirements) to help you remember the
location of the TSM machine in the TSM Name © Tosting Sito Manager (7o)
field. DRC recommends that you include some

combination of WIDA, the state, district, school,
and location (building and/or room number) of
the TSM. Click Save.

9. The TSM displays.

Page 57



TSM Windows
Installation

Managing the TSM

This section describes how to install a TSM from the command line, how to start and stop a TSM from a
command line, and how to uninstall a TSM.

Installing a TSM from the Command Line

You can install a TSM in the Windows environment using the command line interface instead of the
graphical interface. This type of installation is useful to install the software in unattended mode or to install
it quickly on a number of computers.

To run the TSM installation in unattended mode, do the following as an administrator:
1. Download the TSM setup command file, TESTING SITE MANAGER Setup.exe, from WIDA AMS to

a directory or location that you specify.

2. Start a command prompt (Start-Run—Cmd), use the Change Directory command (CD) to navigate to
the directory or location where the file was downloaded.

Execute the TESTING SITE MANAGER Setup command (with appropriate options) for 32-bit
machines.

TESTING SITE_MANAGER_Setup -q

Execute the TESTING SITE MANAGER Setup 64 command (with appropriate options) for 64-bit
machines.

TESTING SITE_MANAGER Setup 64 -q

The following figure shows the list of setup options.

Setup - “. @‘

-

-~

The following command line options are available:

-varfile [fila] Use a response file

-q Run in unattended mode

-dir [directory] In unattended mode, set the installation directory
-ovenwrite In unattended mode, overwrite all files

-splash [title] In unattended mode, show a progress window

-console In unattended mode, cpen a console that shows the output
I -manusal Manually select a Java runtime environment
N -Dname=value 5et system properties
| -h Show this help

Figure: TSM Setup Command Options
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Starting and Stopping the TSM

You can start and stop the TSM using the Control Panel.

1. For Windows 7, select Control Panel-System and Security—Administrative Tools—Services.

" Services (Local)

TestingSiteManager Name Description Status Startup Type Lag On As
5 SMS Task Sequen...  SMS client a... Manual Local Syste...

Stop the 5emic¢ S SNMP Trap Receives tra... Manual Lecal Service

Restart the service

E— oy Software Protection  Enables the .. Automatic (0. Network 5.
o SPP Motification 5. Provides Se.. Manual Lecal Service

Description: ) £, 5SDP Discovery Discovers n..  Started Manual Local Service

e Ity e Mgy o S Storage Service Enfarces gr. Manual Lzcal Syste..

(TSM) may be used to cache ;

acsessment data. S Superfetch Maintains a... Started Automatic Local Syste..
i System Event Moti.. Meonitors sy..  Started Automatic Local Syste..
o System Update Lenowvo Syst... Manual Local Syste..,
. Tablet PC Input Se... Enables Tab... Manual Local Syste...
£, Task Scheduler Enables a us... Started Automatic Local Syste...
%, TCP/IP NetBIOS H... Provides su.. Started Automatic Lecal Service
4, Telephony Provides Tel... Manual Network 5...
#1 TestingSiteManager  The Testing... - ! Syste...
%4 Themes Provides us.. Starteg e | Syste...
% Thread Ordering 5... Provides or... Stop Service
. TPM Base Services  Enables acc... Pause Service
55 UPnP Device Host  Allows UPn... Resume Service
Sy User Prefile Service  This service .. Starte Restart Syste..
L UvnC_service Provides ze...  Starte | Syste...
S Virtual Disk Provides m.. All Tasks b | Syste...
S Volume Shadow C... Manages an.. Refrech Syste..
S WebClient Enables Win... Service
Y Windows Activati.. Performs W.. Properties Syste..,
S Windows Audio Manages au.. Starte Service
% Windows Audio E...  Manages au... Starte ___'EE‘ Jl Syste

2. The Services window appears. Select TestingSiteManager.

3. To stop the TSM, right-click and select Stop. To restart the TSM, right-click and select Start.
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Uninstalling the TSM

You can uninstall (remove) the TSM using the Control Panel. If you want to uninstall the TSM, verify
that there are no unsent responses. If there are, transmit them manually first. If the TSM has unsent stored
responses, the uninstall won’t finish (see “Response Caching-Viewing Unsent Student Test Responses” on
page 87). If there are any unsent responses, you cannot uninstall the TSM.

Note: If you are unable to remove a TSM, please contact DRC Customer Service.

Using the Control Panel
1. To uninstall the TSM using the Control Panel, select Control Panel-Programs—Uninstall a Program

and select Testing Site Manager (TSM)-WIDA.
2. Right-click and select Uninstall/Change.

Uninstall or change a program

To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.

Organize =  Uninstall/Change = @
Name ) Publisher Installed On ~ Size Version
[="]Windows Firewall Configuration Provider Microsoft Corporation 771172014 342KB 1234120
7] UltraVinc uvne byba 10/16/2013 674ME 1193
4" TortoiseGit 1.8.4.0 (54 bit) TortoiseGit 771672013 436MB 1840
@ Testing Site Manages T Deta Recognition Corporation _7/31/2014 604
[ System Center Endpd Microsoft Corporation 772072014 452160

3. Click Next when the Testing Site Manager (TSM) Uninstall wizard appears. The wizard walks you
through the process.

{0 Testing Site Manager (TSM) 9.1.0_0 Uninstall [E=EER

Testing Site Manager (TSM) Uninstall

Testing Site Manager (TSM) was successfully removed from
your computer.

) Testing Site Manager (TSM) 9.1.0_0 Uninstall
Testing Site Manager (TSM) Uninstall
Please wait while Testing Site Manager (T5M) is removed from your computer,

Uninstalling Testing Site Manager (TSM) 9.1.0.0 ...

(P Testing Site Manager (TSM) 9.1.0.0 Uninstall =R |

Testing Site Manager (TSM) Uninstall

Are you sure you want to completely remove Testing Site
Manager (T5M) and all of its components?

Click Next to continue, or Cancel to exit Setup.

Cancel

Cancel

4. Navigate to the location where the TSM was installed and verify that is uninstalled. If you plan on
installing a new TSM, please reboot the TSM machine before you install a new TSM.
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B What’s Covered
in This Section

B Installing a TSM

B Installing
Multiple TSMs
and INSIGHT

This section describes the Testing Site Manager (TSM) installation process
in a Mac (OS X and macOS) environment.

(V) Important: To make the installation process easier, DRC recommends
that you install the TSM before you use the Central Office Services -
Device Toolkit to create Configurations (covered in Volume I11: Configuring
Devices for Testing) and before you install INSIGHT (covered in

Volume 1V: DRC INSIGHT).

First, this section provides basic information about installing and
uninstalling a Testing Site Manager (TSM) using the standard Mac
graphical interface. Then, the section provides more advanced technical
information about the following items:

* Managing a TSM: starting, stopping, and uninstalling

*  Working with a TSM in a non-graphical (terminal) mode using Mac
(OS X and macOS) operating system commands

Because of the role that the TSM plays in testing, there are some special
considerations regarding TSM software installation.

+ Itis best if the computer on which you install the TSM software has
a static IP address. If the IP address of the TSM machine changes, the
TSM Server Domain address will update to the current IP address the
next time the TSM communicates with DRC. But, during the time the
IP address is out of date, any testing computers that attempt to use the
TSM will not point to the correct TSM machine, which will cause a
content retrieval error or a TSM connection error.

» Ifyouneed to change the configuration of a TSM after it is installed,
you must uninstall the TSM and install a new version. If you reinstall a
TSM, you may need to reconfigure the testing devices that connect to it.

* A TSM cannot be installed on a Mac (OS X and macOS) device that is
running macOS server software.

If you plan to perform multiple types of assessments using the same testing
computers, you may need to install more than one TSM (using multiple
computers) and use INSIGHT to access more than one testing program.

*  You cannot install more than one TSM on the same computer.
*  You can install a TSM and INSIGHT on the same computer.

* You can use INSIGHT to access multiple testing programs (for example,
ACCESS for ELLs and your state-specific testing program) from the
same device. You access these testing programs using the same DRC
INSIGHT desktop shortcut. When you start INSIGHT, a page displays
listing the different testing programs from which you can select.
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Quick Tour: Installing a TSM for Mac OS X and macOS

This Quick Tour describes how to install a TSM in the Mac (OS X and macOS) environment. DRC provides
an easy-to-use wizard to install the TSM software.

Note: A TSM is strongly recommended for WIDA testing.

1. To launch the wizard and start the Techaceay Downlosd
installation, sign in to the WIDA
Assessment Management System (WIDA
AMS), open the All Applications menu

of

bar, select General Information— E
Technology Downloads, and click the . E
Testing Site Manager (TSM) installer .
icon ([&]) for Mac OS. At this time, you @
also may want to download the Macintosh =~ =il .
Installer for INSIGHT. -

2. After you have downloaded the
installation program, double-click the
TESTING_SITE_MANAGER_Setup. gae-- Testing She Manager O3
dmyg file and double-click the Testing Mataner (TS Setup Wizard
Site Manager (TSM) Installer to start
the installation.

This will install Testing Site Manager (TSM) on
your computer. The wizard will lead you step by
step through the installation.

Click Next to continue, or Cancel to exit Setup.

Note: You must be a Mac System
Administrator to install the TSM from
this file.

3. The Welcome to the Testing Site Manager
(TSM) Setup Wizard screen displays.

Note: On most of the installation

. . | Mext> | | Cancel |
windows, you can click Back to return to
the previous window, Next to proceed to
. 800 Setup - Testing Site Manager (TSM)
the next window, and Cancel to cancel U
icense Agreement
the installation. Click Next to continue. Please read the following important information before
continuing.
4. The DRC INSIGHT License Agreement Please read the following License Agreement. You must accept the
. . terms of this agreement before continuing with the installation.
windows dlSplayS. Read the agreement single product. Its components parts may not be separated for use
: on more than one computer.
and Sele(:t the Optlon I accept the Rental. You may not rent or lease the Software.

Software Transfer. You may permanently transfer all of your rights

agreement. When the Next button
becomes active, click Next to continue.

under this License only as part of a sale or transfer of the use of
the Software under the Contract, provided you retain no copies,
transfer all of the Software, including all copies, component parts,
the media and printed materials, all versions and any upgrades of

(*) | accept the agreement

()1 do not accept the agreement

| <Back | | Next> | | Cancel |
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Quick Tour: Installing a TSM for Mac OS X and macOS (cont.)

S.

The Select Configuration Options window displays.

On this window you specify whether to enable content 800 Setup - Testing Site Manager (TSM)

caching and/or response caching. The default values
are to enable both types of caching. After you make
your selections, click Next to continue.

Note: DRC strongly recommends content caching for
WIDA testing.

(1) Important: Install the TSM software on a
computer that will be powered on when the TSM
software or test content is automatically updated. If
the computer is not on or is unavailable, it will not be
updated. Whenever you restart a computer that has the
TSM software installed, or anytime you plan to use the
TSM for testing, verify that the TSM software and test
content are up to date before you attempt to test (see
“Content Caching” on page 83).

The Automatic Update window displays. On this
window, specify whether to enable automatic TSM
software updates.

« Ifyou select Enable Automatic Update (the
default value), DRC updates the TSM software
automatically.

* If you select Disable Automatic Update, DRC
notifies you whenever an update to the TSM
software is available and you must update the
software manually.

(1) Important: You use the Central Office Services

- Device Toolkit to change the TSM configuration

of a testing device. If you update a device’s TSM
configuration, the next time you start INSIGHT it
automatically updates the configuration of the testing
device to reflect the changes.

After you have made your selection, click Next to
start the installation. During the installation, a window
displays to indicate the progress of the installation. If
necessary, you can click Cancel to end the installation
process.
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Select Configuration Options
Select if the Testing Site Manager (TSM) will serve content
(Content Caching) and/or store student responses (Response
Caching)

Selecting Content Caching will allow testing content to be downloaded

from DRC and stored on the TSM.
™ Enable Content Caching

Selecting Response Caching will allow student responses to be stored

on the TSM when a connection to DRC is not available.
™ Enable Response Caching

Contact DRC Support if you wish to change your selection after
installation is complete.

| <Back | | Next> | |

©

Cancel |

800 Setup - Testing Site Manager (TSM)

Automatic Update
The Testing Site Manager (TSM) can automatically check for updates periodically.

(@ Enable Automatic Update

() Disable Automatic Update

| <Back | | Next> | | Cancel |

©

8 00 Setup - Testing Site Manager (TSM)

Installing
Please wait while Setup installs Testing Site Manager (TSM) on
your computer.

Extracting files ...
apache-tomcat-7.0.40/bin/setclasspath.sh

©

| Cancel |




TSM Mac (OS X and
macOS) Installation

Quick Tour: Installing a TSM for Mac OS X and macOS (cont.)

7. When the installation completes, the Setup
Complete window displays. Record the TSM
port numbers. You need this information to
configure the device in the Central Office
Services - Device Toolkit. If necessary, you can
change the port numbers from the Setup Complete
window.

» The TSM HTTP Port Number is the port
number for regular communication.

* The TSM HTTPS Port Number is the port
number for encrypted communication that the
INSIGHT secure web browser uses.

() Important: To avoid conflicts, verify that no
other device is using either port. For Mac OS X
and macOS, use the Network Utility located at
Applications/Utilities/Network.

Click Finish when you are ready.

8. Start the TSM by selecting Applications—
TestingSiteManager—TestingSiteManager.url.

Note: If you specified Content Caching (step

5), your standard test forms and items are
downloaded automatically once the TSM
interface is launched (see “Content Caching” on
page 83).

9. When the Enter Testing Site Manager
Name window displays, enter a name (up
to 40 characters with no special formatting
requirements) in the TSM Name field to help you
remember the location of the TSM machine. DRC
recommends that you include some combination
of WIDA, the state, district, school, and location
(building and/or room number) of the TSM. Click
Save.

10. The TSM displays

11. After installation is complete, select the
TESTING_SITE_MAN volume from
the desktop, Ctrl-click, and select Eject
“TESTING_SITE_MAN” to unmount the
volume and avoid potential conflicts with
automatic updates.

8 00 Setup - Testing Site Manager (TSM)

Setup Complete

Please read the following important information before
continuing.

Setup has finished installing Testing Site Manager (TSM) on your
computer.

Please record the following information as it will be needed for
installation and configuration of student workstations utilizing the
TSM.

TSM Server Namae: http://magws10131.local

TSM HTTP Port Number: | 8080 <

TSM HTTPS Port Number: | 8443

IMPORTANT: You need the port numbers
when you configure your devices in the
Central Office Services - Device Toolkit. [ Finish |

Enter Testing Site Manager Name

TSM Name: District 1, Sample School, Bldg 3, Rm 7

IMPORTANT: Record or copy the TSM
Server Domain address—you need this
information to configure your devices in the
Central Office Services - Device Toolkit.

Open
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Managing the TSM

This section describes how to start and stop a TSM from a command line and how to uninstall a TSM.

Starting and Stopping the TSM

The TSM is a service that executes in the background without a standard graphical window. Technology
Coordinators should be familiar with starting and stopping the TSM with the TESTING SITE MANAGER
script. You can use the launchd and launchctl commands to manage services. By default, the TSM is
started after installation and launches anytime the computer is started.

Uninstalling the TSM

Before you attempt to uninstall the TSM, verify that there are no unsent responses in the TSM. If there are,
transmit them manually (see “Response Caching-Viewing Unsent Student Test Responses” on page 87).
If there are any unsent responses, you cannot uninstall the TSM.

1. To uninstall (remove) the TSM, select Applications—TestingSiteManager—Testing Site Manager
(TSM) Uninstaller.

2. Enter your Mac Administrator log-in information.

3. When the Testing Site Manager (TSM) Uninstall wizard displays, click Next.

4. The wizard walks you through the process. 7 Testing Site Manager (TSM) .0.0.0 Uninstall E=RREa X"

Testing Site Manager (TSM) Uninstall

ina Gite Manager (T5M) was successfully removed from

) Testing Site Manager (TSM) 9.1.0_0 Uninstall 8l puter.

Testing Site Manager (TSM) Uninstall
Please wait while Testing Site Manager (T5M) is removed from your computer,
Uninstalling Testing Site Manager (TSM) 9.1.0_0 ...

1 Testing Site Manager (TSM) 9.1.0_0 Uninstall ['-':'?* =] &J

Testing Site Manager (TSM) Uninstall

Are you sure you want to completely remaove Testing Site
Manager (T5M) and all of its components?

Click Next to continue, or Cancel to exit Setup.

Cancel

5. Verify that the Testing Site Manager folder has been removed from the Applications folder. If you plan
to reinstall a TSM, reboot the machine before you reinstall.

Note: If you are unable to remove a TSM, please contact DRC Customer Service.
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B What’s Covered
in This Section

B Installing a TSM

B Installing
Multiple TSMs
and INSIGHT

This section describes the Testing Site Manager (TSM) installation process in a
Linux environment.

(D Important: To make the TSM installation process easier, DRC
recommends that you install the TSM before you use the Central Office
Services - Device Toolkit to create Configurations and before you install
INSIGHT (covered in Volume II1: Configuring Devices for Testing) and before
you install INSIGHT (covered in Volume IV: DRC INSIGHT).

The first part of this section provides basic information about installing and
uninstalling the TSM using the standard Linux interface. Then, the section
provides more advanced technical information about the following items:

* Managing a TSM: starting, stopping, changing the default communication
port, and uninstalling

*  Working in the terminal using Linux operating system commands

Note: In this section, we assume that as an experienced Linux user you are
familiar with Linux concepts such as Terminal mode, the Boot-Up Manager
software, and the Ubuntu Software Center.

Because of the role that the TSM plays in testing, there are some special
considerations regarding TSM software installation.

* The computer on which you install the TSM software should have a static
IP address (an address that does not change when the computer is restarted
or rebooted). If the IP address of the TSM machine changes, the TSM
Server Domain address will update to the current IP address the next time
the TSM communicates with DRC. But, during the time the IP address is
out of date, any testing computers that attempt to use the TSM will not
point to the correct TSM machine.

* Ifyou need to change the configuration of a TSM after it is installed, you
must uninstall the TSM and install a new version. If you reinstall a TSM,
you may need to reconfigure the testing devices that connect to it.

If you plan to perform multiple types of assessments using the same testing
computers, you may need to install more than one TSM (using multiple
computers) and use INSIGHT to access more than one testing program.

* You cannot install more than one TSM on the same computer.
* You can install a TSM and INSIGHT on the same computer.

*  You can use INSIGHT to access multiple testing programs (for example,
ACCESS for ELLs 2.0 and your state-specific testing program) from the
same device. You access these testing programs using the same DRC
INSIGHT desktop shortcut. When you start INSIGHT, a page displays
listing the different testing programs from which you can select.
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B Installing 32-bit
Java Libraries

(1) Important: On some 64-bit Linux systems, you must install the 32-bit
Java libraries for the INSIGHT installation program to run. To install these
libraries, enter the following commands from a Terminal session.

sudo -i
cd /etc/apt/sources.list.d

echo “deb http://old-releases.ubuntu.com/ubuntu/ raring main
restricted universe multiverse” >ia32-libs-raring.list

apt-get update
apt-get install ia32-libs

If the apt-get install 1a32-libs command fails, enter the following
commands.

sudo dpkg --add-architecture i386
sudo apt-get update
sudo apt-get install ia32-libs
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Quick Tour: Installing a TSM for Linux

This Quick Tour describes how to install the Testing Site Manager (TSM) for Linux. DRC provides an
easy-to-use wizard to install the TSM software. In a Linux environment, you must enter a few commands
before you can run the wizard.

Note: A TSM is strongly recommended for WIDA testing.

1. To launch the wizard and start the
installation, log on to the WIDA Assessment
Management System (WIDA AMS),
open the All Applications menu bar, and
select General Information—Technology
Downloads to display the Technology
downloads page.

Bl

2. Click the Testing Site Manager (TSM)
installer icon ([&]) for Linux to download
the TSM setup shell file, TESTING_SITE _
MANAGER_Setup.sh, to the Downloads
directory on your testing computer. Use

the correct version for the TSM computer: LELIINEL
32-bit or 64-bit.

EEEEEEEEEEER

i

Do you want to open or save this file?

Mame: TESTING_SITE_MAMNAGER_Setup.sh
Type: Shell Script, 87.5MB

From: wd-insight-client.drcedirect.com

Note: Depending on the web browser you
are using, a pop-up window may display.
If it does, select Save File and click OK. Open | [ Save | [ Cancel
Other browsers automatically download the
installation file to your Downloads folder.

[¥] Mways ask before opening this type of file

= e | ‘While files from the Intemet can be useful, some files can potentialty
\a harm your computer.  you do not trust the source, do not apen ar
k.

3. Start a Terminal session and use the cd = save thisfile. What's the risk?
(change directories) command to navigate to
your Downloads directory. & - o user@ubuntugaws02: ~/Downloads

File Edit View Search Terminal Help
user@ubuntuqaws@2:~/Downloads$ 1s *.sh

TESTING_SITE_MANAGER Setup(1).sh TESTING_SITE_MANAGER_ Setup.sh
user@ubuntuqawse2:~/Downloads$ I

4. Use the Is command to verify that the
TESTING SITE MANAGER_Setup.sh file is
in the Downloads directory. If it is not there,
download it again.
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Quick Tour: Installing a TSM for Linux (cont.)

S.

Enter the following command (all Linux
commands are case-sensitive) to start the
installation:

sudo sh TESTING_SITE _
MANAGER _Setup.sh

The sudo command gives you temporary
administrator privileges and allows you to
run the shell file.

If prompted, enter your administrator
password at the prompt. Linux unpacks the
shell file and launches the wizard to start
the installation. The installation program
creates an application folder in the /opt or /
ust/local directory.

!) Important: On some 64-bit systems,
you must install 32-bit Java libraries for
the installation program to run. If you need
to install these libraries, see “Installing
32-bit Java Libraries” on page 69. After
you install the libraries, rerun the sudo sh
TESTING_SITE_MANAGER_Setup.sh
command.

The Welcome to the DRC INSIGHT
Testing Site Manager (TSM) Setup Wizard
screen displays.

Click Next to continue.

The DRC INSIGHT License Agreement
window displays. To continue the
installation, read the agreement and select
the option I accept the agreement. (If you

do not accept the agreement, the installation
ends.)

When the Next button becomes active, click
Next to continue.

& - 0 user@ubuntugaws02: ~/Downloads

File Edit View Search Terminal Help

user@ubuntuqaws®2:~/Downloads$ 1s *.sh
TESTING_SITE_MANAGER_Setup(1).sh TESTING_SITE_MANAGER_Setup.sh
user@ubuntugaws®2:~/Downloads$ sudo sh TESTING_SITE_MANAGER_Setup.sh
[sudo] password for user:

Setup - Testing Site Manager (TSM)

Welcome to the Testing Site
ubuntu@ubuntu Manager (TSM) Setup Wizard

ubuntu@ubuntu

This will install Testing Site Manager (TSM)
on your computer. The wizard will lead you
step by step through the installation.

Click Next to continue, or Cancel to exit
Setup.

Package ia32-

This may mean

is only avail Next > || cancel

E: Package 'ia32-1ibs' has no installation candidate
Starting Installer ...

Setup - Testing Site Manager (TSM)

License Agreement
Please read the following important information before 4@
continuing.

Please read the following License Agreement. You must
accept the terms of this agreement before continuing with the
installation.

End User License Agreement for DRC Software
91/13

IMPORTANT - BE SURE TO READ CAREFULLY

SCOPE
This Agreement does not cover any of the test items or
documents created under the scope of the contract with the

' 1 accept the agreement

@ | do not accept the agreement

[ <osek | new> | [_conel |

e 'ia32-1ibs' has no installation candidate
b Installer ...
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Quick Tour: Installing a TSM for Linux (cont.)

8. The Select Configuration Options window
displays. On this window you specify
whether to enable content caching and/
or response caching. The default values
are to enable both types of caching. After
you make your selections, click Next to
continue.

Note: DRC strongly recommends content
caching for WIDA testing.

1) Important: For content caching, install
the TSM software on a computer that will be
available when test content is automatically
updated. Whenever you restart a computer
that has the TSM software installed, or
anytime you plan to use the TSM for testing,
verify that the TSM content is up to date
before you attempt to test (see “Content
Caching” on page 8§3).

9. The Automatic Update window displays.
On this window, specify whether to enable
automatic TSM software updates.

» Ifyou select Enable Automatic Update
(the default value), DRC updates the
TSM software automatically.

* Ifyou select Disable Automatic
Update, DRC notifies you whenever an
update to the TSM software is available
and you must update the software
manually.

After you have made your selection, click
Next to continue.

1) Important: If you need to change the
configuration of a TSM after it is installed,
you must uninstall the TSM and install a
new version. If you reinstall a TSM after
you have installed INSIGHT, you may need
to reset the TSM configuration properties
for the testing computers that use the TSM
(see Volume III: Configuring Devices for
Testing.)

") Setup - Testing Site Manager (TSM)

Select Configuration Options

ubuntu@ubuntu Select if the Testing Site Manager (TSM) will serve 6 i
ubuntu@ubuntu content (Content Caching) and/or store student

responses (Response Caching)

Selecting Content Caching will allow testing content to be
downloaded from DRC and stored on the TSM.

Enable Content Caching

Selecting Response Caching will allow student responses to
be stored on the TSM when a connection to DRC is not
available.

Enable Response Caching

Contact DRC Support if you wish to change your selection
after installation is complete.

is only avail < Back Next > | ‘ Cancel

E: Package 'i1a32-1ibs' has no installation candidate
Starting Installer ...

Setup - Testing Site Manager (TSM)

Automatic Update
WOTLRITGII RN  The Testing Site Manager (TSM) can automatically check for updates periodically.
ubuntu@ubuntu
ubuntugubuntu CIER TR
[EUCLAEDERERTS] () Disable Automatic Update

< Back Next > | | Cancel

E: Package 'ia32-libs' has no installation candidate
Starting Installer ...
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Quick Tour: Installing a TSM for Linux (cont.)

10. During the installation, a window displays
to indicate the progress of the installation. If
necessary, you can click Cancel to end the
installation process.

When the installation completes, the Setup
Complete window displays.

Record the TSM port numbers. You
need this information when you install
INSIGHT. If necessary, you can change
the port numbers from the Setup Complete
window.

* The TSM HTTP Port Number is the port
number for regular communication.

e The TSM HTTPS Port Number
is the port number for encrypted
communication that the INSIGHT
secure web browser uses.

® Important: To avoid potential conflicts,
be certain no other device is using either
port. For Linux, you can enter the command
netstat -p to display the list of ports
currently being used.

Click Finish when you are ready.

11. Open the Linux Boot-Up Manager. You
may need to provide your administrator
password.

Locate TESTING_SITE MANAGER in the
list, select it, right-click, and select Start
Now. When the Service starts a pop-up
dialog displays, click OK.

12

Setup - Testing Site Manager (TSM)

Setup Complete
Please read the following important information before @@
continuing.

Setup has finished installing Testing Site Manager (TSM) on
your computer.

Please record the following information as it will be needed
for installation and configuration of student workstations
utilizing the TSM.

TSM Server Name: http:/fubuntuvirtualBox

TSM HTTP Port Number: |3080 4

TSM HTTPS Port Number: |8443

IMPORTANT: You need the port numbers

when you configure your devices in the
Central Office Services - Device Toolkit

(# Enteryourp d to perform
gt tasks

The application ‘bum’ lets you modify essential parts of
your system.

Password: [| ]

cancel || ok |

BaotUp-Manager

x - o TestingSiteManager
@ File Edit View Go Bookmarks Help

== Ead ‘T!stlngslt!mnagel‘ @ ¥ | Q search||
=
L :i‘k I
™y ) i, Hih linux boot @ [
apache-tomcat- | @ ='2 Soct.Up Manager [
7.0.40 File Services Help ’
é Activate Description Running &)
rsyslog 5
TESTING SITE_| 36dd6c0b2d2e2968eb795981d2b48521
| E MANAGER plymouth-splash
‘; ccb773¢61c75de01309f6f6agee3621c
a alsa-store |
' c25fbd9bcc88ab95bcc33eead228fd42 - 99
w dmesg : ‘
5 442edbd184a6e1febcdb203604eb38F4 > w0
network-interface-security ° |
@ 2
ﬁ TESTING_SITl  peactivate & apply now P |
36dd6cOb  stop now 8521 >
ﬂ, plymouth-re: : be
I Td1Sffsojsa:»u:sulﬂbe4ruauf99 N
cryptdisks-enable £ L,
@ [ [ B security Enables scheduling of jobs Q@ |
| |
LinuxF |Apply| () Advanced uit | b9
E] | I e ey |
| ﬂ Linux Magazin Ausgabe 8/2012 (Deutsch) Us$8.40
| %1 Software testen - Wie Entwickler und Maintainer ihre Situation im Handumdrehen verbessern
{
= | BN ubuntuUserissue 6 US$ 15.99
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TSM Linux Installation

Quick Tour: Installing a TSM for Linux (cont.)

13.

14.

Start a Web browser and enter the following
address into the address bar:

http://servername:8080/

where: servername is the TSM Server Name
from step 10.

In our example, it is ubuntu-VirtualBox.

When the Enter Testing Site Manager
Name window displays, enter a name in the
TSM Name field (up to 40 characters with no
special formatting requirements) to help you
remember the location of the TSM machine.
DRC recommends that you include some
combination of WIDA, the state, district,
school, and location (building and/or room
number) of the TSM.

Click OK.

The TSM displays.

Note: If you specified Content Caching (step
8), your standard test forms and items are
downloaded automatically once the TSM
interface is launched (see “Content Caching”
on page 83).

Click Update Content to load the latest test
versions. When the TSM updates the content
cache, the Status field changes to Up to Date.

= Content Caching - Mozilla Firefox
File Edit View History Bookmarks Tools Help
& content Caching [=2]

localhost ~C| 8-

Enter Testing Site Manager Name

TSM Name: D\strlct 1, Sample School, Bidg 3, Rm 7

IMPORTANT: Record or copy the TSM
Server Domain address—you need this
information to configure your devices in the
Central Office Services - Device Toolkit.

&3 Testing Site Manager (TSM)
(incu apabiltes)

P

m -
i ==
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TSM Linux Installation

Managing the TSM

This section describes how to start and stop the TSM from a command line and how to uninstall a TSM. To
perform the commands in this section you must open a Terminal window.
Starting and Stopping the TSM from the Terminal

After the TSM software is installed, the Linux Administrator must start the associated service. The Linux
Administrator can start or stop the TSM services in Terminal mode by using the start and stop commands as
shown in the following example.

sudo /opt/TestingSiteManager/TESTING_SITE_MANAGER start
sudo /opt/TestingSiteManager/TESTING_SITE_MANAGER stop

Starting and Stopping the TSM Using the Boot-Up Manager Software
A Linux Administrator also can use the Boot-Up Manager to stop or start a service and define whether to

launch a service automatically on startup.

Note: The Boot-Up Manager software is installed automatically with the TSM. You also can install it from
the Ubuntu Software Center or by using the apt-get install bum command.

To start the TSM service, stop the TSM service, or launch the TSM service automatically at startup, do the
following:

1. Start the Boot-Up Manager.

2. Locate TESTING_SITE MANAGER.

3. Check the Activate checkbox to launch the service automatically on startup. To start or stop the service,
right-click and select Start now or Stop now.

@ o Eoot-Up Manager
File Services Help
Activate Description Running
rsyslog B
36dd6c0b2d2e2968eb795981d2b48521
plymouth-splash
€cb773¢61c75de01309f6f6aBee3621¢
alsa-store
c25fbd9bcc88abS5bcc33eead228fd42
dmesg

442edbd184a6e1febcob203604eb38f4

network-interface-security

TESTING SIT.  peactivate & apply now
36dd6c0b  stop now 8521

7d16ff8045ac55D55a0616e4rc3a33f99
cryptdisks-enable
Enables scheduling of jobs @

|Apply| [ Advanced | Quit, |
lagazin Ausgabe 8/2012 (Deutsch) UsS 8.
testen - Wie Entwickler und Maintainer ihre Situation im Handumdrehen verbessern

User Issue 6 USS$ 15.
ical items
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Uninstalling the TSM

Before you attempt to uninstall the TSM, verify that there are no unsent responses in the TSM. If there
are, transmit them manually first (see “Response Caching-Viewing Unsent Student Test Responses” on

page 87). If there are any unsent responses, you cannot uninstall the TSM.

To uninstall the TSM, start Terminal mode.

Navigate to the TSM directory, /opt/TestingSiteManager.

1.
2.
3. Enter the command sudo sh uninstall
4.

Click Next when the Uninstall wizard displays (see the figure), follow the prompts, and click Finish

when you are done.

Note: The uninstall process may leave log or configuration files in the installation directory or the user
home folder. You can ignore these files, or delete them using the rm command.

5 Testing Site Manager (TSM) 9.1.0_0 Uninstall

5 Testing Site Manager (TSM) 9.1.0_0 Uninstall

Testing Site Manager (TSM) Uninstall

Testing Site Manager {T5M) was successfully removed from

your computer,

Testing Site Manager (TSM) Uninstall
Please wait while Testing Site Manager (T5M) is removed from your computer,

Uninstalling Testing Site Manager (T5M) 9.1.0_0 ...

) Testing Site Manager (TSM) 9.1.0.0 Uninstall

Testing Site Manager (TSM) Uninstall

Are you sure you want to completely remowve Testing Site
Manager (TSM) and all of its components?

Click Next to continue, or Cancel to exit Setup.

©

Cancel

Note: If you are unable to remove a TSM, please contact DRC Customer Service.
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Working with the TSM

B What’s Covered
in This Section

B Testing Site
Manager
Tools

The Testing Site Manager (TSM) contains a number of software tools to
help you plan, configure, manage, and troubleshoot your online testing
environment, including caching software to store tests and/or student test
responses. This section describes how to use the TSM, as well as caching
and the various TSM software tools that are available.

The following table overviews TSM caching and its software tools.

Load Simulation
Test

Ping Trend Graphs

Load Balancing

Item Description

Content Caching The TSM stores tests and lets you update them to the
most current versions for testing.

Response Caching | In the event the Internet connection to DRC is lost,

the TSM stores test responses and attempts to transmit
them at fifteen-minute intervals to DRC.

Response caching also allows you to review details
about unsent responses stored in the TSM and
responses the TSM transmitted to DRC (historical
responses). For WIDA testing, Response caching only
applies to the Writing domain.

The Load Simulation Test helps you estimate variations
in network responsiveness based on the number of
students testing at the same time, the current network
traffic, the amount of available bandwidth, and other
site-specific factors.

Ping Trend Graphs help you determine the best
time of day to test based on the variances in speed,
connectivity, and responsiveness of your network
communication.

The TSM offers a Load Balancing Registration feature.
If your site has configured and uses load balancing
hardware and software, you can use this feature to
register a load balancer IP address for your pool of
TSM servers to help manage your workload more
efficiently.

The TSM load balancing feature is supported for
content caching only—response caching is not
supported for load balancing.

(1) Important: A TSM is strongly recommended for WIDA testing.
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Using the TSM

This section describes how to use the TSM and its basic functions.

To start the TSM on a Windows 7 machine, select Start—All Programs—TestingSiteManager—
TestingSiteManager. On a Mac, select Applications—TestingSiteManager—TestingSiteManager.url.

Alternatively, if you know the TSM Server IP address (see page 80), you can display the TSM from a
web browser by entering the following string: http://TSM Server IP address:8080

Replace TSM Server IP address with the actual IP address of the TSM. And, if you did not use the default

value of 8080 for the port number during installation, replace 8080 with the actual port number you
assigned to the TSM.

The first time you start the TSM, the Enter Testing Site

Manager Name dialog box displays. In the TSM Name Enter Testing Site Manager Name
field, enter a name that will help you remember the TSMName: | WIDA_ME _Dist1_School 2_Bidg 3_Rm 4
location of the TSM machine and click Save.
/

Note: DRC recommends that you include the district,
school, and location (building and/or room number) of the
TSM. The name you choose is limited to 40 characters
and there are no special formatting requirements. The Help icon (@) is displayed

on every page in the TSM. Click it
You can click on the name of the TSM to to display online help for the page
edit it (this is the name you entered when you are currently on.
you started the TSM for the first time). \

& Testing Site Manager (TSM)

(includes LocaCaching Service [LCS] capabilities)

TSM Name: WIDA_ME_Dist 1_School 2_Bldg 3_Rm 4
TSM Version: 9.2.0_0
TSM Server Domain: d212f078-legacy-prod.drc-ceniralofiice.com

TSM Server IP: 10.1.93.160

Content Caching Il Response Caching ~

Last Updated: 07/20/2018 06:43:21 AM b

@ Upadate Content @ Recheck Content

10 v records per page

Content List Search:
Content Status File Count Download Results Retry Content
596372 - WIDA Sample Items ALL 2015-2016 6299/6299 & Updste
596408 - WIDA Screener ALL 2016 1664516645 & Updste
596604 - WIDA ACCESS for ELLs ALL 2017-2018 75189/75189 & Updste

Showing 1 to 3 of 3 entries

«— Previous Next —

Content Caching | Response Caching | Tools

There are active page links to
all of the functions currently
configured in the TSM.
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Using the TSM (cont.)

The TSM Version indicates
the version number of the
TSM software.

The TSM Server Domain indicates the domain address of
the TSM server. Use this information to identify your TSM
server when you configure devices in the Central Office
Services - Device Toolkit.

sting Site Manager (TSM)
(inclugdes Local Caching Service [LCS] capabilities)

TSM Name: \/IDA_ME_Dist 1_Scheol 2_Bldg 3_Rm 4
TSM Version: 9.2.0 0
TSM Server Domain: d212f0f8-legacy-prod.drc-centraloffice.com

TSM Server IP: 10.1.93.160

[ Content Caching W Response Caching ~

Last Updated: 07/19/2018 06:43:17 AM

@ Updaie Content | @ Recheck Content

10 ¥ records per page
Content
586372 - WIJA Sample ltems ALL 2015-2016
596408 - WIDA Screener ALL 2016
596604 - WIDA ACCESS for ELLs ALL 2017-2018

Showing 1 to 3 of 3 entries

Content List Searchy
Status File Count Download Results Retry Content
6299/6299
1664516645 L Updste
75189/75189 & Updstc

— Previous

|

Notes:

The TSM Server IP indicates the IP address of the TSM server. The IP address is
the address the TSM Server Domain translates to and the address testing devices
will use to interact with the TSM. If this is the wrong address, you must modify your
network adaptor priority to point to the device that the testing devices will connect to.

* The IP address chosen by the TSM is determined by the priority of the network
adaptor in the Network Interface Card (NIC). To change the IP address the TSM
selects you must set the TSM’s IP address to have a priority of 1.

* DRC recommends that IP address be a static IP address, if possible.

» If the IP address is not resolving correctly, you will need to contact the network
administrator that manages the DNS in your district.
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Using the TSM (cont.)

You can sort the data in a column.

» Click the up arrow icon ([i]) next to the column header to sort
the column data in ascending order, either alphabetically or by
date, depending on the type of data.

Throughout the TSM you can
use the Search field to search
for specific information, such

» Click the down arrow icon ([7]) next to the column header to as tests, student responses,
sort the data in descending order, either alphabetically or by and simulation results, and
date, depending on the type of data. filter the display.

\ /

&) Testing Site Manager (TSM)

(includes Local Caching Service [LCS] capabilities)

TSM Name: WIDA ME_Dist1_School 2 Bldg 3 Rm 4
TSM Version: 9.2.0_0
TSM Server Domain: d212f0f8-legacy-prod.dre-centraloffice.com

TSM Server IP: 10.1.95.160

[ Content Caching W Response Caching ~

Last Updated: 07/19/2018 06:43:17 AM 9

@ Update Content | @ Recheck Content

10 records per page ntent List Search:

Content Status File Count Download Results Retry Content
596372 - WIDA Sampig ltems ALL 20152016 6299/6299
596408 - WIDA Screener AN 2016 18645/16645 & Updsie
596604 - WIDA ACCESS for ELINALL 2017-2018 7518975159 & Updste
Showing 1 to 3 of 3 entries — Pravious Next —

Use the Previous and Next buttons
to move backward and forward
between pages in the display.

The number between the buttons
indicates the number of the page you
are currently viewing.

Use the records per page drop-down menu
to specify the number of records to display at
once. You can select 10 (the default value), 25,
50, 100, or All (for all records).
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B Using Content
Caching

Testing with
Content Caching

The TSM can cache (store) test items using its Content Caching option
and this caching option is configurable. DRC strongly recommends
content caching for WIDA testing. Before testing occurs, content caching
stores copies of the test items that you can keep updated, manually or
automatically, to guarantee that students are using the correct version of
the test.

(1) Important: With content caching, each morning before testing
begins, verify that your TSM has the most current test items (see
“Content Caching” on page 83).

With TSM content caching, before testing begins tests are downloaded
from DRC’s servers across the Internet and stored on the school or
district computer where the TSM software is installed. When the student
logs in at test time, the test content is downloaded from the TSM to the
student’s testing device.
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Content Caching

The correct test content must be available when students start testing—students can only test using test
content that is up to date. Because there may be updates to test content between the time the TSM was
installed and testing begins, it is important to verify that the test items stored in the TSM are up to date.
Before testing can begin, you must replace any test content that is out of date with the most current versions

from DRC.

The Content Caching button Each testing administration in the cache is identified by
displays the tests available on the a unique ID number followed by the name of the specific
TSM. These tests are available to assessment. In some examples in this user guide, a
download to INSIGHT. generic identifier is displayed.

\

€9 Testing Site Manager (TSM)

(includes Local Caching Service [LCS] capabilities)

TSM Name: \viDA ME Dist 1 School 2 Bldg 3 Rm 4
TSM Version: 8\2.0_0
TSM Server Domain: d212f0f8-legacy-prod.dre-centralofiice.com

TSM Server IP: 10,1.95.160

Content Caching Wl Response Caching =

Last Updated: 07/19/2018 06:42.17 AM u

® Update Content | @ Recheck Content

10 v records per page Content List Search:

Content Status File Count Download Results Retry Content
596372 - WIDA Sample ltems ALL 2015-2016 6299/6299 & Updstc
596408 - WIDA Screener ALL 2016 1664516645 & Updsic
596604 - WIDA ACCESS for ELLs ALL 2017-2018 7518975189 & Updsis
Showing 1 to 3 of 3 entries — Previous Next —

The Status column in the Content List table indicates whether all test forms in an administration
are the most current version (up to date).

« |f all of the most current versions of tests in an administration are on the TSM, the Status
column displays Up to Date in green text.

+ If the most current versions are not on the TSM, the Status column displays Out of Date
in red text.

Note: An administration must have a status of Up to Date before it is administered.
Otherwise, students receive an error message when they log in and will be unable to test.
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Content Caching (cont.)

The File Count column in the Content List table indicates the
number of files currently in the TSM and the total number that will
be in the TSM when all of the necessary files are downloaded.

The format is X/'Y, where X is the current number of files and Y is
the total number of files.

When the TSM is up to date, these numbers should be the same.

Click the
Recheck ) Testing Site Manager (TSM)
Content (includes Local Caching Service [LCS] capabilities)
button tO TSM Name: WIDA_ME_Dist 1_School 2_Bldg 3_Rm 4
CheCk the TSM Version: 9.2.0_0

TSM Server Domain: d212f0f8-legacy-prod.drc-centraloffice.com
TSM for TSM Server IP: 10.1.95.160
corrupted
o "

Last Updated™\Q7/19/2018 06:43:17 AM

©® Update Content ® Recheck Content

10 v records per page Content List Search:

Content Status File Count Download Results Retry Content
5356372 - WIDA Sample ltems ALL 20152016 6299/6299 & Updetc
555408 - WIDA Screener ALL 2016 16645/16645 & Updetc
596604 - WIDA ACCESS for ELLs ALL 2017-2018 75189/75189 _ Download & Updaic
Showing 1 to 3 of 3 entries — Previous Next —
The Download Results column in the Content List table contains a
Download button that you can click to download a comma-separated
values (.csv) file containing a list of all of the files in the TSM.
F Save As — @
@O"- Desktop * - ‘ 4 H Search Desktop )
File name: Test_Admin_596372_File_Count.csv -
Save as type: ’Micmsuﬂ Excel Comma Separated Values File Vl

= Browse Folders Save Cancel

A B
1 |Filename Downloaded
2 (2014 _10_16_175141/108680/stimulus-1.html| complete
3 2014_10_16_175141/108680/css/full.css complete
4 2014_10_16_175141/108680/css/gr1_3.css complete
5 2014_10_16_175141/108680/css/speaking-stimulus.css complete
6 (2014_10_16_175141/108680/]s/jquery-2.0.3.min.js complete
7 2014_10_16_175141/108680/js/crientation-audio.js complete
8 2014_10_16_175141/108680/js/wida.js complete
9 (2014 _10_16_175141/108680/media/balloonwhite.svg complete
10 |2014_10_16_175141/108680/media/s15_directionspractice_p100_1.mp3 complete
11 2014_10_16_175141/108680/media/s15_directionspractice_p100_131101 complete
12 |2014_10_16_175141/108680/media/vta_crop_edit-96x92.png complete
13 2014_10_16_180407/i696093/stimulus-9.html complete
14 |2014_10_16_180407/i696093/css/full.css complete
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Content Caching (cont.)

To update all tests manually, click the Update Content button at the top of the page. To update a specific
test, click the Update button in the Retry Content column for the test you want to update. When you click
Update Content or Update, the latest test content is downloaded. After the update is complete, the status
changes to Up to Date and the Last Updated date and time is updated.

Note: The TSM also automatically checks for test content updates at regular intervals. If the computer
where the TSM is installed is powered on, the TSM automatically updates the test content.

(1) Important: On the day of testing, confirm that the TSM test
content is up to date to ensure that students can log into their

Click Update Content to tests. For example, if the machine where the TSM is installed

update all of the tests in the was turned off recently, it is possible that its content is out of

TSM with the latest versions. date. If it is, click Update Content to update all content or
Update to update a specific test.

&)\ Testing Site Manager (TSM)

includes Local Caching Service [LCS] capabilities)

TSM Name: WIDA_ME_Dist 1_School 2_Bldg 3_Rm 4 CIICk U pdate to

update all tests

TSM SerVer Domain: d212f0f8-legacy-prod.drc-centralofiice.com

TSM Servér IP: 10.1.96.160 to th'e IateSt
version.

Content Caching | I Response Caching ~

Last Updated: 07/19/2018 06:43:17 AM Q
® Update Content ® Recheck Content

10 v records per page Content List Search:

Content Status File Count Download Results Retry Content
596372 - WIDA Sample ltems ALL 2015-2016 6299/6299 & Update
596408 - WIDA Screener ALL 2016 1664516645 & Update
596604 - WIDA ACCESS for ELLs ALL 2017-2013 75189/75189 & Update
Showing 1 to 3 of 3 entries — Previous Next —

When an update starts, the Content Update page
displays information regarding the update process.
After you read the information, click OK.

Content Update

The TSM is downloading content. This process may take some time to
complete. Please do not refresh the browser or close it. Do not power off
the computer or restart it
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Content Caching (cont.)

During the update, a progress bar displays
to indicate the status of the update.

3 Content Caching | W Response Caching -

Lasy Updated: 09/12/2016 08:20:15 AM o
s
[ ] Processing 7963 item files for administration: 596404

10+ |records per page Content List Search:
Content s Status File Count Download Results Retry Content
596372 - WIDA Sample Items ALL 2015-2016 | Up to Date | 3430/3439 @ Download
596404 - WIDA ACCESS for ELLs 2.0 ALL 2015-2016 | up to Date NIA NIA NiA
Showing 1 to 2 of 2 entries < Previous 1 Next -

When the update is finished, the status
changes to Up to Date, the Updating button
reverts to Update Content, and the Last
Updated date and time is updated.

Last Updated: 08/03/2016 04:52:30 PM

© Update Content

10 v |records per page Content List Search:
Content a Status File Count File Results Retry Content
596372 - WIDA Sample Items ALL 20152016 3438/3439
596404 - WIDA ACCESS for ELLs 2.0 ALL 20152016 119325/119325 ® Downioad
596408 - WIDA Screener ALL 2016 18431/18431 ® Download
Showing 1 to 3 of 3 entries —Previous 1 Next—
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Response Caching—Viewing Unsent Student Test Responses

If response caching is enabled, to check whether student Writing test responses have been transmitted to
DRC and for detailed information about those responses, Select Response Caching—Unsent Responses.

Note: If the Internet connection with DRC is lost while testing, student Writing test responses are saved to
the TSM. When the TSM is communicating with DRC, these stored responses are transmitted automatically
every fifteen minutes.

&9 Testing Site Manager (TSM)

(includes Local Caching Service [LCS] capabilities)
TSM Name: WIDA_ME_Dist 1_School 2_Bldg 3_Rm 4
TSM Version: 3.2.0 0

TSM Server Domain: d212f0f8-legacy-prod.drc-centraloffice. com

TSM Server IP: 10.1.98.160

Content Caching W Response Caching ~

Unsent Responses

\
Last Updated: 07/19 Historical Responses g
@ Update Content ® Recheck Content
10 v records per page Content List Search:

Content Status File Count Download Results Retry Content
596372 - WIDA Sample ltems ALL 2015-2016 6299/6299 & Updetc

596408 - WIDA Scraener ALL 2016 16645116645 & Upisie

596604 - WIDA ACCESS for ELLs ALL 2017-2018 75189/75189 & Updete
Showing 1to 3 of 3 entries +— Previous 1 Next —

Select Response Caching—Unsent Responses to
see information about student responses currently
stored on the TSM for transmission to DRC.
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Response Caching—Viewing Unsent Student Test Responses (cont.)

When you select Unsent Responses, the Student Responses—Unsent tab displays information about student
responses currently stored in the TSM that are waiting to be transmitted to DRC.

You can send saved student
responses manually by clicking the
Transmit Responses button.

Content Caching | W Respanse Caching ~

Unsent Tests: 4 u

Last Transmission Aftempt: 01/14/2014 12:53:59 PM
Next Transmissiof Attempt: 01/14/2014 01:08:59 PM
® Transmit Responses

10 ¥ records per page

Studdqt Responses - Unsent Search:

School * Test Session Student e State ID Earliest Response

Demo Site 1 Grade 05 Dema One Student 231365498 01/14/2014 12:39:57 PM
Dema Site 1 Grade 05 Demo Two Student 231365499 01/14/2014 12:39:57 PM
Dema Site 2 Grade 06 Dema Three Student 231365400 0141472014 12:39:57 P
Demo Site 2 Grade 06 Demo Four Student 231365401 01/14/2014 12:39:57 PM

Showing 1 to 4 of 4 £ntries

/ Content Caching | Response Caching | Tools

— Previous 1 Next —

Next Transmission Attempt indicates
the date and time the next automatic
transmission is scheduled. Responses
are automatically transmitted every
fifteen minutes.

Last Transmission Attempt indicates
the date and time of the last attempt to
transmit student responses.
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Response Caching—Viewing Unsent Student Test Responses (cont.)

Unsent Tests indicates the number of tests that have not been sent to DRC.

(1) Important: Verify that this number is 0 (zero) at the end of each testing day
and at the end of the entire testing period. If it is not zero, click the Transmit
Responses button to transmit any stored responses.

Enter information in the Search
field to search for specific data.

Unsent Tests: 4 u
Last Transmission Attempy/ 01/14/2014 12:53:59 PM
Next Transmission Atterypt: 01/14/2014 01:08:59 PM

@ Transmit Responses

10 v [rooords pet pane Student Responses - Unsent Seamic
School * Test Session Student Name State 1D Earliest Response
Demao Site 1 Grade 05 Demo One Student 231365498 01/14/2014 12:39:57 PM
Demeo Site 1 Grade 05 Demo Two Student 231365499 01/14/2014 12:39:57 PM
Demao Site 2 Grade 06 Demao Three Student 231365400 01/14/2014 12:39:57 PM
Demo Site 2 Grade 06 Demo Four Student 231365401 01/14/2014 12:39:57 PM
Showing 1 to 4 of 4 entries — Previous Next —

|

Use the Previous and Next
buttons to move backward and
forward between pages in the
display. The number between the
buttons indicates the page you
are currently viewing.

By default, the Student Responses — Unsent page
displays all of the information currently available.
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Response Caching—Viewing Historical Test Responses

Select Historical Responses from the drop-down menu to display information about student responses that
have been transmitted to DRC.

&3 Testing Site Manager (TSM)
(includes Local Caching Service [LCS] capabilities)
TSM Name: WIDA_ME_Dist 1_School 2_Bldg 3_Rm 4

TSM Version: 920_0

TSM Server Demain: d212f0f8-legacy-prod.dre-centralofice.com

TSM Server IP: 10.1.96.160

[E Content Caching W Response Caching ~

Unsent Responses

Last Updated: 07/1 3R SIEE (7]

® Update Content @ Recheck Content

10 ¥ records per page Content List Search:

Content Status File Count Download Results Retry Content
596372 - WIDA Sample Items ALL 2015-2016 6299/6299
536408 - WIDA Screener ALL 2016 16645/16645
596604 - WIDA ACCESS for ELLs ALL 2017-2018 75189/75189

Showing 1 to 3 of 3 entries —Previous 1 Next —

Select Response Caching—Historical Responses
to display information about the student test
responses that the TSM has sent to DRC.
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Response Caching—Viewing Historical Test Responses (cont.)

Enter information in the Search
field to search for specific data.

E Content Caching Response Caching ~ \

Unsent Tests: 4 u

Last Transmission Attempt: 01/27/2014 12:18:50 PM
Next Transmission Attempt: 01/27/2014 12:33:50 PM

® Transmit Responses

10 [z] records per page Student Responses - Historical ~ Seareh:

School * Test Session Student Name State ID Transmitted Timestamp

Demo Site 3 Grade 04 Demo Five Student 231365402  01/27/2014 12:28:46 PM

Demo Site 4 Grade 05 Demd Six Student 231365403 01/27/2014 12:28:46 PM
Showing 1 to 2 of 2 entries « Previous 1 Next —

Content Caching | Response Caching | Tools

Copyright ® 2014 Data Recognition Corporation

Use the Previous and Next
buttons to move backward and

By default, the Student Responses — Historical tab forward between pages in the
displays all of the information currently available. display. The number between the
buttons indicates the page you are
currently viewing.
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B Ping Activity

When the TSM “pings” the IP address of the DRC server, the network
sends data packets from the TSM to the DRC server and back. The
network also calculates the time, in milliseconds, it takes for the data to be
received. The longer this time is, the longer it has taken the DRC server to
receive the data packets (usually because of excess network traffic).

This rate of data transfer across a network is referred to as latency.

Knowing the latency is useful for helping to determine peak network
traffic times and for analyzing the best times for testing.
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Graphing Ping Activity

Select Tools—Ping Trends to graph the time that was required by the TSM to ping the DRC servers for a
date range that you specify, as well as the number of ping failures during the same date range.

€3 Testing Site Manager (TSM)

(includes Local Caching Senvice [LCS] capabilities)
TSM Name: WIDA_ME_Dist 1_School 2_Bldg 3 Rm 4
TSM Version: 920 0

TSM Server Domain: d212f0f-legacy-prod.drc-centralofiice.com

TSM Server IP: 10.1.98.160

Content Caching W Response Caching ~

Ping Trends

Last Updated: 07/19/2018 06:43:17 AM Load Simulater

© Update Content @ Recheck Content L

Register Load Balancer

10 v records perpage Content Lis Search:
Content - Status File Count Download Results Retry Content
596372 - WIDA Sample ltems ALL 2015-2016 629916299 | & Upeic |
596408 - WIDA Screener ALL 2016 BRA5/16645
596604 - WIDA ACCESS for ELLs ALL 2017-2018 75189MRg 189 & Upaate:

Showing 1 to 3 of 3 entries — Previous 1 Next —

1. Select Tools—Ping Trends to display
the Ping Trends page.

E Content Caching W Response Caching ~

Date Range 09/30/2016 to| 02/14/2017] Q

o February 2017 o

Su Mo Tu We Th Fr Sa

1 2| 3 4

5 6| 7 8 9 10 11

12 13§ 15 16] 17) 18

19/ 20 21 22 23 24| 25

Dsta Recognition Corparstion.

26 27 28

2. Use the drop-down calendars to specify a date
range for the data and click Search.
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Graphing Ping Activity (cont.)
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Two graphs display network communication information for the
date range.

The first graph reveals the latency of the network.

The second graph indicates the number of ping failures.

Page 94




Working with the TSM

The first graph displays a measure of the latency during the date range. Latency is a measure of the time
delay in a system—the greater the latency, the slower the communication.

Graphing Ping Activity (cont.)

Date Range OB/D172014 o 1073172014 m

Latency (ms)
B Maxirnum
Average

Minirnumn

i)
s}
%,
iir)

In this graph, latency represents the time required (in milliseconds) for ping attempts during
the time period, organized by color:

* The blue line indicates the maximum amount of time needed for ping attempts.
* The orange line indicates the average amount of time needed for ping attempts.
* The tan line indicates the minimum amount of time needed for ping attempts.

As the time required for ping attempts increases, peaks or spikes appear that can indicate
increased network traffic and slower response time. You can use this information to
determine optimal testing times.
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Graphing Ping Activity (cont.)

The second graph displays the number of ping failures during the date range. Ping failures are a good
indicator of system availability—a spike, or high failure rate, indicates a time period of poor communication
between the TSM and DRC. Similarly, a low failure rate indicates a good time for testing. You can use this
information to determine optimal testing times.

FPing Failures

M Failures joutof §
attempts)

Ping failures indicate the number of times (y-axis) that the TSM was
unable to successfully ping the DRC server after five attempts during
each time interval* (x-axis).

*To graph ping failures, the TSM divides the date range you specified
into equal date and time intervals.
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B Load
Simulation
Testing

Load
Simulation
Testing and
Actual Testing

Technology Coordinators can perform load simulations to estimate the
amount of time it will take during testing to download tests and upload
responses. The following are prerequisites and tips for performing load
simulation tests:

* The TSM must be installed, running, and connected to each testing
device that you plan to include in the simulation.

(1) Important: For a load simulation test, limit the number of testing
devices per TSM to 100. Attempting to perform a load simulation

test with more than 100 devices may cause the TSM to become
unresponsive. If this occurs, you may have to uninstall and reinstall
the TSM. Note that the number of simulated testers (100) for a TSM is
lower than the number of actual testers for a TSM.

* DRC recommends that you run the simulation three times during your
load simulation testing. Run it twice specifying the TSM as the source
for form content and once specifying DRC as the source for form
content.

* Run different load simulations with different groups of devices to
ensure that all devices are included in multiple simulations.

» INSIGHT must be installed on each testing computer that you plan to
include in the simulation.

* The System Readiness Check must be displayed on the screen of each
testing computer that you plan to include in the simulation.

Note: For general questions and answers regarding Load Simulation
Testing, see Volume V: Troubleshooting.

!) Important: Enable load simulations only when you are actually
conducting a load simulation test using a TSM and a set of student testing
devices. Prior to actual student testing (when students are logging in and
taking tests), be sure to disable load simulations for the TSM by selecting
Content Caching Only for the TSM Content caching functions on the
Locations page of the Central Office Services - Device Toolkit (see
Working with Locations in Volume II1: Configuring Devices for Testing for
more information).
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Performing a Load Simulation

You can use the TSM and INSIGHT to perform a load simulation for as many as 100 testing devices.
Note: Before you can perform a load simulation, you must have completed the following preliminary steps:

1. Group each device in a Central Office Services - Device Toolkit configuration that specifies the location
of a TSM to use for content caching (see Volume III: Configuring Devices for Testing).

2. Install INSIGHT on each device and register the device for testing with the TSM (see Volume IV: DRC
INSIGHT).

System Information
Client Version Configuration Source Installation Directory
8.0.0 Device Toolkit C:\Program Files (x86)\DRC INSIGHT Online Assessments (SQA)
Machine Name User Name 0s Level 0 Version
PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
Response Caching TSM Connection “E‘ng:;::;::g E=N Content Caching TSM Content,Caching S
https://4dd58b0a-legacy-sqa.drc- Yes https:/4dd58b0a-legacy-sqa.drc- Yes
centraloffice.com:8443/ centraloffice.com:8443/
‘:,""5 Device ID Device Toolkit Organizational Unit and ID District School
roxy
TSM AK-SQA (onsite) DRC Use Only - Sample District DRC Use Only - OTT Sample
XIo2ZWHIKN (XKCpORCzm) AK School
Required Test List
Status Test Name Details
° Screen Resolution Details
° Internet Connection Details
Q RAM Details
(] Audio Capability Details
Q 05 Level Details
° User Agent Details
° Response Caching TSM Connection Details
° Response Caching TSM Status Details
O Response Caching TSM Version Details
(] Content Caching TSM Connaction Details
° Content Caching TSM Version Detail
Load Results  Execute Tests Exit
Copyright @ 2017 Data Recognition Corpsgation.

1. To perform a load simulation, on each device included in the simulation start INSIGHT. From the
main INSIGHT page start the System Readiness Check by clicking the checkmark (/) link and
entering the four-digit passcode of 7745) to display the System Information page.

2. Verify that a TSM is configured correctly for content caching.

1) Important: If you have not configured a TSM for content caching for the configuration
associated with the device, you must use the Central Office Services - Device Toolkit to either
reconfigure the device or move the device to a different configuration (see Volume IlI: Configuring
Devices for Testing), and restart INSIGHT on the device. When you restart INSIGHT, the device’s
new configuration will be applied to the device.

4. When you are finished, leave the System Readiness Check open. The System Readiness Check
must be active on each testing computer that you plan to include in the simulation.

5. Start the TSM by selecting Start—All Programs—TestingSiteManager-TestingSiteManager.
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Performing a Load Simulation (cont.)

6. From the TSM, select Tools—Load Simulator—-Enable Simulator.

&= Testing Site Managex(TSM)
(includes Local Caching Service [LCS] capapilities)

TSM Name: WIDA_ME_Dist 1_School 2_Bldg 3_Rm 3

TSM Version: 9.2.0_0

TSM Server Domain: d2121018-legacy-prod.dre-centralofice. co

TSM Server IP: 10.1.98 180

2 Content Caching W Response Caching =

Ping Trends

Enable Simulator

Load Simulator

Last Updated: 07/1%/2016 06:43:17 AM

@ Update Content | ® Recheck Conient

Register Load Balancer Historical Simulations

10 v records per page Content List Search:
Content Status File Count Download Results Retry Content
596372 - WIDA Sample ltems ALL 20152018 6299/6299 & Updaic
596408 - WIDA Screener ALL 2016 16645/16645 & Update
596604 - WIDA ACCESS for ELLs ALL 2017-2018 7518975189 &, Updaic

— Previous Next —

Showing 1 to 3 of 3 entries

Specify the source for the test form content as the TSM.

7. Check the Enable Simulator checkbox and use the radio buttons to
specify the source of the form content for the simulation.

Note: This step registers the testing computer with the TSM.

%mu\amr @

© Use TSM for form content source
Use DRC for form content source

Use Client configuration for form content source

0[] Registered Computers Search:
Computer Computer Details
. PLSWS12345 DATARECOGNITIONCORP.COM T
% PLSWS22222 DATARECOGNITIONCORP.COM T SR
. PLSWS33333 DATARECOGNITIONCORP.COM s

Showing 1 to 3 of 3 entries

The Registered Computers page displays the number and name of each
testing computer registered to the TSM.

8. Select one or more computers from the Computer column to include in the
simulation by clicking the checkbox next to each computer’s name. Click
the checkbox at the top of the column to test all of the computers.
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Performing a Load Simulation (cont.)

8 antent Gaching ] W Response Gacing

Enabls Simulator (7]

< Use TSM for form content source
Use DRC for form content source

Use Client configuration for form content source

i0 Registered Computers Search:
Computer Computer Details
+ PLSWS12345 DATARECOGNITIONCORP COM T
@ PLSWS22222 DATARECOGNITIONCORP COM e
+ PLSWS33333 DATARECOGNITIONCORP. COM s

Showing 1 to 3 of 3 entries

You are ready to run a simulation.

9. To locate one or more computers in the list, use the Search box. Click
the Click for more details button to display technical details about
the testing computer. Click Close when you are finished.

Computer Details

« java.vmversion = 23 25-b01
- sunjnu.encoding = Cp1252
« java.vendor.url = htip://java oracle.com/
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Performing a Load Simulation (cont.)

e e

Enable Simulator (7]

© Use TSM for form content source
Use DRC for form content source

Use Client configuration for form content source

Search:

10 [=]

Registered Computers
Computer Computer Details
+ PLSWS12345 DATARECOGNITIONCORP COM Sk i
@ PLSWS22222 DATARECOGNITIONCORP COM

» PLSWS33333 DATARECOGHNITIONCORP. COM

Click for more detal

Showing 1 to 3 of 3 entries.

10. Click Start Simulation to start
the simulation. You can click Cancel

P Simulation to cancel a simulation.
Simulation In
Progress

8 ComenCacing | 8 ResporssCatng

@ Enabls Simulator Q
© Use TSM for
Use DRC fo

Summary Search:
Simulat Transmitted Min Max Dura
DaterTi Date/Tim (min/sec)
OU0T2014 123121PM | 010772014 123124 PM ot43
Showing 1 to1 of 1 entries — Previous Next—
EXC| Details Search:
Simulation ID Computer Content Source Load Test (min/sec) Submit Test (min/sec) Duration (min/sec)
2 bub2 TSM 00:03 01:40 0143
2 bub TSM 0005 o010 0015
Showing 110 2 f 2 entres « Provious JRAl] Next—

After a simulation, the Start Simulation button changes to New Simulation and each testing
computer in the simulation displays a completion message.

11. To run another simulation, click the New Simulation button to reset it to Start
Simulation and repeat steps 4—10. If you are finished, close the System Readiness
Check on each testing computer.

Note: A simulation times out after ten minutes. The time for a simulation that lasts less
than one second is rounded to one second.
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Analyzing Load Simulation Results

When the load simulation finishes, the results display. For a description of the information displayed, refer
to the tables on the following page.

The simulation results are sorted by Maximum
Duration and Simulation ID. You can click the
column headings to re-sort the data.

Content Caching W Response Caching ~

# Enable Simulator U
¢ Use TSM for form content source
Use DRC for form content source

Use Client configuration for form content source

New Simulation

10 E| Summary Search:
Simulation Average Load Test Average Submit Test Simulation Transmitted Min Duration Max Duration
1D (min/sec) (min/sec) Date/Time Date/Time (minfsec) 7 (min/sec)
2 00:04 00:55 01/07/2014 12:31:21 PM 01/07/2014 12:31:24 PM 00:15 01:43
Showing 1to 1 of 1 entries — Previous 1 Next —
50 Details Search:
Simulation 1D Computer Content Source Load Test (min/sec) Submit Test (min/sec) Duration (min/sec)
2 bub2 TSM 00:03 01:40 01:43
2 bub TsM 00:05 0o:10 00:15
Showing 1 to 2 of 2 entries — Previous = 1 Next —
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Analyzing Load Simulation Results (cont.)

The following tables describe the information displayed from the completed simulation.

Summary
The Summary information summarizes simulation results across all of the testing computers in the
simulation.

Heading Description

Simulation ID

A system identifier for the simulation.

Average Load Test (min/sec)

The average time for the computers in the simulation to load test content.

Average Submit Test (min/sec)

The average amount of time for the computers in the simulation to submit all
test responses to DRC. This time factors in the time required to submit each test
response, the wait time between each test question, and the time required for the
final test submission.

Simulation Date/Time

The date and time the simulation started.

Transmitted Date/Time

The date and time the simulation results were transmitted to DRC.

Min Duration (min/sec)

The time required for the fastest computer in the simulation to load the test and
submit the results.

Max Duration (min/sec)

The time required for the slowest computer in the simulation to load the test and
submit the results.

Details

The Details information shows

simulation details for each testing computer in the simulation.

Heading

Description

Simulation ID

A system identifier for the simulation.

Computer

The unique name of each computer in the simulation.

Content Source

The source of the test content loaded to the testing computer, DRC or TSM.

Load Test (min/sec)

The time it took the testing computer to load test content.

Submit Test (min/sec)

The time it took the testing computer to submit test responses to DRC.

Duration (min/sec)

The total time it took the testing computer to load the test and submit the results.
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Viewing Historical Simulation Data

Use the Historical Simulations option to view the results of one or more simulations that you select. For a
description of the meaning of the information displayed, refer to the tables that follow.

) Testing Site Manager (TSM)

(includes Local Caching Service [LCS] capabilities)

TSM Name: WIDA ME Dist 1_School 2_Bldg 2 Rm 4
TSM Version: 9.2.0_0
TSM Server Domain: d212108-legacy-prod drc-centraloffice.com

TSM Server IP: 10.1.98.160

Content Caching W Response Caching ~

Ping Trends I
Last Updated: 07/19/2018 06:43:17 AM Load Simulator [@  Enable Simulator (7)
Register Load Balancer Historical Simulations
® Update Content @ Recheck Content

10 v records per page Content List Search:

Content Status File Sgunt Download Results Retry Content
596372 - WIDA Sample ftems ALL 2015-2016 6299/6209 & Update
596408 - WIDA Sereener ALL 2016 16645/1664) & Update.
596604 - WIDA ACCESS for ELLs ALL 2017-2018 75189/75189 & Updsie

Showing 1 to 3 of 3 entries + Previous 1 Next —

To select one or more simulations, do the following:

1. Select Tools—Load Simulator—Historical Simulations.
2. Click Select Simulations.

The Select Simulations dialog displays. Check a checkbox for each
simulation you want to display.

3. Click OK to view the results.

Select Simulations

1 [ Simulations Search:

v Simulation ID Simulation Date

v 3 01/07/2014 11:09:17 AM
= 2 01/07/2014 11:09:17 AM
v 1 01/07/2014 11:09:17 AM

Showing 1 to 3 of 3 entries /]
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Viewing Historical Simulation Data (cont.)

Select Simulations Q
10 [ Summary Search:
Simulation Average Load Test Average Submit Test Simulation Transmitted Min Duration ) Max Duration
{min/sec) {min/sec) Date/Time Date/Time {min/sec) {min/sec)
2 00:08 00:06 01/07/2014 11:09:17 AM 00:13 00:14
3] 00:06 00:06 01/07/2014 11:09:17 AM 00:09 00:18
1 00:04 00:06 01/07/2014 11:09:17 AM 00:08 00:10
Showing 1 to 3 of 3 entries — Previous 1 Next—
10 [+ Details Gt
Simulation ID Computer Content Source  Load Test (minfsec)  Submit Test (min/sec) = Duration (min/sec)
3 PLSWS22222 DATARECOGNITIONCORP_COM DRC 00:13 00:05 00:18
2 PLSWS33333 DATARECOGNITIONCORP COM DRC 00:08 00:06 00:14
2 PLSWS11111. DATARECOGNITIONCORP.COM DRC 00:07 00:07 00:13
2 PLSWS22222 DATARECOGNITIONCORP.COM DRC 00:09 00:05 00:13
1 PLSWS11111 DATARECOGNITIONCORP .COM TSM 00:03 00:07 00:10
1 PLSWS33333 DATARECOGNITIONCORP.COM TSM 00:03 00:06 00:09
3 PLSWS33333 DATARECOGNITIONCORP.COM TSM 00:03 00:06 00:09
3 PLSWS11111.DATARECOGNITIONCORP.COM TSM 00:03 00:07 00:09
1 PLSWS22222 DATARECOGNITIONCORP.COM TSM 00:04 00:05 00:08
Showing 1 to 9 of 9 entries — Previous 1 Next—

The results display for the simulations you selected.

4. For a description of the meaning of the information displayed, refer to the tables on
the following page.

Note: The results are sorted by Maximum Duration and Simulation ID. You can click
the column headings to re-sort the data.
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Viewing Historical Simulation Data (cont.)

The following tables describe the simulation information that displays.

Summary (Historical)

The historical Summary information summarizes simulation results across all of the testing computers in the
simulation selected.

Heading Description
Simulation ID A system identifier for the simulation.

Average Load Test (min/sec) | The average time for the testing computers in the simulation to load test content.

Average Submit Test (min/sec) | The average amount of time for the computers in the simulation to submit all
test responses to DRC. This time factors in the time required to submit each test
response, the wait time between each test question, and the time required for the
final test submission.

Simulation Date/Time The date and time the simulation started.
Transmitted Date/Time The date and time the simulation results were transmitted to DRC.
Min Duration (min/sec) The time required for the fastest computer in the simulation to load the test and

submit the results.

Max Duration (min/sec) The time required for the slowest computer in the simulation to load the test and
submit the results.

Details (Historical)

The historical Details information shows simulation details for each testing computer in the simulation
selected.

Heading Description

Simulation ID A system identifier for the simulation.

Computer The unique name of each computer in the simulation.

Content Source The source of the test content loaded to the testing computer, DRC or TSM.
Load Test (min/sec) The time it took the testing computer to load test content.

Submit Test (min/sec) The time it took the testing computer to submit test responses to DRC.

Duration (min/sec) The total time it took the testing computer to load the test and submit the results.

Page 106



Working with the TSM

B Load Balancing
the TSM

Prerequisites

This topic describes the process of using the Load Balancing Registration
feature of the Testing Site Manager (TSM). If your site is using load
balancing hardware and software, you can use this feature to register a
load balancer IP address for your pool of TSM servers to help manage
your workload more efficiently.

*  Your site must have installed and configured your load balancing
hardware and software.

*  You must know the IP address of your load-balanced server pool.

* You must have installed TSM level 9.2, or higher.

1) Important: The TSM load balancing feature is supported for content
caching only—response caching is not supported for load balancing.
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Registering a TSM for Load Balancing

Use the following process to register your TSM in your load balancing pool.

1. To register a TSM for load balancing , navigate to https://<TSM domain name>:8443/ or
http://<TSMip>:8080/

Where: <TSM domain name> is your TSM Server Domain name and <TSMip> is the IP address of
your TSM machine.

&3 Testing Site Manager (TSM)
(includes Local Caching Service [LCS] capabilities)

TSM Name: WIDA_ME_Dist 1_School 2_Bldg 3_Rm 4

TSM Version: 9.2.0 0

TSM Server Domain: d212f08-legacy-prod.drc-centralofiice com

TSM Server IP: 10.1.98.160

[ Content Caching Il Response Caching ~

Ping Trends

Last Updated: 07/19/2018 06:43.17 AM Load Simulator

® Update Content ® Recheck Content

Register Load Balancer

10 v records per page search:

File Count Download Results Retry Content

6299/5299 i
16645116645 & Upciat
[ © Domnios |

75189/75189 ® Downlosd &

Content

596372 - WIDA Sample ltems ALL 2015-2016

i

i

596408 - WIDA Screener ALL 2016

i

596604 - WIDA ACCESS for ELLs ALL 2017-2018

Showing 1 to 3 of 3 entries — Previous 1 Next —

2. When the TSM displays, select Register Load
Balancer from the Tools drop-down menu.
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Registering a TSM for Load Balancing (cont.)

€9 Testing Site Manager (TSM)

(includes Local Caching Service [LCS] capabilities)

TSMName: WIDA_FL_Dist 1, School 4, Bldg 5, Rm 3
TSM Version: 9.1.0_2
TSM Server Domain: 079e1109-legacy-sqa.drc-centralofice.com

TSM ServerIP: 10.1.98.130

Content Caching W Response Caching ~

Load Balancer IP Address 0

3. When the Load Balancer IP Address field
displays, enter the IP address of the load
balancer pool and click Register.

@ Content Caching W Response Caching ~
Load Balancer IP Address | 10.1,108 212 ® _ (7]

Load Balancer Domain URL : &3744293:5 -ib-staging dre-centralofice. com

4. The system creates a Load Balancer Domain
URL that you can use to register the TSM in the
Central Office Services - Device Toolkit. Copy or
write down the URL.

(1) Important: Record the Load Balancer domain URL. The Load Balancer Domain URL is not
saved on the TSM page. If you lose or forget the Load Balancer Domain URL, you must repeat
steps 1—4 to generate a new one.
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Registering a TSM for Load Balancing (cont.)

@ Content Caching W Response Caching ~

Load Balancer IP Address 10,1 108 212

Tools - Register Load Balancer Instructions

Load Balancer Domain URL : 83eeet32-legacy-ib-stag|

iou only need to do this once for a VIR, Imespectiv

VIP changes. please genérate a new FQDN by returni

Please write down or store the FQDN registered by the tool before leaving the page - it
will not be retrievable afterward,

5. For additional information, click the blue
question mark icon (?) to display online
Help about load balancing registration.

DRCANSIGHT WIDA ASSESSMENT MANAGEMENT SYSTEM

All Applications ~

General Information User Management Materials Student Management Test Management Device Toolkit Report Delivery

6. Navigate to the WIDA AMS site, open the All
Applications menu bar, and click the Device Toolkit link.
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Registering a TSM for Load Balancing (cont.)

Configurations | Add Mew Configuration

Select Site
Choosze the district or school to manage it Central Office Services

Testing Propram Site

7. In the Central Office Services - Device Toolkit, specify a testing program and site
(district and/or school), and select the configuration for the TSM from the dashboard
(see Volume llI: Configuring Devices for Testing).

fig Add i
-Deteeo ,
—
U' \//
.............. oo
= [ a |
b il (o Location: (2)
L) Location: (2)

8. Select the Locations tab, toggle TSM Content Caching to Yes (if necessary), and in the
Content Caching URL field enter https://, followed by the Load Balancer Domain URL, a colon
(:), the port number (8443 in the example), and a forward slash (/).

See the example, but do not copy—it is an example only.
Example

https://19¢c3438e-legacy-Ib-prod.drc-centraloffice.com:8443/

Michigan Online Assessments > MI » = Drc Use Only - Sample District

System Readiness Check Access Code: 7745

TSM Content Caching is Enabled for Content CagpeOni

hing fe ifenat
M that il be =
8202-19443d7 U85 legacy-5qa.d s 4

Content Cache Usage Chooss whether the content esche TSM s only used forload simulation or content caching or both

Content Cache Only v

TSMResponse Caching
Are using 3 TSM for response caching for this location”? Warks vith Content Hosting or 3 TEM only location.

9. Click Update Configuration.

(1) Important: Load balancing is supported for content caching only—response caching is not
supported for load balancing.
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B Updating the
TSM Clock
Time

The Issue

The Resolution

Some DRC testing sites that download test content and/or software
updates from Amazon CloudFront™ have reported receiving the following
Content Update Error message (see below) when installing new Testing
Site Manager (TSM) software or when trying to update existing TSM
software.

Content Update Error

An error occurred during the content update and did not complete. Please try again
Please contact DRC Customer Support if the Issue persists.
DRC Customer Support

Phone: 800-459-6530
Email: WiHelpDesk@dalarecognitioncorp.com

This issue can occur if your TSM cannot reach DRC’s content servers. It
also occurs when the local time on the TSM computer is not correct. The
clock that the TSM computer is using must be set to within 30 seconds of
an accurate time source, such as the time displayed at www.time.gov.

To resolve the issue, verify that you have whitelisted the correct URLs (for
details, see Volume I: Introduction to Online Testing of the DRC INSIGHT
Technology User Guide).

Also verify that the clock setting on the TSM computer is synchronized
with the time at the www.time.gov website and reset it, if necessary. After
the clock is set correctly, the TSM update content process will resume
working correctly. For details about how to review and reset the time on

a Windows™ or Mac® computer to automatically be in synchronization
with www.time.gov., see the instructions that follow.

! ) Important: If your site uses Active Directory™ for your Windows
network and is having problems getting the clock to remain at a set time,
it may be an Active Directory issue. Active Directory automatically
sets the time of all of the client machines in the network. To resolve the
issue, you must correct the time on the Active Directory masters and
Active Directory will propagate the correct time to the other devices
in the network. For more information, refer to your Active Directory
documentation.
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Working with the TSM

Resetting the Time on a Windows 7 TSM Computer

Perform the following steps to verify and reset the TSM Windows 7 computer time, if necessary.

Right now, the official U.S. time is:

10:52:56 a.m.

o - 1. Using a browser, go to www.time.gov
to display the correct time.

Thursday, April 13, 2017
Click arrows ’ ]
| Central Time(psT) > EE2

Thursday, April 13, 2017

4 April, 2017 4

Su Mo Tu We Th Fr Sa
26 27 28 29 30 31 1
2 3 4 5 6 7 8
9 10 11 12f12]14 15
16 17 18 19 20 21 22

o ¥ 23 24 25 26 27 28 29
i DK dTi
steandime == 30 1 2 3 4 5 6
Date and Time | Additional Clocks | Internet Time 10:54:04 AM
This computer is set to automatically synchronize with
‘time.windows.com'. Change date and time settings...
L
T pescop > - A 32 T ) 1054AM |
The Windows Time service is not running.
Internet time synchronization cannot occur while this service is stopped. 2- D|Sp|ay the CIOCk from the deSktOp
Please start the Windows Time service or contact your system c el
administrator. If the times are not within 30
_ seconds of each other, click
Bchmgezetine ] | | Change date and time settings....
i+ Internet Time Settings @
Configure Internet time settings: 3. Select the Internet Time tab
What [¥] Synchronize with an Internet time server and CIiCk Change Settings----
Server: timewindows.com -

The Windows Time service is not running.

Internet time synchronization cannot cccur while this service is stopped.
Please start the Windows Time service or contact your system
administrator,

[ ok ][ conch |

4. When the Internet Time Settings dialog box displays,
check Synchronize time with an Internet time server,
select the default server (time.windows.com, which is
synchronized with www.time.gov), click Update now to
start the Windows Time service, and click OK.
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Working with the TSM

Resetting the Time on a Mac (OS X and macOS) TSM Computer

Perform the following steps to verify and reset the TSM Mac computer time, if necessary.

Right now, the official U.S. time is:

10:52:56 a.m.

1. Using a browser, go to www.time.gov
to display the correct time.

Thursday, April 13, 2017 =
| Central Time(DsT) > €ZK?

® A <o IEEII <

Thursday, April 13, 2017

View as Analog
v View as Digital

Open Date & Time Preferences...

2. Check the clock time on the desktop. If the times are not
within 30 seconds of each other, right-click on the time and
select Open Date & Time Preferences....

3. When the Date and Time
window displays, unlock the
display to change the time.

| Time Zone = Clock

Apple Americas/U.5. (time.apple.com) /™

6:22:14 AM : =

Type an ator's name and o
. make changes to System Preferences.

6

Name: admin

Password: sssssssssssasssss
P Details

@ (@) (o)

5. Check the Set date & time automatically
checkbox and select the default server,
Apple Americas/U.S. (time.apple.com),
from the drop-down menu (time.apple.com is
synchronized with www.time.gov). 4. When the administrator dialog

o displays, enter you name and
password, and click OK.

Note: You must be a Mac system
administrator on the Mac computer to
change the time.

6. Click the lock to save
your changes.
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Introduction

B About This
Guide

Important
Information

Bl COS - Device
Toolkit
Overview

This user guide is part of a multi-volume set that describes how to
configure, install, manage, and troubleshoot the DRC INSIGHT

Online Learning System, or DRC INSIGHT. This volume, Volume II1:
Configuring Devices for Testing, provides detailed information about
configuring devices using the Central Office Services - Device Toolkit
(referred to as the COS - Device Toolkit in this user guide). It describes
the COS - Device Toolkit and the role it plays in configuring devices

for testing. It describes the various tasks you can perform using the

COS - Device Toolkit, including how to organize, configure, and manage
your testing devices for testing with DRC INSIGHT.

(U Important: Throughout this user guide, the Important icon ((1)
indicates important information or crucial tips.

You use the COS - Device Toolkit to organize, configure, and manage
your testing devices. Within the COS - Device Toolkit, you create
configurations, a logical grouping of devices usually consisting of one
or more Testing Site Managers (TSMs) and multiple testing devices. A
configuration allows you to group testing devices and TSMs and easily
specify settings for all the devices in the configuration.

Each testing device can belong to only one configuration. The

COS - Device Toolkit tracks and manages the testing devices within the
configuration by using a unique DRC Device ID that the COS - Device
Toolkit creates. You can use the COS - Device Toolkit to move a testing
device from one configuration to another or to delete a testing device from
the COS - Device Toolkit.

In addition to testing devices, you can configure TSMs as part of a
configuration for content caching and/or response caching. You also can
specify a load simulation server, the port used for communication, the
location of a proxy host, and indicate whether to turn automatic software
updates for DRC INSIGHT software off or on.
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B COS - Device
Toolkit
Overview
(cont.)

Central Office
Services
Software

COS Icon

After you have installed your TSMs, you use the COS - Device Toolkit to
perform the following tasks:

Set up configurations.

Associate TSMs with configurations.

Organize testing devices by configuration.

Deploy configurations to testing devices.

Nk wd-

Register the testing device with a configuration after you install and
start INSIGHT on the testing device.

The COS - Device Toolkit integrates the new Central Office Services
interface with the legacy Device Toolkit as part of the transition from the
legacy Device Toolkit and TSM software to the complete Central Office
Services software.

1) Important: Current Device Toolkit users will notice some differences
in the COS - Device Toolkit interface, but there is no need to install
additional software or make changes to your existing configurations to
transition to this interface. The new interface is available when you click
Device Toolkit in the DRC INSIGHT Portal.

Central Office Services: At various locations throughout this
volume, the COS icon is displayed. It indicates functionality that is
part of the Central Office Services interface but is unavailable for the
COS - Device Toolkit interface, either because it requires the Central
Office Services software to be installed or because it is not compatible
with TSM software.
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Central Office Services -

Device Toolkit Dashboard

B Introduction The COS - Device Toolkit interface consists of two tabs—Configurations and
Add New Configuration.

* The Configurations tab displays a visual dashboard describing the
configurations that currently exist in the COS - Device Toolkit, status
information about each configuration, and the testing devices associated
with each configuration. From this tab, you can drill down into a
configuration to manage the configuration and its associated devices.

Configurations | Add New Configuration
Add and remove charts: || Canfigurations * | Testing Devices
view ) Fully Functional
are: ©) Outof aate
. A Unabletofind
Total- 46 A Unabletofind view
Configurations Testing Devices.

B crtesting for krishna Service Devices: (0) Testing Devices: (0) Location: (1)
B cr testing for krishan2 Service Devices: (0) Testing Devices: (0) Location: (1)
B A deviceless config magesh Service Devices: (3) Testing Devices: (0) Location: (1)
B ¢y magesh config 0314 build 209 Service Devices: (0) Testing Devices: (0) Location: (1)
@ () Krishna_Corfig 3/14 Service Devices: (0) Testing Devices: (0) Location: (1)
<« <[+ |y > |[»] [ 5 |itemsperpage

* The Add New Configuration tab helps you quickly create a new
configuration.

Help: &0

Configure Central Office Service

0

Configuration Information

bt et Only nesdad when Using 3 presy 2

This section describes the COS - Device Toolkit dashboard that appears

in the Configurations tab. Using the dashboard, you can review, monitor,
and manage your configurations, TSMs, and testing devices from a central
location.
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Navigating the COS - Device Toolkit Dashboard

Central Office Services -
Device Toolkit Dashboard

From the Configurations tab, select a testing program and a site from the drop-down menus to display the
COS - Device Toolkit dashboard. When the dashboard first appears, two “donut” charts—Configurations
and Testing Devices—display at the top. A third chart, TSM Devices, is also available. You can toggle the
dashboard to display any combination of these charts (a fourth chart, Service Devices, is also available for

COS configurations, see Central Office Services below).

Central Office Services: Service Device functionality is part of the Central Office Services interface
and is unavailable for the COS - Device Toolkit. In some locations within the interface, TSM options replace

Service Device options.

All Applications ~

General Information User Management Materials Student Management Test Management

Device Toolkit

Report Delivery

INSIGHT Portal, open the All Applications menu, and click Device Toolkit.

Note: You must have the Device Toolkit permission in the WIDA Assessment
Management System (WIDA AMS) to have access to this link.

1. To start the COS - Device Toolkit and display its dashboard, sign on to the DRC

Configurations Add Mew Configuration

Select Site
Choose the district or school 1o manage its Central Office Senvcss

Testing Program Site

2. From the Configurations tab, when you select a testing program from the drop-down menu, and search for
and select a site (district or school) in the Site field by typing three or more letters of the site’s name, the
COS - Device Toolkit dashboard displays the configurations and testing devices that you can access.

Service Davices: (0]

Location: (2)

Location: (2)

nnnnnnnnn

Location: (2)

nnnnnnnnn

The Add and remove charts tabs indicate the graphical donut charts currently
displayed in the dashboard. The default is to display the Configurations and
Testing Devices charts. Your configurations are listed below the donut charts,
and you can click a configuration name to view or manage the configuration.
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Central Office Services -
Device Toolkit Dashboard
Navigating the COS - Device Toolkit Dashboard (cont.)
Within a donut chart, you can hover your mouse over a color to display the number of configurations or
devices that have a particular status. Clicking the text in the legend to the right of a donut chart displays a
definition of the status. The grids below list the colors and corresponding icons that appear in each legend

(and elsewhere in the dashboard). They also list the corresponding status and provide a brief description of
each status.

Note: The statuses for the Configurations chart are different from the statuses for the Testing Devices chart.

Configurations Chart

Chart Color Icon Configuration Status Description

Green ¢  Fully Functional All TSM and testing devices using
a configuration are visible to the
COS - Device Toolkit and are either in use
or ready for use.

Orange ry  Outof date NA

Yellow In Progress NA

Red A Unable to find Configured services have not been seen for

at least an hour.

@ Central Office Services: The In Progress and Out of date status icons do not apply to configurations
that use a TSM in the COS - Device Toolkit. To determine the status of a TSM, refer to the TSM interface
information (see Volume II: Testing Site Manager [TSM]).

Testing Devices Chart

Chart Color Icon Testing Device Status Description

Green 0y Fully Functional Testing device last seen within a month

Red A  Unable to find Testing device has not been seen for at
least a year.

Orange 0 Out of date Testing device has not been seen for at

least a month
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Central Office Services -
Device Toolkit Dashboard

Navigating the COS - Device Toolkit Dashboard (cont.)

When you hover over a color in a donut chart, informational text appears based on the color of the chart.

@ Central Office Services: The In Progress and Out of Date status icons will not appear in
configurations that use a TSM in the COS - Device Toolkit. To determine the status of a TSM, refer to the
TSM interface information (see Volume II: Testing Site Manager [TSM]).

Configurations Chart

Red area text displays “Unable to
find: x,” where x is the number of
missing configurations.

Orange area text displays “Out of
date: x,” where x is the number of
configurations that are out of date.

Total: 43

Configurations

7 Fully Functional view
In Progress view

Cut of date view
A Unable to find vew

Yellow area text displays “In Progress Upload/
—1 Download: z,” where z is the number of
configurations uploading or downloading.

Green area text displays “Fully
Functional: y,” where y is the number
of fully functional configurations.

Testing Devices Chart

The four status icons are listed to the right of
the Configurations chart. Click view to the right
of a status icon to filter the list, starting with

the status you selected. Click a status name to
display a definition of the status.

Orange area text displays “Out of date: x,’
where x is the number of testing devices
with content that is out of date.

x is the number of missing testing devices.

Red area text displays “Unable to find: x,” where

¢3 Fully Functional
Out of date
A Unable to find

Total: 30
)

Testing Devices

r

Green area text displays “Fully
Functional: y,” where y is the number
of fully functional testing devices.
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Central Office Services -
Device Toolkit Dashboard

Navigating the COS - Device Toolkit Dashboard (cont.)

The Configurations tab displays all the configurations that match your search criteria. When you click the plus
sign icon (+), the locations where the configuration and associated devices are registered are also displayed.

Note: The new ORG Unit ID is always displayed.

Central Office Services: The In Progress and Out of Date status icons do not apply to configurations
that use a TSM in the COS - Device Toolkit. To determine the status of a TSM, refer to the TSM interface
information (see Volume II: Testing Site Manager [TSM]).

The icon to the left of the configuration name indicates the current overall status of the TSMs in the

configuration.

Icon Description

Fully Functional ( ¢;)  Test content for all administrations is up to date on all TSMs, and the

configured services on all TSMs are functional.

In Progress (- ) NA
Out of Date () NA
Unable to find ( A ) One or more TSMs in the configuration has not been “seen” in the last

hour by the COS - Device Toolkit.

3 Fully Functional view
In Progress view
Out of date view

A Unable to find view

Configuratiéns

choose a search type.

Service Devices: (0)

) Config 1

) Qonfig 2 Service Devices: (0)

B Config 3 Service Devices: (0)

] 1 Iq » » 5 v |items per page

3 Fully Functional
Qut of date
A Unable fo find

Total: 0

Testing Devices

Testing Devices: (0) Location: (1)
Testing Devices: (0) Location: (1)
Testing Devices: (0) Location: (1)

x Clear

1-30f 3items

Click the plus (+) sign icon (toggles to
a minus [-] sign icon) to display location
information about the configuration,
including all of the locations where the
configuration’s devices are registered.

/

For configurations with TSMs, the
configured locations are displayed here.
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Navigating the COS - Device Toolkit Dashboard (cont.)

Central Office Services -
Device Toolkit Dashboard

5 Fully Functional view
In Progress view
Out of date view

A Unable to find view

Configurations
choose a search type

£ Config 1 Service Devices: (0)

£ Config 2 Service Devices: (0)
B Config 3 Service Devices: (0)
I« 4 1 {1 » 4] v | items per page

9 Fully Functional
Out of date
A Unable to find

Total: 0

Testing Devices

Q] :
Testing Devices: (0) Location: (1)
Testing Devices: (0) Location: (1)
Testing Devices: (0) Location: (1)

1-30f 3items

\

A TSM icon ([__) indicates that the

configuration has a TSM for content caching.

The title of the assessments and administrations that

were selected in the configuration is listed.

Note: If Response Caching is enabled for the
configuration, an uppercase letter R displays.
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Central Office Services -
Device Toolkit Dashboard

Navigating the COS - Device Toolkit Dashboard (cont.)

When there are more configurations than can be shown on a single page, the COS - Device Toolkit allows you
to page through the configurations. There are multiple ways to navigate the dashboard configuration pages, as
shown below.

Enter a number in the selected page box Specify the number of configurations to display on a
to jump directly to a certain page. page by using the items per page drop-down menu.

|

) Fully Functional view
In Progress view

Qut of date view
A Unable to find view

Configurations

3 Fully Functional
Out of date
A Unable 1o find

Total: 0

Testing Devices

choose a search type.. A B x Clear

choose a search type..

Configuration Name

J PKL €onfig 20170615 303 Service Pevices: (0)  gepyice Device ID Testing Devices: (0) Location: (1)
Service Device Internal IP

Testing Device ID

Testing Device Internal IP

ervice Devices: (0) . Testihg Devices: (0) Location: (1)

3 PKL donfig 2
5 Config with TSM

service Devices: (0) Testing DeviceX (0) Location: (1)

items per page 13 0f 3 items|

Navigate through the list one page at a
time by clicking the Page forward ( » )
and Page back ( * ) arrows.

Click the Page to first ( |« ) or Page to last ( »| )
arrows to go to the first or last page.

To refine your search criteria, choose a search type—Configuration Name, Service Device ID,
Service Device Internal IP, Testing Device ID, or Testing Device IP Address—enter your search
values, and click the Search icon (n). You can click Clear at any time to clear your search
results and return to the original display.

Notes:

+ The search values you enter for a Configuration Name search do not have to be the first
values in the string for which you are searching. The search locates any string in the search
type that contains the search values you specified.

* The minimum number of characters you must enter varies by search type and a reminder is
displayed, if necessary, when you search.

@ Central Office Services: The Service Device ID and Service Device Internal IP filters do not apply to
configurations that use a TSM in the COS - Device Toolkit.
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Device Toolkit Dashboard

Navigating the COS - Device Toolkit Dashboard (cont.)

Each row on a page displays a configuration name, with icons indicating the
number of devices using the configuration and the number of locations configured.

In addition, @ TSM icon ( [_]) indicates that there are one or more TSMs
associated with the configuration.

B ¢ PKL Config 20170615 303 Service Devices: (0) Testing Devices: (0)

Service Devices: (0) Testing Devices: (0)

Service Devices: (0)

onfig with TSM Testing Devices: (0)
| Ll \ I L3 >l 5 ¥ | items per page

Click the configuration
name to display the
configuration’s details.

\ Configurations | Add New Configuration

LD UG AL EL LN Locations  Content Management  Content Hosting  Service Devices  Deployment  Testing Devices  Delete

Config with TSM

Use the Org Unit ID when first starting your testing device to register it to this configuration

Hep: @

Configuration Information

Onee you have finished configuring this device, the configuration settings you have chosen will be saved. If other Central Office Service devices will need the same settings, you will be able o reuse this configuration for them as well. Please enter a name for this configuration. Try to
use a name that will nelp you and others to select it in the future. Include your district and/or school in the name.

Configuration Name (required) :

Config with TSM

Testing Devices Configuration

Please update all of the information that applies 1o the testing Gevices assotiated with this configuration

“ Enable Auto Updates
Allows testing devices to update automatically

Proxy Host
Please enter a valid url to your http/https praxy which testing devices will Use to communicate with the Intsrnet. Only nesded When using a proxy server.

Proxy Path:
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Configuring Devices
for Testing

Bl Overview of
Configuring
INSIGHT

Web Browsers and
the COS - Device
Toolkit

COS - Device
Toolkit
Deployment
Files and Silent
Installation

The process of configuring INSIGHT on testing devices consists of two main
parts:

1. Create or modify configurations using the COS - Device Toolkit and, if
needed, move one or more testing devices to them.

(1) Important: You can use COS - Device Toolkit configurations
for a combination of testing devices.

2. For silent installations, you can create a compressed deployment file
(.zip) using the COS - Device Toolkit, download it, and use it to deploy
INSIGHT to the testing devices that you configured. Alternatively,
you can launch INSIGHT on a testing device and manually link it to a
configuration.

The COS - Device Toolkit is available from the WIDA AMS and is
supported for the following web-browser versions.

Browser Version
Internet Explorer Version 10 or newer
Chrome The most recent Google Chrome stable channel release

Mozilla Firefox  Version 31 or newer

You can use the COS - Device Toolkit to create a deployment file (.zip)
containing configuration information for each testing device type (see

the following page). To install INSIGHT on your testing devices silently,
download the deployment file, extract the specific file(s) you need to install
INSIGHT based on the type of testing devices you configured, and deploy
the file(s) to these testing devices.

Note: As shown in the example below, silent installation commands are also
available for Windows, Linux, and Mac (OS X and macOS) in the file named
desktop.txt that is part of the configuration deployment file (.zip). If you plan
to use the Linux or Mac versions, please contact DRC Customer Support.

Desktop Silent Install Commands

Linux
sudo sh ./silent_installer.sh -0 “161775701”

Windows
msiexec.exe /i DRC_INSIGHT Setup.msi /qn /lv “install.log” HTTPS _
PROXY="*"OU_IDS=“161775701”

Mac OS X
sudo ./drc_silent_install -o 161775701 -x *”
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Example CD\ Important: The code in the deployment files is meant as a rough
Deployment File template only. Depending on your Mobile Device Management (MDM)
Templates software, your configuration could be very different (see Volume IV: DRC

INSIGHT for more information about the deployment files).

Chromeos.json

Contains configuration information for Chromebook testing devices (see the
example below)

{“oulds”:{*Value:[“161775701]} }
DRCConfiguration.json

Contains configuration information for Windows, Mac, and Linux machines
(see the example below)

{ “config”: { “httpsProxy”: “ }, “oulds™: [ “161775701” 1}

ios.plist

Contains a silent installation command for iPad testing devices (see the
example below)

<?xml version="1.0" encoding="UTF-8"7>
<IDOCTYPE plist PUBLIC “-//Apple//DTD PLIST 1.0/EN” “http://www.
apple.com/DTDs/PropertyList-1.0.dtd”>
<plist version="1.0">
<dict>
<key>oulds</key>
<string>161775701</string>
</dict>
</plist>
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Setting Up
INSIGHT on PCs,
Mac, and Linux
Testing Devices

Setting Up
INSIGHT on iPad
Testing Devices

The following steps describe the process of configuring, installing,
deploying, and registering INSIGHT on PCs, Mac (OS X and macOS),
and Linux testing devices.

1. Use the COS - Device Toolkit to create configurations and deployment
files and organize your testing devices in the configurations.

2. Use a silent installation (many testing devices) or an interactive
installation (one testing device) to install INSIGHT on one or more
machines.

3. Ifyou installed INSIGHT interactively, start INSIGHT and enter the
COS - Device Toolkit ORG Unit ID to register the testing device.
If you installed INSIGHT using a silent installation, when you start
INSIGHT, the testing device is registered automatically.

The following steps describe the process of configuring, installing,
deploying, and registering INSIGHT on iPad testing devices.

1. Use the COS - Device Toolkit to create configurations and deployment
files and organize your testing devices in the configurations.

2. Use an MDM solution to install INSIGHT on each testing device. To
deploy and register your DRC INSIGHT iPad software automatically,
your MDM software must support the Managed App Configuration
feature (first introduced in 10S 7).

3. Ifyou installed and registered INSIGHT using an MDM solution,
when you start INSIGHT, the iPad testing device is registered
automatically. If you installed INSIGHT using an MDM without the
Managed App Configuration feature, start INSIGHT and enter the
COS - Device Toolkit ORG Unit ID to register the testing device with
the configuration.
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Setting Up
INSIGHT on
Chromebook
Testing Devices

The following steps describe the process of configuring, installing,
deploying, and registering INSIGHT on Chromebook testing devices.
This overview assumes that you have registered your Chromebook testing
devices in your Google domain account (for more information, see
https://support.google.com/a/answer/182433).

1. Use the COS - Device Toolkit to create configurations and deployment
files and organize your testing devices in the configurations.

2. Use Chrome device management to install and deploy INSIGHT
and the deployment files to your Chromebook testing devices. The
INSIGHT App is installed as a Kiosk application the next time the
policy is reloaded, which takes place once every three hours. To
deploy the INSIGHT App immediately, enter chrome://policy in the
address bar of the Chromebook and click Reload policies.

3. After INSIGHT is deployed, without logging into your Chromebook,
start it on each Chromebook testing device to register the testing
device with the configuration.
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B Configuring
and Installing
INSIGHT with a
TSM

TSM
Considerations

The following steps describe the process of configuring a testing device
and installing INSIGHT with a TSM.

1.

Install one or more TSMs on desktop or laptop computers that have
static IP addresses and will be available around the clock.

Sign on to the WIDA AMS using a supported browser (see “Web
Browsers and the COS - Device Toolkit” on page 129) and click
Device Toolkit to start the COS - Device Toolkit.

Use the COS - Device Toolkit to organize and configure your testing
devices by performing the following tasks:

» Create configurations based on your testing setup and needs, group
the testing devices into configurations, and specify the testing
program, district or school, and TSM connection information for
the testing devices in the configuration.

*  Check the contents of the log files during testing to monitor testing
and testing device activity and make any configuration changes.

Install the INSIGHT App on your testing devices and launch
INSIGHT to register the testing device.

Run the System Readiness Check to verify that the testing device can
connect to the TSM and is ready for testing. If necessary, use the COS
- Device Toolkit to reconfigure the testing device configuration and
redeploy the configuration software.

Test your configurations and monitor the log files for issues.

Because of the role that the TSM plays in testing, there are some special
considerations regarding TSM software configuration and installation.

Install TSMs before you install INSIGHT, and specify the path to the
TSMs and the communication port using the COS - Device Toolkit.

The computer on which you install the TSM software should have

a static IP address (an IP address that does not change when the
computer is restarted or rebooted). If the IP address of the TSM
changes, INSIGHT automatically updates the configurations of the
testing devices and the TSM so that the testing devices will point to
the correct TSM. However, the TSM server must be restarted for the
change to take effect.

To change or remove a TSM configuration after a testing device is
configured, use the Locations page of the COS - Device Toolkit. When
you restart INSIGHT, it automatically updates the testing device’s
configuration to reflect your changes.
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Installing Multiple If you plan to use the same testing computers for multiple types of testing
TSMs and INSIGHT programs, you may need to install more than one TSM.

You cannot install more than one TSM on the same computer—each
TSM must be installed on a dedicated computer.

You can use INSIGHT to access multiple testing programs (for
example, ACCESS for ELLs 2.0 and your state-specific testing
program) from the same testing device. You access these testing
programs using the same DRC INSIGHT desktop shortcut. When you
start INSIGHT, a page appears listing the different testing programs
from which you can select.

Note: If you plan to test using INSIGHT and multiple TSMs, you
could label your WIDA configurations WIDA TSM1, WIDA TSM2,
and so forth. Then, name the corresponding TSMs as WIDA TSM1,
WIDA TSM2, and so forth. This labeling strategy helps keep track of
your TSM resources.

You can install a TSM and INSIGHT on the same computer. If you
plan to perform multiple types of assessments using the same testing
computers, you may need to install more than one TSM and use
INSIGHT to access more than one testing program.
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Starting the COS - Device Toolkit and Displaying a Configuration
To start working with the COS - Device Toolkit, click Device Toolkit in the DRC INSIGHT Portal.

DRCANSIGHT WIDA ASSESSMENT MANAGEMENT SYSTEM

All Applications ~

General Information User Management IMaterials Student Management Test Management Device Toolkit Report Delivery

1. To start the COS - Device Toolkit, sign on to WIDA AMS, open the All Applications menu
bar, and click Device ToolKkit.

Note: You must have the Device Toolkit permission in WIDA AMS to have access to this link.

Configurations | Add New Configuration

Select Site

Choose the district or school to manage its Central Office Services

Testing Program Site

Alaska

| Georgia
~| Louisiana
Michigan Online Assessments
Nebraska
Pennsylvania
South Carolina
Washington

B —

2. When the Select Site page appears, select a testing
program from the Testing Program drop-down menu.

Note: You see only the clients you can access.

Configurations Add New Configuration

Select Site

Choose the district or school to manage its Central Office Services

Testing Program Site

WIDA v

Only - Eis Sample School - 99998 - Parent: Drc Use Only - Sample District Wi - W199939
Copyright ® 2017 Data Recognition Corporation Inly - Eis Sample School - 99988 - Parent: Drc Use Only - Sample District Pa - PAS9959
y - Insight Sample School - 99996 - Parent: Dre Use Only - Sample District Me - ME99939
ly - Insight Sample School - 99996 - Parent: Drc Use Only - Sample District Wi - WI99999
ly - Insight Sample School - 99996 - Parent: Drc Use Only - Sample District Pa - PA99999
On\ly - Ott Sample School - 99997 - Parent: Dre Use Only - Sample District Me - MES9999

1
3. Select a site (district or school) from the Site field
by typing three or more letters of the site’s name.

Note: You see only the schools and/or districts
that you can access.
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Starting the COS - Device Toolkit and Displaying a Configuration (cont.)

Configurations

3 PKL Config 20170615 303
o3 PKL Cenfig 2

B Config with TSM

) Fully Functionalview
In Progress view
Out of date view

A Unable to find view

choose a search type...

Service Devices: (0)

Service Devices: (0)

Service Devices: (0)

v | items per page

Total: 0

Testing Devices

Testing Devices: (0)

Testing Devices: (0)

Testing Devices: (0)

3 Fully Functional
Out of date
A Unable to find

B % Clear

Location: (1)
Location: (1)
Location: (1)

1-30f 3 tems

4. The COS - Device Toolkit dashboard appears for the
site you selected. You can display a configuration by
clicking the configuration name. To change testing
programs or sites, click Change at the top of the page
to re-display the Select Site page.
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Starting the COS - Device Toolkit and Displaying a Configuration (cont.)

Configurations | Add New Configuration

[N RL T BELDE Locations  Content Management  Content Hosting  Service Devices  Deployment  Testing Devices  Delete

Config with TSM He: @D

Use the Org Unit ID when first starting your testing device to register it to this configuration

Configuration Information

Once you have finished configuring this device. the configuration settings you have chosen will be saved. If other Central Office Service devices will nesd the same setings. you will be able to reuse this configuration for them a5 well. Please enter a name for this configuration. Try to
use a name that will help you and athers to select it in the future. Include your district and/or schoel in the name.

Configuration Name (required) :

Config with TSM

Testing Devices Configuration

Please update all of the information that applies to the festing devices associated with this configuration.

“ Enable Auto Updates
Allows testing devices to update automatically.

Proxy Host

Please enter a valid url to your hitp/hitps proxy which testing devices will uss to communicats with the Internet. Only nesded when using a proxy serve

Proxy Path:

Update Configuration

The Configuration Information page for the configuration you selected appears. From

this page, you can locate the ORG Unit ID for the configuration, change the name of the
configuration, enable or disable automatic updates of the DRC INSIGHT testing software, and
specify a proxy host.

From the other configuration pages, listed across the top of the configuration, you can perform
the following tasks:

» Add locations to, or remove locations * Add, move, or remove testing devices

from, the configuration . : . .
» View the configuration log files

» Specify a TSM to use for content caching . .
and/or load simulation, and a TSMtouse  ° Delete the configuration
for response caching

+ Create and/or download a configuration
deployment file

Central Office Services: Various COS - Device Toolkit pages are in place for the Central Office
Services implementation and are not functional when you use a TSM in a configuration. These pages are
indicated in this volume by the COS icon.
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Creating Configurations

If you want to set up testing devices for testing, you can create a configuration using the Add New
Configuration tab. You also can specify a TSM for content caching and/or response caching.

1. To create a new configuration, select the 2. When the Configuration Information
Add New Configuration tab. page appears, enter a meaningful
configuration name in the

Configuration Name field.

Configurations | ~Add New Configuration

Help: @)

Configuré Central Office Service

Previous o

Configuration Informati

Once you have finished configuring this cevicgARe configuration settings you have chosen will be saved. If other Central Ofice Service devices will need the same settings, you will b abl to
reuse this configuration for them as well. Pje@se enter a name for this configuration. Try to use a name that will help you and others to select it in the future. Include your district andfor schgal in the
name.

Configuration Name {requiregy?

Content Caching TSM

Testing Devices Configuration

Please update all of the information that applies to the testing devices associated with this configuration.
Enable Auto Updates

Allows testing devices to update automatically.

Proxy Host
Please enter a valid url to your htip/https proxy which testing devices will use o commuricate with the Internet. Grly needed when Lsing a proxy server

Proxy Path:

/

3. Select the appropriate options from the Testing Devices Configuration section of the
Configuration Information page. For details about the other options, see “Working with
Configuration Information” on page 142. When you are ready, click Next.

Configurations | Add New Configuration

Current Configuration: Content Caching TSM

Configure Central Office Service

o

Locations

Choose a Testing Program and., if prompted, a State. then type at least three letters of the name of a District or a School to select the Site. Once you have chosen a Site, click Add Location
At least one location is required. To change an existing single location, first add the new location, then remove the original

Testing Program site

Add Location

4. When the Locations page appears, select a testing program from the Testing Program
drop-down menu. Then, start typing a district name, school name, or site code in the Site field.
When you locate the district or school name to which you want to register the configuration and
its associated service devices and testing devices, click Add Location.

Note: You can select more than one location if you test with multiple testing programs (see
“Working with Locations” on page 143).
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5. You can specify content caching for any location that you choose. To specify content caching, toggle
the Content Caching option to Yes and enter or paste the TSM server domain name* (from the TSM)
for the content caching TSM, prefixed with https:// and followed by a colon, the port number, and a
forward slash (/), in the Content Caching URL field in the screenshot below.

Creating Configurations (cont.)

An example of the correct format is shown below. Do not use the example; it is an example only.
Example
https://37525ee4-aa4b-47dc-8a9e-19413d7348e5-legacy-sqa.drc-centraloffice.com:8443/

Note: The response caching and content caching TSM can be the same machine.

Content Caching L
Please provide the url for the TSMhat will be used for content caching for this location by testing devices
Content Caching Url:

https://8céeTf85-spa.drc-centraloffice.com: 8443/

Content Cache Usage Choose whether the content cache TSIM is only used for load simulation or content caching or both.

v
Content Cache Only

Load Simulation Cnly
Content Cache and Load Simulation

6. Use the Content Cache Usage drop-down menu options to indicate the functions for which the
TSM will be used:

» Content Cache only
* Load Simulation only

» Content Cache and Load Simulation

1) Important: *Starting with version 9.0.1 0, the TSM includes a TSM server domain name. (If you
did not save this information when you installed the TSM, you can retrieve it by starting the TSM.) Upon
startup, the TSM sends its IP address to the registration API for DNS resolution.

If the IP address of the TSM changes, INSIGHT automatically updates the configurations of the testing
devices and the TSM so that the testing devices will point to the correct TSM. However, the TSM server
must be restarted for the change to take effect. In general, a TSM server should have a static IP address (an
IP address that does not change when the computer is restarted or rebooted).

Remember to include the forward slash (/) at the end of the path to the TSM server—without it, your TSM
will not be configured correctly.
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Creating Configurations (cont.)

7. You also can specify response caching for any location that you choose. To specify response
caching, toggle the TSM Response Caching option to Yes and enter or paste the TSM server
domain name* (from the TSM), prefixed with https:// and followed by a colon, the port number, and
a forward slash (/), in the field below.

An example of the correct format is shown below. Do not use the example; it is an example only.
Example

https://37525ee4-aa4b-47dc-8a9e-19413d7348e5-legacy-sqa.drc-centraloffice.com:8443/

Note: The response caching and content caching TSM can be the same machine.

\

TSM Response Caching @3
Are using a TSM for response caching for this location? Works with Content Hosting or a TSM only location.

Flease provide the ur for the TS that will Dg used for response caching for this location by testing devices.

A https url is required

8. When you have selected all your
locations, click Next.

Save Configuration

Corfiguration: Content Caching TSM

9. The Save Configuration dialog box is displayed to
confirm your choice. Click Continue to create the
configuration (or Cancel to cancel the process).
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Creating Configurations (cont.)

Add and remove charts: | Configurstions Testing Devices

€ Fully Functionalview
In Progress vew

) Out of dateview
A Unable to findyiew

) Fully Functional
) Out of date
A Unable tofind

Configurations Testing Devices

choose 3 search type v n e

B ¢) PKL Config 2 Service Devices: (0) Testing Devices: (0) Location: (1)
@ PKL Config 2 Service Devices: (0) Testing Devices: (0) Location: (1)
& ¢ Config with TSM §E73 Service Devices: (0) Testing Devices: (1) Location: (1)

10. If you click Continue, the Configuration Information page displays your

new configuration. You can link testing devices to this configuration, and
students will be able to test.

Note: The TSM icon ( ) indicates that a content caching TSM is
associated with this configuration.

11. You can click the configuration
name to drill down and review
or edit the configuration.

Configurations | Add New Configuration
(LT IE VDRI CL O ELTDE Locations  Content Management  Content Hosting  Service Devices Deployment  Testing Devices Delete

Config with TSM wew: @D

Use the Org Unit ID when first starting your testing device to register it to this configuration

Configuration Information

Onee you have finished configuring this device. the configuration setings you have thosen will be saved. If other Central Office Service devices will need the same settings. you will be able to reuse this ¢onfiguration for them as well Please enter a name for this configuration. Try to
use & name that will help you and others to select it in the future. Include your district andior school in the name.

Configuration Name (required) :

Config with TSM

Testing Devices Configuration
Please update all of the information that applies to the testing devices associated with this configuration.
“ Enable Auto Updates

Allows testing devises to update automatically

Proxy Host €2k
Please enter a valid url to your hitp/hitps proxy which testing devices will use to communicate with the Internet. Only needed when using a proxy server.

Proxy Path:

Update Configuration
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Working with Configuration Information

This section describes how you can use the COS - Device Toolkit Configuration Information page to rename
a configuration, turn automatic INSIGHT software updates off or on, and specify a proxy host server.

Configurations | Add New Configuration

[ NE VORI G BV Locations  Content Management  Content Hosting  Service Devices  Deployment  Testing Devices  Delete

Config with TSM new: @0

Use the Org Unit ID when ¢ starting your testing device to register it to this configuration

use a name that will help you and others tONglect it in the future. Include your district andior school in the name.

Configuration Name (required) :

Config with TSM

Testing Devices Configuration

"71. From the COS - Device Toolkit dashboard, select a configuration. The
Configuration Information page for the configuration you selected is
] displayed with its unique alphanumeric ORG Unit ID.

FEasE EMEr & VAT UMt [0 yUuT TIPS Proxy Wi [estny UEVIRES Wi USe (U COoNTate Wil Te TETTeT Ty TIEsUet Wit USIg & Proxy $eTver.

Proxy Path:

Update Configuration

2. You can rename the configuration by entering a
new name in the Configuration Name field.

Conpdurations Add New Configuration

«

[+ E VLRI G BV Locations  Conjént Management  Content Hosting  Service Devices  Deployment  Testing Devices Delete

Config with TSM

Use the Org Unit 1D when first starting your ts#fing device to register it to this configuration

Configuration Infofmation 3 "4 anable automatic INSIGHT software updates, check the Enable

Once you have finished configurg this device, the configurat] Try to

use a name that will help you #nd others to selectit in the futu Auto Updates CheCkbOX.

Configuration Name (pZQuired) :

Heip: )

Config with TSM

* If you check the Enable Auto Updates checkbox, DRC updates the
INSIGHT software automatically.

Testing Devices Configuratio

Please update all of the isformation that applies to the testing

Tt Ao Upcsen * If you do not check the Enable Auto Update checkbox, DRC
Allows testing devices to update automaticailly . .

notifies you whenever an update to the INSIGHT software is
S0l e, R available and you must update the software manually.

Proxy Path:

4. To specify a proxy host server, toggle the Proxy Host option to Yes and
enter the server name (or IP address) and port number (separated by a
colon), followed by a forward slash (/), in the Proxy Path field. 5. Click Update

Configuration when

Note: Many sites do not use a proxy server. If you are unsure whether you are finished.

your site uses one, contact your network administrator.
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Working with Locations

Use the COS - Device Toolkit Locations page to view, add, or remove locations where testing devices are
registered and to add or remove response caching and/or content caching for a location. You can use the
Locations page to specify multiple locations for testing devices that are used for different testing programs,
such as ACCESS for ELLs 2.0 and your state testing program.

1. From the Configurations tab, select Locations to display
the Locations page. This page shows the location(s) where
the testing devices are registered.

_ You can copy the ORG Unit ID from the Locations page. You
Configuration Information (it use this ORG Unit ID when you register a testing device with

this configuration to test with INSIGHT. hep: €

&1

.u
@

PKL Config 2

| Use the Org Unit ID wheri first starting your testing device to register it to this configuration.

|§équ\ren to vie\;v.the S‘\-‘stem Readin k_On the main DRC Insight page click The SyStem ReadineSS CheCk access COde—7745—
. displays underneath the ORG UNIT ID on each COS -
Locations . . . .
_ Device Toolkit Locations page. You enter this code to launch
Choose a Testing Program and, if prompted, a State, then type at least three letters

To change an existing single location, first add the new location, then remove the ori the System ReadlneSS CheCk on a teStlng deV|Ce after you
install INSIGHT (see page 151).

Testing Program Site

Add Location

2. To add a location, select it using the Testing Program
menu and Site field and click Add Location.

Note: You can use the Locations page to specify multiple
locations for testing devices that are used for different
testing programs, such as ACCESS for ELLs 2.0 and your|

3. The Locations page reappears with

state testing program. In this case, each testing program
must have unique TSM settings.

the location added. To remove a
location, click Remove.

Locations
location, then remove the origina?

Client site

Add Location

Set up for
Michigan Online Assessments > MI> > Drc Use Only - Sample District
TSM Response Caching is Enabled

TSM Content Caching is Enabled for Content Cache Only

Response Caching (2
Are using a TSM for response caching fo ths lacation? Works with Content Hosting or a TSM only location
Please provide the urtfor the TSM that will be used for response caching for this location by testing devices

https:/icdn-app-sqa.drcedirect.comialll

Content Caching (2 )
Are using a TS for content caching for this location? Gentral Office: Gontent Hosting will not be used if enabled.

Flease provide the url or the TSW that will be used for content caching for this location by testing devices.
Content Caching Uri:

https://cdn-app-sqa.drcedirect.comialll

Content Cache Usage Choose whether the content cache TSM is only used for load simulation or content caching or bot,

Content Cache Only

Choose a Client and, if prompdsg a State, then type at Ieast three letters of the name of a Distict or a School to select the Site. Once you have chosen a Site, click Add Location. At least one location is required. To change an eXXing single focation, irst add the: new
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Working with Locations (cont.)

D Important: *Starting with version 9.0.1_0, the TSM includes a TSM server domain name (If you did not
save this information when you installed the TSM, you can retrieve it by starting the TSM.) Upon startup,
the TSM sends its IP address to the registration API for DNS resolution.

If the IP address of the TSM changes, INSIGHT automatically updates the configurations of the testing
devices and the TSM so that the testing devices will point to the correct TSM. However, the TSM server
must be restarted for the change to take effect. In general, a TSM server should have a static IP address (an
IP address that does not change when the computer is restarted or rebooted).

Remember to include the forward slash (/) at the end of the path to the TSM server—without it, your TSM
will not be configured correctly.

4. You can specify content caching for any location that you choose. To specify content caching, toggle
the Content Caching option to Yes and enter or paste the TSM server domain name* (from the TSM)
for the content caching TSM, prefixed with https:// and followed by a colon, the port number, and a
forward slash (/), in the Content Caching URL field in the screenshot below. An example of the correct
format is shown below. Do not use the example; it is an example only.

Example
https://37525ee4-aa4b-47dc-8a9e-19413d7348e5-legacy-sqa.drc-centraloffice.com:8443/

Note: The response caching and content caching TSM can be the same machine.

T5M Content Caching
Are using 3 TSM for content caching for this location? Central Cffice Content Hosting will not be used if enabled.

Flease provide the url for the
Content Caching Url:

M that will be used for content caching for this loecation by testing devices.

https 137 525eed-aadb-47de-Ba0e-18413d7 34 Be5-legacy-sqa.dre-centraloffice. com: 8443

Content Cache Usage Choose whether the content cache TEM is only used for load simulstion or content caching or bath

Content Cache Only v

Load Simulation Only
Content Cache and Load Simutstion

Are using 3 TSM for response caching fongis location? Works with Content Hosting or a TSM only location.

5. Use the Content Cache Usage drop-down menu options to indicate the functions for which the
TSM will be used:

» Content Cache Only
* Load Simulation Only

e Content Cache and Load Simulation

!) Important: Select Load Simulation Only or Content Cache and Load Simulation only when
you are actually conducting a load simulation test using a TSM and a set of student testing devices.
Prior to actual student testing (when students are logging in and taking tests), be sure to disable load
simulations for the TSM by selecting Content Cache Only.
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Working with Locations (cont.)

6. You also can specify response caching for any location that you choose. To specify response
caching, toggle the TSM Response Caching option to Yes and enter or paste the TSM server
domain name* (from the TSM), prefixed with https:// and followed by a colon, the port number,
and a forward slash (/), in the field below.

An example of the correct format is shown below. Do not use the example; it is an example only.
Example

https://37525ee4-aa4b-47dc-8a9e-19413d7348e5-legacy-sqa.drc-centraloffice.com:8443/

Note: The response caching and content caching TSM can be the same machine.

7. When you are finished making updates, click
Update Configuration. A message appears to
confirm that the configuration was updated.
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Working with Content Management

Use the Content Management page to enable or disable Content Management and change the selected
administrations and accommodations.

Central Office Services: The Content Management functionality is part of the Central Office Services
interface but is unavailable for the COS - Device Toolkit.

Configurations | Add New Configuration

Configuration Information Locations EelJncIndiERELENENE Content Hosting  Service Devices  Deployment  Testing Devices Delete

ig with TSM vor: @)

Org Unit ID: 161 i
Use the Org Unit ID when first starting your testing device to register it to this configuration

Content Management is not available when only TSMs are used for content caching.

Content Management

Content Management is currently not available. Add a Service Device to allow activation.

If you set Content Management to Yes, the test content for the administrations and accommodations that are selected in the grid will be automatically downloaded to your Central Office device. All available administrations and
accommodations default to being selected. Accommodations can include Text to Speech (TTS), Human Voice Audio (HVA) and Video Sign Language (VSL). Not all accommodations are available for every administration. If you
need to save space on the device, you can deselect items that you don't need by clicking the checkboxes. Once you have made your selections, click Next

Admin TTS HVA VSL

Update Configuration
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Working with Content Hosting

Use the Content Hosting page to enable or disable Content Hosting, and to update, add, or change the order
of or remove the content sources.

Central Office Services: The Content Hosting functionality is part of the Central Office Services
interface but is unavailable for the COS - Device Toolkit.

Configurations | Add New Configuration

Configuration Information Locations Content Management E®egdcndelaitl Service Devices Deployment Testing Devices Delete
: ; Hep: @)
Config with TSM g
L]sé tﬁe G}g Unit ID when first starting your testing device to register it to this configuration

Content Hosting

Content Hosting is currently not available. Turn on Content Management to allow activation.
The ability to add content sources will be fully supported in a future release of the DRC INSIGHT and Central Office software

Content Sources cick ana drag content sources to change the order.

DRC - Default Content
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Working with Service Devices

Use the Service Devices page to view the current status of the service device(s) associated with the
configuration and to add service devices to, or remove them from, a configuration.

Central Office Services: The Service Device functionality is part of the Central Office Services
interface but is unavailable for the COS - Device Toolkit.

Configurations | Add New Configuration

Configuration Information Locations Content Management Content Hosting Deployment Testing Devices Delete

Config with TSM werp: @)

Use the Org Unit ID when first starting your testing device to register it to this configuration.
Service Devices (0) e G

No resulis found
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B Creating You can use one testing device for more than one type of testing program
Configuration (for example, ACCESS fgr ELL§ 2.0 anq your stqte-speciﬁc tes‘Fing.
Files for program). The following is a brief overview of this process, which is
Multiple Testi detailed further in “Creating a Deployment File for Testing Devices” on

ultiple 1esting page 151.
Programs

1. First, select the Device Toolkit from WIDA AMS and use the COS -
Device Toolkit to create a configuration containing both of the testing
programs as locations for testing.

2. Next, deploy the configuration to the testing device. When a user
starts INSIGHT on the testing device, the user can select from the
testing programs located in the configuration (see the generic example
below).

Select a testing program:

Testing Program A
Testing Program B
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Deployment Each TSM you use must be identified in the COS - Device Toolkit.

Files, Ty
Configurations, (1) Important: To prevent potential issues and avoid overloading a

and the TSM TSM during testing, DRC recommends that each configuration should be

configured to use a unique TSM (see the scenario below).

Scenario: Potential TSM Overload

Even if you limit the number of testing devices per configuration, the
possibility exists to overload the TSM by stacking configurations.

Assume the following:

1. You configure configuration A with a TSM for testing, create a
deployment file, and use this configuration for one group of testing
devices.

2. You configure configuration B with the same TSM, create a
deployment file, and use this configuration for a different set of testing
devices.

3. You use both configurations to perform testing.

The potential may exist for too many testing devices to simultaneously
access the same TSM, which could overload the TSM. For details
regarding the number of concurrent testers and system requirements, refer
to the latest version of the Supported System Requirements for ACCESS
for ELLs 2.0 and Screener.
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You can use the COS - Device Toolkit to create a deployment file for testing devices using an existing
configuration. You use this file to configure your testing devices when you install INSIGHT silently
(non-interactively or in batch mode). You also can use the COS - Device Toolkit to create unattended
installer scripts to install DRC INSIGHT silently (non-interactively).

Creating Deployment Files for Testing Devices

1. Select a configuration from the
Configurations tab and select Deployment.

Configurations | Add New Configuration
Configuration Information Locations Content Management Content Hosting Service Devices Jaldlefi g Testing Devices Delete

Config with TSM

Use the Org Unit ID when first starting your testing device to register it to this configuration.

Help: m:

Deployment Configuration Files

Create configuration files for:

DTK Configuration Name: Config with TSM - 102911
Programs: GA

Create Deployment Configuration

Central Office Service Installation Scripts

Create configurafion files for.
Configuration Name: Config with TSM - 102911

Programs: GA

Create Central Office Service Unattended Installer Scripts

2. To create a deployment configuration file (.zip)
for testing devices, click Create Deployment
Configuration.

Note: This option is available from every type of
COS - Device Toolkit configuration.

Central Office Services: The Central Office Service Installation Scripts section of the page and
the associated Create Central Office Service Unattended Installer Scripts button are not part of the
COS - Device Toolkit.
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Creating Deployment Files for Testing Devices (cont.)

Configurations | Add New Configuration

Configuration Information Locations Content Management Content Hosting Service Devices = JisNGEL8 Testing Devices Delete

Config with TSM neie: )

Use the Org Unit ID when first starting your testing device to register it to this configuration

Deployment Configuration Files

Create configuration files for

DTK Configuration Name: Config with TSM - 102811
Programs: G

Click Save to creste and save the configuration files.

EIE=

3. Click Save to create a configuration file
(or Cancel to cancel the process).

(& Creative Cloud Files J Sys Reqgs File folder

> | pg Desktop . TABE User Guide File folder

g Desktop J Technical Bulletins File folder

» @ Downloads J Test Files File folder

> e Dropbox J User Guides File folder

> | [y Favorites = Libraries
J insight <o A Dotdooos Rl i | r

File name insight_161775701.zip o
Save as type: | PEZIP File hd
. Hide Folders B ] [ Eapel

4. When you click Save, a box appears that allows you to specify where to download the deployment
configuration file (.zip).

For a description of the files contained in this file, see “COS - Device Toolkit Deployment Files and
Silent Installation” on page 129 and “Example Deployment File Templates” on page 130.

For more information about deployment files, see Volume IV: DRC INSIGHT.
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Working with Testing Devices

Select a configuration from the Configurations tab and select Testing Devices to view the list of testing
devices that are currently part of the configuration. You can sort the list using certain column headings. You
also can move testing devices, remove testing devices, and reload (refresh) the display. In addition, you can
edit the configuration by adding testing devices, and you can view the log files for a testing device.

You can sort the list of testing devices in a configuration by clicking the following column headings: ID
(Device ID), Internal IP, External IP, and Last Seen. When you click the heading, an up (lal) or down
("w)) arrow appears in the column heading, indicating whether the sort is in ascending (up arrow) or
descending (down arrow) order. Click the header again to change the sort order.

Configurations | Add New Configuration

Configuration Information Locgtions Content Management Content Hosting Service Devices Deployment RES(GEeRYIIE Delete

Config with T3M werp: @0

Use the Org Unit ID when st starting your testing device to register it to this configuration.

Testing Devic

D Name Version User Type Internal IP External IP Last Seen
877BC... MGWS20559 8.0.0 bbalderson :"' 10.1.98.130 1722111 8/3/17 458 PM View Logs x
I« 4 1 {1/ » >l 5 v | items per page 1-1o0f1items

/

Field Description /
ID The unique alphanumeric Device ID that Central Office created for the testing device
Type An icon representing the testing device type. The icons and their respective testing device

type or operating system are shown below.

Icon Testing Device Type
€ Chromebook device

O P

/j\ Linux

K Mac (OS X and macOS)

44 Windows
IP The internal IP address of the testing device
Last Seen | The date and time (Central Time) the testing device was last used for INSIGHT testing
X The remove testing device option (Click the x to remove the testing device from the

configuration. A dialog box is displayed that confirms the removal.)
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Moving, Removing, and Reloading Testing Devices

You can use the COS - Device Toolkit to move testing devices between configurations, remove testing
devices from configurations, and reload (refresh) the page.

Configurations | Add New Configuration

Configuration Information Locations Content Management Content Hosting Service Devices Deployment RESReaYL2Y Delete

Config with TSM e ves @)

Use the Org Unit ID when first starting your testing device to register it to this configuration

Testing Devices (1) m
D Name Version User Type Internal IP External IP Last Seen
877BC... MGWS20359 8.0.0 bbalderson .'."' 10.1.98.130 172.21.1.1 8/3/17 4:58 PM View Logs x
|4 e 1 {1 > > 5 v | items per page 1;10f 1items

Move Devices
Remove Devices

Reload This Page

1. Select Testing Devices for the correct configuration. To move, remove, or reload testing
devices, select each device by clicking the checkmark next to it and use the Actions drop-down
menu to select the correct option.

Option Description

Move Devices This option moves each selected testing device to a different
configuration. You are prompted to supply the ORG Unit ID for the
target configuration.

Remove Devices This option removes each selected testing device from the current
configuration. A dialog box is displayed that confirms the removal.
You also can remove a device by clicking the x in the rightmost
device field.

Reload This Page This option refreshes the display using the latest information about
the current testing devices.
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for Testing

Moving, Removing, and Reloading Testing Devices (cont.)

Move Devices

Please provide the Org Unit ID

2a. If you attempt to move a device, the Move Devices dialog box
appears. Enter the testing device’s target ORG Unit ID and click
Move to move the testing device (or Cancel to cancel the move).

Confirm Removal

Are you sure you want to remove these devices: B2TAF3ES-
FEF3-485E-8E9E-BF 38BEFA42ED9?

| | Remove

2b. If you attempt to remove a device, the Confirm Removal dialog box appears. Click Remove
to remove the testing device from the configuration (or Cancel to cancel the removal).

Configurations | Add New Configuration

Configuration Information Locations Content Management Content Hosting Service Devices Deployment ERMGHEENTEEY Delete

Config with TSM wen: @0

Org Unit ID: 161775701
Use the Org Unit ID when first starting your testing device to register it to this configuration.

Testing Devices (1)

i D Name Vversion User Type Internal IP External IP Last Seen
| 877BC... | MGWS20559 800 bbalderson f: 10.1.98.130 1722111 8/3M7 4:58 PM View Logs x
I« 4 1 {1 » »l 5 v | items per page 1;10f1items

Move Devices
Remove Devices
Reload This Page

3. After you move or remove a device, you can select Reload This Page
from the Actions drop-down menu to refresh the display with the
latest information and to verify any changes that you made.
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Moving Testing Devices between Districts and/or Schools

You can use the COS - Device Toolkit to move one or more testing devices between districts and/or schools
without having to uninstall and reinstall each testing device. To perform this process, move the testing
device from its current configuration (the source configuration) to a target configuration for a different
district and/or school.

Note: This process is useful for keeping your testing devices organized. For testing purposes, testing
devices do not have to be in their designated district or school—any student at any school can test on
any testing device. The COS - Device Toolkit settings are basically used to indicate whether automatic
INSIGHT software updating (Auto Update) is enabled and to provide the connection information for a
proxy host, content caching, and response caching.

(1) Important: To perform this process, you must have the correct permissions to access multiple districts
and/or schools. You also must be able to locate the testing devices in the source configuration and know the
target configuration’s ORG Unit ID.

Configurations | Add New Configuration

GA » GA > Sample District Change

Add and remove charts: | Configurstons || Testing Davioes

& Fully Functional
) Outof date
A Unatle to find

A Unsble to find view

Configurations Testing Devices
pr— Q] .

Service Devices: (D) Testing Devices: (0) Location: (1)

Service Devices: (0) Testing Devices: (0) Location: (1)

Service Devices: (0) Testing Devices: (1) Location: (1)

1. To move one or more testing devices to a different district
or school (configuration), from the COS - Device Toolkit,
select the source configuration from the dashboard.
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Moving Testing Devices Between Districts and/or Schools (cont.)

2. When the source configuration
appears, select Testing Devices.

Configurations | Add New Configuration

Configuration Information Locations Content Management Content Hosting Service Devices Deployment RERUREYTELY Delete

Config with TSM

Use the Org Unit ID when first starting your testing device to register it to this configuration

Testing Devices (1)

D Name Version User Type Internal IP External IP Last Seen
877BC... MGWS20559 800 bbalderson r"' 10.1.98.130 1722111 8/3/M17 4:58 PM Wiew
I« . | 1 {1 » » 5 v | items per page

Move Devices
Remove Devices

Reload This Page

3. Enter a checkmark next to each testing device you want to move and use the Actions
drop-down menu to select Move Devices.

Note: If necessary, use your browser to search by Device ID to locate a testing device.

Move Devices

Please provide the Org Unit |10

4. When the Move Devices dialog box
appears, enter the ORG Unit ID of the
target configuration in the field that
appears and click Move.
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Moving Testing Devices between Districts and/or Schools (cont.)

Configurations Add New Configuration

Configuration Information Locations Content Management Content Hosting Service Devices Deployment RES LR Delete
Use the Org Unit ID when first starting your testing device fo register it to this configuration.
You successfully moved testing devices 8778C451-39C4-4850-8753-ASEF5T457508 to configuration PKL Config 2 - 30871201
Testing Devices (0)

Mo results found

5. If the move is successful, a message
appears that indicates the configuration
to which the device was moved.

Configurations Add New Configuration

Configuration Information  Locations Content Management Content Hosting Service Devices Deployment RESGLEInEYEY Delete

PKL Config 2
L;s-s the 5rg unrlt \d when first starting your testing device to register it to this configuration
Testing Devices (1)

ID Name Version User Type Internal IP External IP Last Seen

877BC4B...  MGWS20559 8.0.0 bbalderson Fy 10.1.98.130 1722111 BI3/17 4:58 PM

items per page

Actions -

6. To verify the device was moved, select click the
Configurations tab to display the dashboard, select the
target configuration, and select Testing Devices. The
testing device should appear on the Testing Devices
page of the target configuration.
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Moving Testing Devices between Districts and/or Schools (cont.)

7. Steps 7-9 are optional steps you can perform to further
verify that the move process was successful.

Start DRC INSIGHT on the testing device and open the
System Readiness Check by clicking the checkmark in
the lower left corner of the main INSIGHT testing page.

System Readiness Check
Access Code: 7745

Enter Access Code
7745

Submit Cancel

8. When prompted, enter the access code 7745 in

the Enter Access Code field and click Submit.

https://38d6f570-7198-408b-a57e-
887ac3bccB02-legacy-prod.dre- Yes
centraloffice.com: 8443/

HTTPS Proxy Device ID Device Toolkit Organizatienal Unit and ID District School
Qyg3GsOtZ Luke (76005) SAMPLE DISTRICT AMIILE SUHUUL SHOsE
Required Test List
Status Test Name. Details
o Screen Resolution Details
° Internet Connection Details
(v] RAM Details
(] Audio Capability Details
(v] 0S Level Details
-

9. On the System Information page that appears, the
District column and/or the School column should
indicate the target location.
System Information
Client Version Configuration Source Installation Wrectory
7.0.0 Device Toolkit C:\Program Filey\DRC INSIGHY Online Assessments
Machine Namo Usor Name 05 Lavel 08 Version
MGLT23211 wgarnett Microsoft Windows 7 Professional Service Pack 1 (build 7601),'82-bit 6.1
Response Caching TSM Connaction ??ﬁ:::ﬁ::ﬂ:ﬂ Contant Cakhing TSM Connection Tgﬂ'g:;%m

https://38d6f5Y0-7198-408b-a57e-
867ac3bccB0-legacy-prod.dre-
centraloffige.com: 8443/

Yes
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Adding Testing Devices by Device ID

You can use the COS - Device Toolkit to add testing devices to a configuration to organize your testing
devices for testing. To add a testing device, you must know the Device ID.

Note: If you add a device from one configuration to another configuration, the device is moved from the first
configuration into the second configuration.

Configurations Add New Configuration

Configuration Information Locations Content Management Content Hosting Service Devices Deployment RESGLEESNIEE Delete

PKL Config 2 oo @D

Use the Org Unit ID when first starting your testing device to register it to this configuration
Testing Devices (0) E77BC4B1-55C

No results found

1. Select Testing Devices for the correct
configuration, enter the Device ID of the
testing device in the Add field, and click
Add to add the testing device.

Configurations | Add New Configuration
Configuration Information  Locations Content Management Content Hosting Service Devices Deployment [RESGLEREH-EY Delete
- Heip: X )
PKL Config 2
Use the Org Unit 1D when first starting your testing device to register ito this configuration

You successfully added device 8778C4B1-89C4-4850-8753-ASEF574575D8

Testing Devices (1)
] Name Version User Type Internal IP External IP Last Seen
S77BCAB... | MGWS20559 200 bbslderson Iy 0.1.98.130 1722114 81317 4:58 PM fiew Logs ®
4 < 1 1 > »l q v | items per page - 10f1items
Actions -

2. The Testing Devices grid reappears with the testing device added to
the configuration. (You may need to select Reload This Page from
the Actions drop-down menu to refresh the display.)

Note: The Device ID is not the testing device’s serial number.
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Viewing Testing Device Log Files

You can use the COS - Device Toolkit log files to review system information about the testing devices
assigned to a configuration. The log entries are stored for 30 days.

Configurations | Add New Configuration

Configuration Information Locations Content Management Content Hosting Service Devices Deployment

Config with TSM

Testing Devices

Delete

Use the Org Unit ID when first starting your testing device to register it to this configuration.

Testing Devices (1)

ID = Name

Version User Type Internal IP External IP Last Seen
877BC... MGWS20559 8.0.0 bbalderson :" 10.1.98.130 172.21.1.1 8/3/17 4:58 PM View Logs x
I« < 1 1 » >l v | items per page 1:10f11tems
1 -

Select a configuration and
select Testing Devices.

2. Click View Logs for the device
whose log files you want to view.

Configurations | Add New Configuration

Updated

Logs for Config with TSM: 102911 - 877BC4B1-89C4-485D-8753-A5EF574576D8

Message
N7 Device assigned fo group Canfig with TSM (161775701}

110w vl [5 v |itemsperpage
back

1:10f1 items

3. System information about the device appears. You can view the
time an incident was logged, the Device ID, and the message.
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for Testing

Deleting Configurations

You can use the COS - Device Toolkit Delete to delete a configuration. To delete a configuration, all of the
testing devices and TSMs associated with the configuration must be removed from the configuration (see
“Moving, Removing, and Reloading Testing Devices” on page 154).

1. Select a configuration
and select Delete.

Configurations | Add New Configuration
Configuration Information Locations Content Management Content Hosting Service Devices Deployment Testing Devices a2

Config with TSM

Ue‘s the Org Unit ID when first starting your testing device to register it to this configuration.

Delete the configuration?
Deleting the configuration will remove it permanently. All associated service and testing devices must be removed pricr to deletion.

Delete

2. Click Delete to delete the configuration from the Central Office Services database.

Note: You must remove all of the configuration’s TSMs and testing devices before
you can delete the configuration.

Confirm Deletion

Are you sure you want to delete this configuration? Al

assotiated devices will be disabled.

3. When you click Delete, if there are no TSMs or testing devices
associated with the configuration, the Confirm Deletion dialog box
appears, allowing you to verify your decision. Click Continue to
delete the configuration (or Cancel to cancel the deletion).
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Introduction

B About This
Guide

Important
Information

B DRC INSIGHT

This user guide is part of a multi-volume set that describes how to
configure, install, manage, and troubleshoot the DRC INSIGHT
Online Learning System, or DRC INSIGHT. This volume, Volume
1V: DRC INSIGHT, describes how to configure, install, manage, and
troubleshoot the DRC INSIGHT software. It contains installation
information for the various environments that support INSIGHT and
describes how to use the System Readiness Check to verify that your
testing devices are ready for testing.

1) Important: Throughout this user guide, the Information
icon ((1)) indicates important information or crucial tips.

The main component of the DRC INSIGHT Online Learning
System is DRC INSIGHT, the secure Web-browser testing interface
installed on each testing device. This software communicates with
the DRC INSIGHT server to provide test questions to the test taker
and to send responses to the DRC INSIGHT server, which stores
them securely. Throughout this user guide, we refer to the secure
Web-browser testing interface as simply INSIGHT.
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Windows Installation

B What’s Covered
in This Section

B Installing
Multiple TSMs
and INSIGHT

This section describes the INSIGHT installation process in a Windows
environment. The first part of this section provides basic information
about installing INSIGHT interactively using the installation wizard.
Then, the section provides information about installing INSIGHT silently
(non-interactively) and uninstalling INSIGHT.

(1) Important: To make the INSIGHT installation process easier, DRC
recommends that you install the TSM before you use the Central Office
Services - Device Toolkit to create configurations and before you
install INSIGHT.

If you plan to access multiple testing programs using the same testing
computers, you may need to install more than one TSM (using multiple
testing computers) and use INSIGHT to access more than one testing
program.

*  You cannot install more than one TSM on the same computer.
*  You can install a TSM and INSIGHT on the same computer.

* You can use INSIGHT to access multiple testing programs (for
example, ACCESS for ELLs 2.0 and your state-specific testing
program) from the same device. You access these testing programs
using the same DRC INSIGHT desktop shortcut. When you start
INSIGHT, a page appears that lists the different testing programs from
which you can select.
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Quick Tour: Installing INSIGHT for Windows OS

This Quick Tour describes how to install INSIGHT for Windows. DRC provides an easy-to-use wizard to

To launch the wizard and start the
installation, log in to the WIDA Assessment
Management System (WIDA AMS),

open the All Applications menu bar,

select General Information—Technology
Downloads, and click the DRC INSIGHT
Windows Installer icon ([&)).

Note: There is only one version of DRC
INSIGHT for Windows. The directory where
it is installed depends on whether you are
using a 32-bit or 64-bit version of Windows.

After you have downloaded the installation
program, click the DRC_INSIGHT _Setup.
msi icon to start an installation.

The Welcome to the INSIGHT Online
Learning System Setup Wizard window
appears. Click Next to continue.

Note: On most installation windows, you can

click Back to return to the previous window

or Next to proceed to the next window. Some

windows display other options.

The License Agreement window appears. To
continue the installation, read the agreement
and select the option I accept the terms

in the License Agreement. (If you do not
accept the agreement, the installation ends.)

Click Next to continue when the Next button
1S active.

install the software. You must be logged in as an Administrator to have the correct installation access rights.
1.

BEBEEBEBMEBEBMBEBBEB

‘_@ DRC INSIGHT Online Learni

Welcome to the DRC INSIGHT
Online Learning System Setup
Wizard

This will install DRC INSIGHT Online Learning System on your
computer. The wizard will lead you step by step through the
installation.

Click Mext to continue or Cancel to exit Setup.

< Back Next = ] [ Cancel

ﬁ DRC INSIGHT Online Learning System

License Agreement

Please read the following important information before continuing.

End User License Agreement for DRC Software
06/16/2015

IMPORTANT - BE SURE TO READ CAREFULLY

SCOPE

(@) [ accept the terms in the License Agreement

(71 I do not accept the terms in the License Agreement

Advanced Installer —

< Back ][ MNext > ] [ Cancel
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Quick Tour: Installing INSIGHT for Windows OS (cont.)

4.

The Configure Shortcuts window appears.
Use this window to indicate which
shortcuts the installation process should
create. DRC recommends that you select
both shortcuts.

After you have made your selections, click
Next to continue.

The Ready to Install window appears. Click
Back to review or change your settings,
Install to start the installation, or Cancel to
cancel the process.

While INSIGHT is being installed, a
progress window indicates the status of
the installation. If necessary, you can click
Cancel to end the installation process.

ﬁ DRC INSIGHT Online Learning S

Configure Shortcuts
Create application shortcuts

Create shortcuts for DRC INSIGHT Online Learning System in the following locations:

Desktop

Start Menu Programs folder

Advanced Installer

I

13! DRCINSIGHT Online Learning

Ready to Install

installation

Click "Install” to begin the installation. If you want to review or change any of your

The Setup Wizard is ready to begin the DRC INSIGHT Online Learning System

installation settings, dick "Back™. Click "Cancel” to exit the wizard.

Advanced Installer

< Back ][

Install

][ Cancel ]

ﬁ DRC INSIGHT Online Learning S

Installing DRC INSIGHT Online Learning System

Please wait while the Setup Wizard installs DRC INSIGHT Online Learning System.

This may take several minutes.

Status:

Advanced Installer

Next >
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Quick Tour: Installing INSIGHT for Windows OS (cont.)

7. When the installation nears completion,

ﬁ DRC INSIGHT Online Learning S:

the Completing the DRC INSIGHT Online
Learning System Setup Wizard window appears,
indicating that INSIGHT is almost installed.

You can specify whether to launch the System
Readiness Check (the default value).

The System Readiness Check verifies that the
testing computer has sufficient screen resolution,
Internet connectivity, memory (RAM), and
other technical specifications needed to perform

online testing (see “Using the System Readiness
Check” on page 223).

Make your selections and click Finish to
register the device with INSIGHT.

The Configuration Not Found page appears. To
successfully register the device with INSIGHT,
you need to locate the device’s ORG Unit

ID from the Central Office Services - Device
Toolkit. When you have the ORG Unit ID (you
can copy and paste it from the Central Office
Services - Device Toolkit), click Assign Device
to ORG Unit.

When the Device Registration page appears,
enter the device’s ORG Unit ID from the Central
Office Services - Device Toolkit (or copy

and paste it from the Central Office Services

- Device Toolkit) and click Add. When the
Register button is enabled, click Register.

When the device registers, the System Readiness
Check will appear for the configuration’s testing
program.

Note: If the configuration points to more than
one testing program, a page appears that you
can use to select your testing program. When the
device registers, the System Readiness check
will appear for the testing program you selected.
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Completing the DRC INSIGHT
Online Learning System Setup
Wizard

Click the "Finish™ button to exit the Setup Wizard.

Launch System Readiness Check

Configuration Not Found

Please raise your hand and wait for help.

Contact your technical resource and provide them with the following information:
DRC INSIGHT cannot retrieve the configuration profile associated with this device
because it cannot find the Device Toolkit ORG Unit ID. The ORG Unit ID was entered
incorrectly, was deleted, or was not assigned to this device.

Click Assign Device to ORG Unit to enter the correct ORG Unit ID,
or click Cancel to end the process.

Assign Device Cancel
to ORG Unit

Device Registration

1.To add the device to a Device Toolkit ORG Unit, enter the ORG Unit ID (or copy and paste it) and click Add
Note: You can repeat this step if you want to access mare than one testing program from this device.

2. When you are ready, click Register to register the device or Cancel to cancel the process.

WkUC1MIGY Add

Cancel

1

|




Windows Installation

Quick Tour: Installing INSIGHT for Windows OS (cont.)

10. When the System Readiness Check launches, the
System Information screen appears. You can see
details about each System Readiness Check test,
execute the tests, and view the results.

DRC Use Only - Sample District
AK

DRC Use Only - OTT Sample
School

Required Test List

Test Name. Details

Click Execute Tests to verify that the testing
computer and any TSMs are configured correctly.
Click Details next to any test you need more
information about (see “Using the System
Readiness Check” on page 223).

When ready, click Exit.

nnnnnn

nnnnnn

11. When the device is successfully registered with
INSIGHT, one of two pages appears.

If a single testing program (location) is associated
with the configuration, the main testing page
appears. If multiple testing programs are
associated with the configuration, a page appears
that you can use to select the testing program.
After you make your selection, the main testing Testing PI‘OQ ram A
page appears.

Select a testing program:

Testing Program B

You can try the Test Practice using your INSIGHT
log-in information, or sign in to the System
Readiness Check by clicking the checkmark in
the lower left side [V/]] and entering the System
Readiness Check Access Code of 7745 (available
in the Central Office Services - Device Toolkit—
see Volume III: Configuring Devices for Testing).

Copyright 2015 © Data Recognition Corp

System Readiness Check
Access Code 7745

12. The default installation adds a single shortcut to
your desktop. Use the shortcut to sign in to the
Test Practice, try the Test Demo, view sample
test items, or to test using your INSIGHT log-in
information.

DREINSIGHT
Cnline
Assessments

Page 171



Windows Installation

Managing INSIGHT

This section describes how to install INSIGHT from a command line, how to start and stop INSIGHT and
the System Readiness Check, and how to uninstall INSIGHT. You must be logged in as an Administrator to
have the correct installation and uninstallation access rights.

(1) Important: After installing INSIGHT, start INSIGHT to register the device with its Central Office
Services - Device Toolkit configuration. (You can do this automatically, using a script or device management
software, or manually.) Remember to register the device before applying any desktop protection
software (such as Deep Freeze) to avoid having the device re-register with the Central Office Services -
Device Toolkit every time INSIGHT is launched.

Installing INSIGHT from a Command Line

To install INSIGHT from a command line, execute the INSIGHT setup command—DRC_INSIGHT _
Setup.msi—using the specific options you want to use. To display a list of the command line options, use
the /h (help) parameter with the setup command by selecting Run... and specifying DRC_INSIGHT _
Setup.msi -h.

The following figure shows a list of the standard options. Refer to the Windows Installer Software
Development Kit for detailed information about the command line syntax.

Windows ® Installer. ¥V 5.0.7601.17514 -

msiexec /Option <FReguired Parameter: [Optional Parameter]

m

Install Options |
</package | /iz <Product msi=
Installs ar configures a product
/a =Product msi=
Administrative install - Ingtalls a product on the netw
A<ulm <Product msiz [ <Transform List>] [/ <Language |D
Advertises a product - m to all users, u to cument wse
</uninstall | A= <Product.msi | ProductCode
Uninstalls the product

Display Options
Jquiet
Cuist mode, no user interaction
/passive
|Unattended mode - progress bar onby
/q[nibirf]
Sets userinterface level
n- Mo Ul
b - Basic Ul
r- Reduced Ui
1 | ] [ r

Figure: INSIGHT Setup Command Options
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Installation Command Syntax and Example

The following is the syntax for the install program command:

DRC_INSIGHT_Setup.msi <properties> <MSI switches>

Note: All properties are passed in a key=value format (see the example below).

Example

The following examples install INSIGHT, with and without a proxy host, using an ORG Unit ID of
123456789.

(1) Important: Do not copy and paste this information—it is meant for example only.

msiexec.exe /i DRC_INSIGHT_Setup.msi /gn https_proxy="https://10.1.1.1:8080" ou_
ids="123456789"

msiexec.exe /i DRC_INSIGHT_Setup.msi /qn ou_ids="123456789"

Where:

ou_ids is the ORG Unit ID number to which the device is assigned. This parameter points to the specific
configuration information for TSM content, district and school ID, proxy server information, and
auto-update information. It is used to register the device with INSIGHT.

https_proxy is the path to the proxy host (if specified).

Note: For more information about the MSIEXEC properties and switches that you can use with the
installation application, refer to the Microsoft Command Line options page.
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Installing INSIGHT Silently

1. To install INSIGHT silently (non-interactively), log in to WIDA AMS at https://www.wida-ams.us,
open the All Applications menu bar, select General Information—Technology Downloads.

DRCANSIGHT  WIDA Assessment Management System

All Applications ¥

Announcements | Documents | Sample Items | Technology Downloads | Test Demo

2. From the Technology Downloads page, download the Windows INSIGHT installation file, DRC
INSIGHT _Setup.msi, to the C: drive.

Technology Downloads

‘ E

B B

BEEBMB

B B

B BE B

p» Default (C:) » SilentInstall

with - Burn Mew folder

S

Mame

i5 DRC_INSIGHT Setup.msi

3. From a command prompt, use the Change Directory (CD) command to change to the directory where
you installed the INSIGHT file and enter the following command:

msiexec.exe /i DRC_INSIGHT_Setup.msi /gn https_proxy="https://10.1.1.1:8080" ou_
ids="123456789"

Note: If you use a proxy host, specify the path to the proxy host between the quote marks. Otherwise,
remove the HTTPS PROXY parameter.
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Installing INSIGHT Silently Using ORCA
To install INSIGHT silently using ORCA, perform the following steps:

1. To install INSIGHT silently (non-interactively), log in to WIDA AMS at https://www.wida-ams.us,
open the All Applications menu bar, select General Information—Technology Downloads.

DRCANSIGHT  WIDA Assessment Management System

All Applications ¥

General Information Announcements | Documents | Sample ltems | Technology Downloads | Test Demo

2. From the Technology Downloads page, download the Windows INSIGHT installation file, DRC _
INSIGHT _Setup.msi, to the C: drive.

Technology Downloads

ingSofenr Dowlosds

BB B

Ui 15475 Ui 1604 -t 225 G 34 Uiy Sl

e

BEBB

B B

B B

B

b

3. Download a copy of ORCA from https://msdn.microsoft.com/en-us/library/windows/desktop/
aa370557(v=vs.85).aspx to your Program Files folder.

4. Right-click Orca.exe and select Open.

&% Untitled - Orca

File Edit Tables Transform Tools View He
O = =
Tables

5. Browse to the DRC INSIGHT Setup.msi file and open it.

Page 175



Windows Installation

Installing INSIGHT Silently Using ORCA (cont.)
6. Select Property.

MsiPatchCertificate
Patch
PatchPackage

Property
RadicButton

m

Reglocator
Registry

RemowveFile

7. Sort the display using the Property column.

Property Yalue
8. Locate the OU_IDS field and enter the ORG ID with no quotes or spaces (see the example below).
OU _IDS 123456789

9. Ifyou are using a proxy host, locate the HTTPS PROXY field and enter the full proxy address with no
spaces (see the example below).

HTTPS PROXY  https://10.1.1.1.:8080

10. Save the file and exit Orca.

(1) Important: Save the file using Save, not Save As.

11. Use the following command to run the updated installer with the new embedded switches:

msiexec.exe /i DRC_INSIGHT_Setup.msi /qn
Note: Use gb instead of qn for Windows 8.
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Starting INSIGHT

You can start INSIGHT from a testing computer using the desktop shortcut, the Windows Start menu, or
Windows Explorer.

» For 64-bit Windows, start Windows Explorer and select the installation drive—Program Files (x86)—
DRC INSIGHT Online Assessments—DRClInsight.exe for INSIGHT.

* For 32-bit Windows, start Windows Explorer and select the installation drive—Program Files—DRC
INSIGHT Online Assessments—DRClInsight.exe for INSIGHT.

Stopping INSIGHT in Windows 7

If INSIGHT becomes unresponsive on a Windows 7 computer, you can stop it by using the Windows Task
Manager 7 (see the figure).

1. Start the Task Manager, by pressing Ctrl-Alt-Delete and selecting Start Task Manager.

B Windows Task Manager
— —
View Windows Help I

File Opi

ses | Senvices | Performance | Networking | users |

Task
[W]volume Iv_INSIGHT_wIDA_08_09_16.docx (Protect... Running
l || nbox - BBalderson@DataRecognitionCorp.com - Mi... Running
JDRC eTesting Runnin g
Tl section 48 - Install Windows_INSIGHT_WIDA.indd ... Running

enaTask | [ switehTo | [ NewTask..

2. When the Task Manager window appears, select DRC eTESTING and click End Task.

Stopping INSIGHT in Windows 10
If INSIGHT becomes unresponsive on a Windows 10 computer, you can stop it by pressing Alt—F4.
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Uninstalling INSIGHT

You can uninstall (remove) INSIGHT from a Windows machine by using the Control Panel, using the Start
menu, or silently using a command.

Note: If you cannot remove INSIGHT, please contact DRC Technical Support.

Using the Control Panel

To uninstall INSIGHT using the Control Panel, select Uninstall a Program, select DRC INSIGHT Online
Learning System—DRC Online Assessments, right-click, and select Uninstall.

Uninstall or change a program

To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.

Organize *  Uninstall  Change B - IQZI
MName ° Publisher Installed On  Size Version
[5717-Zip 9.20 (x64 edition) Igor Pavlov 4/3/2013 453IMB  9.20.00.0
R Adobe AIR Adobe Systems Incorporated 5/15/2014 3.7.0.1860
B Adobe Flash Player 14 ActiveX Adobe Systems Incorporated 7/8/2014 600 MB  14.0.0.145
B Adobe Flash Player 14 Plugin Adobe Systems Incorporated 7/8/2014 600 MB  14.0.0.145
[ Ask Toolbar Updater Ask.com 2/3/2014 1.4.453182
OC\sco WebEx Meetings Cisco WebEx LLC 7/22/2014
3 DRC INSIGHT Online Learning Syste “IJ- ';ﬂall - tnts. Data Recognition Corporation 7/31/2014 625MB 511113
EFlIeZ\IIa Client 2.8.0 o Tim Kosse 3/28/2014 178MB 380
© Google Chrome Change GoogleInc. 6/14/2014 36.0.1985.125

Using the Start Menu

To uninstall INSIGHT using the Start Menu, select All Programs—DRC INSIGHT Online Assessments—
DRC INSIGHT Uninstaller and click Yes when the Windows Installer dialog box appears.

Using a Command

To uninstall INSIGHT silently, use the following command from a command prompt window as
administrator from the folder in which you installed INSIGHT.

msiexec.exe /x DRC_INSIGHT_Setup.msi /gn
Note: Use gb instead of gqn for Windows 8.

Page 178



Mac (OS X and macOS)

Installation
o o o

Page 179



Mac (OS X and macOS)
Installation

B What’s Covered
in This Section

B Installing
Multiple TSMs
and INSIGHT

This section describes the INSIGHT installation process in a Mac (OS

X and macOS) environment. The first part of this section provides basic
information about installing INSIGHT interactively using the installation
wizard. Then, the section provides information about installing INSIGHT
using a software deployment tool and uninstalling INSIGHT.

(V) Important: To make the INSIGHT installation process easier, DRC
recommends that you install the TSM before you use the Central Office
Services - Device Toolkit to create configurations and before you
install INSIGHT.

If you plan to perform multiple types of assessments using the same
testing computers, you may need to install more than one TSM and use
INSIGHT to access more than one testing program.

*  You cannot install more than one TSM on the same computer.
*  You can install a TSM and INSIGHT on the same computer.

* You can use INSIGHT to access multiple testing programs (for
example, ACCESS for ELLs 2.0 and your state-specific testing
program) from the same device. You access these testing programs
using the same DRC INSIGHT desktop shortcut. When you start
INSIGHT, a page appears that lists the different testing programs from
which you can select.
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Quick Tour: Installing INSIGHT for Mac OS X and macOS
This Quick Tour describes how to install INSIGHT on a Mac. DRC provides an easy-to-use wizard to install

the software.

1. Download the dedicated installer for
the Mac (OS X and macOS) operating
system, DRC_INSIGHT _Setup.pkg,
that DRC created. Log in to the WIDA
Assessment Management System (WIDA
AMS), select General Information—
Technology Downloads, and click the
DRC INSIGHT Mac Installer icon ([&]).

2. Double-click the downloaded DRC _
INSIGHT _Setup.pkg file to start the
wizard.

Note: You must be a Mac System
Administrator to install INSIGHT.

3. The Welcome to the DRC Insight Installer
window appears.

Note: On most installation windows,

you can click Go Back to return to the
previous window, Continue to proceed to
the next window, or Cancel to cancel the
installation. Some windows display other
options.

Click Continue.

4. The Software License Agreement window
appears. You can read through the
Agreement. To continue, read the license
and click Agree or click Save....

Technology Downloads

e
a
a
a
a
&
a
a
&
a
a
a
800 — 7;7linsit.;lil DRC Irnsight
1e to the DRC ht Installer
@ Introduction
@ License You will be guided through the steps necessary to
™ install this software.
[ ] Destinatio_néele
£

) Instal\atign Tyt::'a{

@ Installation

@® Summiary

R
o L
1
|
|
Go Back | Continue |
8 00 & Install DRC Insight

@ Introduction

@ License

L] Destinatiopéele
] Imstallatl‘f; Typ
@ Installagion /7
@ Summiary

- ‘"'"l"""m 1 a
L 1

T LS
£\ \

Software License Agreement

End User License Agreement for DRC Software
0B/16/2015

IMPORTANT — BE SURE TO READ CAREFULLY

SCOPE

This Agreement does not caver any of the test items or documents created under the
500ps of the contract with yau. It does cover the Saftware owned by DRC which is
used in the performanc of the contrac.

END USER LICENSE AGREEMENT

This End User License Agreement "License” is a legal agreement between you and
DRC regarding the software ["Software] provided under your contract for educational
testing services with DRE's custamer, you [*Contract’]

All DRC software which is included shall be referred to herein as the "Software”,
This License covers all of the Software. The software includes the computer
software, any associated media, any printed materials and any "on-line” or electronic
documentation, as well as DRC supplied or authorized updates / upgrades pravided
in the future. By installing. coovina jing or othenwise using the Software.

Print... | | Save.. |

| GoBack | | Continue |
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Quick Tour: Installing INSIGHT for Mac OS X and macOS (cont.)

. . . .
If you click Continue without reading the — r————
license or clicking Save, a window appears _
To continue installing the software you must agree to the terms
to verify your choice and explain the of the software license agreement.
: @ Ing Click Agree to continue or click Disagree to cancel the installation
Optlons 8 Lic and quit the Installer.
. . . ® De
To continue, click Agree and Continue. o ins . e
[ Osagree | [ Agree |
@ Ins
o sy T e contraet.
T
i : L i Ig, END USER LICENSE AGREEMENT
§ 1
This End User License Agresment "License” is a legal agreement between you and
DRG regarding the software [*Software"] provided under your contract for aducational
testing services with DRC's customer, you [Cantract]
All DRE software which s included shall be referred to hersin s the “Seftware”
] This License covars all of the Software. The softwar includes the comautar
softwar, any associated media, any printed materials and any “on-line” or electranic
| documentation, as well as DRC suppiied or autherized updates | upgrades provided
y in the future. By instaliing. cooving. downloading ar othenwise using the Softwars.
| Print... | | Save... | GoBack | | Continue |
8 00 s Install DRC Insight

5. The Select a Destination window appears,
indicating the amount of disk space the : ‘ ‘
. . . . Select the disk where you want to install the DRC Insight
installation will require. © Introduction saftware.

Select a Destination

8 License ) Q
Click Continue. e Destinati?‘SeI} 1 .29
® Instal\ati'n'n Twi?’ d

Macintosh HD
544.09 CB available
@ Summary 639.28 GB total

@ Installagion

I""u""L“"' 4 % | Installing this software requires 118.8 MB of space.
1

You have chosen to install this software on the disk "Macintosh
HD".

| GoBack | | Continue |
6. The Standard Install on “Macintosh HD” @ Install DRC Insight
window appears. You can change the dard Install on i
installation location or use the default @ Introduction
location. T 'cl':.:xlrle:ake 118.8 MB of space on your
a8 Des(inatl?‘SE

@ Installation
L

Click Install to perform a standard installation of
:F this software on the disk “Macintosh HD".

To use the default location, click Install.

® Installagion

@ Sumngary
ey
gt e

| Change Install Location... |

| GoBack | | Install |
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Quick Tour: Installing INSIGHT for Mac OS X and macOS (cont.)

7. You must be a Mac System Administrator

to install INSIGHT. After you enter your ...s.a.m.f [ s oin o et st
name and password and click Install I _
Software, the installation begins. S e[
2 Inslallalﬁn Preparing Password:
® Summiary - - —‘\; [ Cancel | [ Install Software |
—
[/
' Go Back Continue
8. During the installation, a window indicates 000 @ Install DRC Insight

Installing DRC Insight

the progress of the installation.

© Introduction

& License

(=] Des(inali Sel
=) Installauﬁn Writing files...

(-] Installaﬂon

@ Summary
g
ML 1
e a
f 7
[ 4
Go Back Continue
9. After the installation, a window indicates 800  Install DRC Insight
the status of the installation. If the The installation was completed successfully.
installation is successful, click Close. o imtroduction
Otherwise, if necessary, click Go Back to olicense
change your installation options © Desrinac g
g y p : Blnstalla!iﬁn
© Installation The installation was successful.
& Summary -
| 'Milllll IE, I The software was installed.
f 7
| y
[ 4

Go Back
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Quick Tour: Installing INSIGHT for Mac OS X and macOS (cont.)

10. The Configuration Not Found page appears. To

11

12

successfully register the device with INSIGHT,
you need to locate the device’s ORG Unit

ID from the Central Office Services - Device
Toolkit. When you have the ORG Unit ID (you
can copy and paste it from the Central Office
Services - Device Toolkit), click Assign Device
to ORG Unit.

When the Device Registration page appears,
enter the device’s ORG Unit ID from the Central
Office Services - Device Toolkit (or copy and
paste it from the Central Office Services -
Device Toolkit), click Add.

When the Register button is enabled, click
Register.

When the Register button is enabled, click
Register. When the device registers, the
System Readiness Check will display for the
configuration’s testing program.

Note: If the configuration points to more than
one testing program, a page appears that you
can use to select your testing program. When the
device registers, the System Readiness check
will appear for the testing program you selected.

When the System Readiness Check launches,
the System Information screen appears. You can
see details about each System Readiness Check
test, execute the tests, and view the results.

Click Execute Tests to verify that the testing
computer and any TSMs are configured
correctly. Click Details next to any test you
need more information about (see “Using the
System Readiness Check” on page 223). When
ready, click Exit.
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Configuration Not Found

Please raise your hand and wait fer help.

Contact your technical resource and provide them with the following information:
DRC INSIGHT cannot retrieve the configuration profile associated with this device
because it cannot find the Device Toolkit ORG Unit ID. The ORG Unit ID was entered
incorrectly, was deleted, or was not assigned to this device.

Click Assign Device to ORG Unit to enter the correct ORG Unit ID,
or click Cancel to end the process.

Assign Device Cancel
10 ORG Unit

Device Registration

1. To add the device to a Device Toolkit ORG Unit, enter the ORG Unit ID (or copy and paste it) and click Add
Note: You can repeat this step if you want to access more than one testing program from this device.

2. When you are ready. dlick Register to register the device or Cancel to cancel the process

Add

WhuC1MIGg

1

hitps://4dd58b0a-legacy-sqa.drc-

System Information

Clent version configuraton Source Instalation Directory
8.0.0 Device Toolkit C:\Program Files (x86)\DRC INSIGHT Online Assessments (SQA)

Machine Name._____UserName o8 Lovel o8 Vorsion

PLYLT12352 ebamey Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
Response Caching TSM Connection Rasponse Cacting TS s

Yes hitps://4dd58b0a-legacy-sqa.drc-
centraloffice.com:8443/ centraloffice.com:8443/

Yes

LoadResults  Execue Tests | (@) TestAudio  Exit

Copyright © 2017 Data Recognition Corporation.

""";:; Device ID Device Toolkit Organizational Unit and ID District School
YUbIWHKN TSI\‘AX/:E;)SOQR):: (Zomn)sne) DRG Use Ony- Sampe Disttt DRG Use Crly - OTT Sarmple
Required Test List
status Tost Name. Details
(V] Screen Resolution Details
o Internet Connection Details
(V] RAM Details
(V] Audio Capability Details
o S Level Details
o User Agent Details
(V] Response Caching TSM Connection Details.
(V] Response Caching TSM Status. Details
[v] Response Caching TSM Version Details
(V] Content Caching TSM Connection Details
(V] Content Caching TSM Version Details
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Quick Tour: Installing INSIGHT for Mac OS X and macOS (cont.)

13. When the device is successfully registered

with INSIGHT, one of two pages appears. .
Select a testing program:
If you configured a single testing program,

the main testing page appears. If you
configured more than one testing program, _
a page appears that you can use to select TeStmg Program A
the testing program. After you make your
selection, the main testing page appears.

Testing Program B

You can try the Test Practice using your
INSIGHT log-in information or sign in to
the System Readiness Check by clicking Copyright 2015 © Dta Recogriton Corp
the checkmark [M]] in the lower left side
and entering the System Readiness Check
Access Code of 7745 (available in the
Central Office Services - Device Toolkit—
see Volume IlI: Configuring Devices for
Testing).

System Readiness Check o
Access Code 7745

14. The installation adds a single shortcut to
your desktop. Use the shortcut to sign in
to the Test Practice, try the Test Demo,
view sample test items, or test using your
INSIGHT log-in information.

'DRC INSIGHT
Onlinefisments’
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Managing INSIGHT

This section describes how to install INSIGHT using a software deployment tool, how to start and stop
INSIGHT, and how to uninstall INSIGHT.

(1) Important: After installing INSIGHT, start INSIGHT to register the device with its Central Office
Services - Device Toolkit ORG Unit configuration. (You can do this automatically using a script or device
management software, or manually.) Remember to register the device before applying any desktop
protection software (such as Deep Freeze) to avoid having the device re-register with the Central
Office Services - Device Toolkit every time INSIGHT is launched.

Installing INSIGHT Using a Software Deployment Tool
The following example shows how to install INSIGHT on a Mac using the Apple Remote Desktop software.

Note: The Apple Remote Desktop software was used for this example, but the process is similar with other
software deployment tools.

1. Ifthere is an old version of INSIGHT, remove the old version (see “Uninstalling INSIGHT” on
page 188) and install and configure the INSIGHT secure browser on the computer from which you
will be distributing the software (see “Quick Tour: Installing INSIGHT for Mac OS X and macOS” on
page 181).
(1) Important: To ensure that testers can have Read and Write access the correct folders on the testing
computers, you may need to adjust the permissions on the folders you will be copying before you
distribute them to the testing computers (see the figure below).

~— DRC INSIGHT Online Assessments 102.8 MB
= Modified: Today 4:29 PM

¥ Spotlight Comments:

¥ General:

Kind: Folder
Size: 102,760,438 bytes (103.2 MB on disk) for 7 items
Where: jApplications
Created: Today 4:28 PM
Modified: Today 4:29 PM
Label: x

("] Shared folder
Locked

P More Info:

P Mame & Extension:

P Preview:

¥ Sharing & Permissions:
You have custom access

MName Privilege

system ¥ Read & Write
whee ¥ Read & Write
eVeryone ¥ Read & Write
= &
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Installing INSIGHT Using a Software Deployment Tool (cont.)

2. Start Apple Remote Desktop and select the following directory in a Copy Items window from the Apple
Remote Desktop administrator’s computer.

IApplications/DRC INSIGHT Online Assessments

Note: You may need to adjust the destination locations and permissions depending on students’
permissions (see the figure below).

8 00 Untitled
© Copy Items Template: | None 4]
Items to copy Size |
M DRC INSIGHT Online Assessments 98.00 MB

= Drag items into the list or click "+" to locate them.

Place items in: | Same relative location =

If an itermn already exists: | Ask what to do sl

Set item ownership to: | Preserve current owner s

If a problem occurs: || Stop the copy on all targets

After copying: || Open items

Security: | Encrypt network data
Network usage: [ | Limit to kilobytes per second
| Name A | Status
= plylt8998-106 Idle (29m)
1 computer
| Schedule... | | Save | [ Copy

3. Copy the folders to your list of destination computers.

4. Verify the installation by running the Software Readiness Check on the computers where you installed
the software.
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Starting INSIGHT

You can start INSIGHT from a testing computer by using the desktop shortcut created by the installer, or

from the Applications folder by double-clicking Applications—DRC INSIGHT Online Assessments—
DRClInsight Online Assessments.app.

Stopping INSIGHT

1. IfINSIGHT becomes unresponsive, try the key combination Command—Option—Esc.

® @ Force Quit Applications

If an app doesn‘t respond for a while, select its
name and click Force GQuit.

¢ Google Chrome

B nDesign CC

([ iTunes

» Messages

) Microsoft Outlook
Motes

B Photoshop CC

== Preview

You can open this window by pressing W
Command-Option-Escape.

2. When the Force Quit Applications window displays, select the DRC INSIGHT App and click Force
Quit.

Uninstalling INSIGHT

You can uninstall (remove) INSIGHT using the Applications folder.

Note: You also can run the uninstall process silently.
Using the Applications Folder

You can uninstall (remove) INSIGHT by double-clicking Applications—DRC INSIGHT Online
Assessments—DRC Uninstaller.app. Click Yes when the Warning dialog box appears, enter your Mac
Administrator login information, and click OK. The uninstaller automatically uninstalls the program.
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B What’s Covered
in This Section

B Installing
Multiple TSMs
and INSIGHT

This section describes the INSIGHT installation process in a Linux
environment. The first part of this section provides basic information
about installing INSIGHT interactively using the installation wizard.
Then, the section provides information about installing INSIGHT from
the terminal or a command line, and uninstalling INSIGHT with the
Synaptic Package Manager or by command.

Note: We assume that as an experienced Linux user you are familiar with
Linux concepts such as Terminal mode, the Synaptic Package Manager
software, and the Ubuntu Software Center.

(V) Important: To make the INSIGHT installation process easier, DRC
recommends that you install the TSM before you use the Central Office
Services - Device Toolkit to create configurations and before you install
INSIGHT.

If you plan to access multiple testing programs using the same testing
computers, you may need to install more than one TSM (using multiple
testing computers) and use INSIGHT to access more than one testing
program.

*  You cannot install more than one TSM on the same computer.
* You can install a TSM and INSIGHT on the same computer.

* You can use INSIGHT to access multiple testing programs (for
example, ACCESS for ELLs 2.0 and your state-specific testing
program) from the same device. You access these testing programs
using the same DRC INSIGHT desktop shortcut. When you start
INSIGHT, a page appears that lists the different testing programs from
which you can select.
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B Installing 32-bit
Java Libraries

‘1) Important: On some 64-bit Linux systems, you must install the 32-bit
Java libraries for the INSIGHT installation program to run. To install these
libraries, enter the following commands from a Terminal session.

sudo -i
cd /etc/apt/sources.list.d

echo “deb http://old-releases.ubuntu.com/ubuntu/ raring main
restricted universe multiverse” >ia32-libs-raring.list

apt-get update
apt-get install ia32-libs

If the apt-get install 1a32-libs command fails, enter the following
commands.

sudo dpkg --add-architecture i386
sudo apt-get update
sudo apt-get install ia32-libs
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Installing the Gnome Desktop Environment

The Gnome desktop is required before you can install INSIGHT on a Linux computer. Follow this
procedure to install the Gnome desktop.

1. Press Ctrl+Alt+T to open a Terminal window.

2. Type the following commands at the prompt and press Enter. The first command (before the semicolon)
updates Ubuntu. The second command installs the Gnome desktop.

sudo apt-get update; sudo apt-get install gnome-session-fallback

3. Type your password and press Enter.

@5 & lori@lori-virtualBox: ~

lori@lori-VirtualBox:~% sudo apt-get update; sudo apt-get install gnome-session-
fallback

[sudo] password for lori: [}

4. The installation progress displays, including a message that indicates how much disk space is used for
Gnome. When asked if you want to continue, type y and press Enter.

gstreamery.lU-gconT LNOLCator-appLet-complLete LliDgnome-medla-proriLes-s3.u-u
libgoa-backend-1.0-1 libpanel-applet-4-0 metaclty notification-daemon

The following packages will be upgraded:
gnome-settings-daemon-schemas

1 upgraded, 21 newly installed, & to remove and 140 not upgraded.

Need to get 18.3 MB of archives.

After this operation, 51.1 MB of additional disk space will be used.

Do you want to continue? [Y/n] ¥y

5. When the installation completes, at the prompt: type exit and press Enter to close the Terminal window.

SELLLNY Up NULLI LLALLUN-uderon \9.7.09"L1) ...

Setting up gnome-session-flashback (1:3.8.0-1ubuntul2)

Setting up gnome-session-fallback (1:3.8.0-1ubuntul2)

Setting up indicator-applet-complete (12.10.2+14.04,20140403-0ubuntul)
Processing triggers for libc-bin (2.19-0ubuntué)
lori@lori-virtualBox:~$ exit

6. Click the upper-right corner of the screen to display the System menu. Select Log Out to end the

Sess1on. ¥ G B = o 02am L&
About This Computer
Ubuntu Help
System Settings...

Lock
2 Guest Session
* 2 Lori

[

ST
Shut Down...
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Installing the Gnome Desktop Environment (cont.)

7. On the Login screen, click the Ubuntu icon.

Guest Session

8. Alist of available desktop environments displays. Select the GNOME Flashback option for Metacity.

Select desktop environment
|i| @ GNOME Flashback (Compiz)

@), GNOME Flashback (Metacity)

| @ Ubuntu (Defaulk)

9. The Login screen displays. Enter your password and press Enter to log in. After a successful log in to
Gnome, you can begin installing INSIGHT on the computer.
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Quick Tour: Installing INSIGHT for Linux

This Quick Tour describes how to install the INSIGHT for Linux. DRC provides an easy-to-use wizard to
install the software. In a Linux environment, you use the Ubuntu Software Center to run the wizard.

1. To launch the wizard and start the
installation, log in to the WIDA Assessment
Management System (WIDA AMS),
open the All Applications menu bar,

select General Information—Technology
Downloads, and click the DRC INSIGHT
Linux Installer icon ([&]) to download the
INSIGHT setup file, DRC_INSIGHT _
Setup_amd64.deb (for 64-bit versions of
Linux), to the Downloads directory on your
testing computer.

BEBMBEBMBEBMEBEBBBHB

2. The Opening DRC INSIGHT Setup

amdo64.deb dialog box appears. [l DRC_INSIGHT Setup_amd64.deb
. which is: Debian package (26.0 MB)
Select Open with Ubuntu Software Center o
(default) if it is not selected and click OK. whit showld Firetox do with this Hloz
Note: Some browsers do not display a @ |Open with | Ubuntu Software Center (default) B
dialog box and download the installation file 7 SaveFile
direCtly "1 Do this automatically For Files like this from now on.

| Cancel |

3. When the Ubuntu Software Center window Hl-low s momu s

appears, click Install. File Edic View Help
s & v I;I o ®

All Software Installed History

9/ drc-insight

) Secure Browser for DRC Insight

Only install this File if you trust the origin.
Native web browser te support DRC Insight services.

Developer Web sSite
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Quick Tour: Installing INSIGHT for Linux (cont.)

4. The Authenticate dialog box appears. Select § e

iy To install this package, you need to authenticate.

your username from the drop-down menu, o ) ) -
/88 Anapplicationis attempting to perform an action that requires privileges.
enter your password and CliCk Authenticate. Authentication as one of the users below is required to perform this action.
| User (user) =
Password: [ ]
P Details
| cancel | ‘ Authenticate |
5. The DRC License Agreement window o Debconf on ubuntugaws02

appears. Check the I accept the License
agreement checkbox and click Forward.
The INSIGHT installation starts.

Configuring drc-insight: _
DRC License Agrement

End User License Agreement for DRC Software
06/16/2015

IMPORTANT - BE SURE TO READ CAREFULLY

SCOPF

| accept the license agreement| | Help |

Forward

DRC INSIGHT Online Assessments
6. While INSIGHT is installing, a page

indicates the status of the installation.

Installing...
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Quick Tour: Installing INSIGHT for Linux (cont.)

7. After INSIGHT is installed, navigate to the

10

directory where you installed it and double-click
the DRC INSIGHT Online Assessments icon to
start INSIGHT and register the device.

The Configuration Not Found page appears. To
register the device with INSIGHT, you need

to locate the device’s ORG Unit ID from the
Central Office Services - Device Toolkit. When
you have ORG Unit ID (you can copy and paste
it from the Central Office Services - Device
Toolkit), click Assign Device to ORG Unit.

When the Device Registration page appears,
enter the device’s ORG Unit ID from the Central
Office Services - Device Toolkit (or copy and
paste it from the Central Office Services -
Device Toolkit), and click Add.

When the Register button is enabled, click
Register. When the device registers, the
System Readiness Check will display for the
configuration’s testing program.

Note: If the configuration points to more than
one testing program, a page appears that you
can use to select your testing program. When the
device registers, the System Readiness check
will appear for the testing program you selected.

When the System Readiness Check launches,
the System Information screen appears. You can
see details about each System Readiness Check
test, execute the tests, and view the results.

Click Execute Tests to verify that the testing
computer and any TSM(s) are configured
correctly. Click Details next to any test you
need more information about (see “The System
Readiness Required Tests” on page 228). When
ready, click Exit.
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DRC INSIGHT Online Assessments

< [ opt DRC INSIGHT Online Assessments

Places | =

Orecnt i d
1 Home bin lib build-number.txt DRCConfiguration.
[ Desktop

D) Documents
~» Downloads
dd Music

B Pictures
Hi videos

@ Trash

o

DRCINSIGHT Online  DRC INSIGHT Online
Assessments Assessments

Uninstaller
Logdy
i logd)
Logd)
Loati

insight.png logacxx.properties

DRCInsight insight

Devices =
@ silent_installer.sh
Computer
Network

&2 Browse Network

B Connect to Server

Configuration Not Found

Please raise your hand and wait for help.

Contact your technical resource and provide them with the following information:
DRC INSIGHT cannot retrieve the configuration profile associated with this device
because it cannot find the Device Toolkit ORG Unit ID. The ORG Unit ID was entered
incorrectly, was deleted, or was not assigned to this device.

Click Assign Device to ORG Unit to enter the correct ORG Unit ID,
or click Cancel to end the process.

Assign Device Cancel
to ORG Unit

Device Registration

1. To add the device to a Device Toolkit ORG Untt, enter the ORG Unit ID (or copy and paste it) and click Add
Note: You can repeat this step if you want to access more than one testing program from this device.

2. When you are ready, click Register to register the device or Cancel to cancel the process.

Add

WkuC1MIGG

. 2R

System Information

Client Version Configuration Source. Installation Directory

8.0.0 Device Toolkit C:\Program Files (x86)\DRC INSIGHT Online Assessments (SOA)

User Name o5 Level Version
PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
Response Caching TSM Connection ""ng;;l:;;wg EaM Content Caching TSM Connection Can:mnmu
https://4dd58b0a-legacy-sqa.drc- Yes https://4dd58b0a-legacy-sqa.drc- Yes
centraloffice.com:8443/ centraloffice.com:8443/
ll'ﬂ'Ps Device ID Device Toolkit Organizational Unit and ID District School
TSM AK-SQA (onsite) DRC Use Only - Sample District DRC Use Only - OTT Sample
XID2ZWHIKN (XKCPORCzm) AK School
Required Test List
status Tost Name Detais

o Screen Resolution Details

(V] Internet Connection Details

o RAM Details

(V] Audio Capability Details

o 0S Level Details

o User Agent Details.

(V] Response Caching TSM Connection Details

(V] Response Caching TSM Status Details

(V] Response Caching TSM Version Details

(] Content Caching TSM Connection Details

(V] Content Caching TSM Version Details

Load Results
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Quick Tour: Installing INSIGHT for Linux (cont.)

11. When the device is successfully registered
with INSIGHT, one of two pages appears:

If you configured a single testing program, Select a testing program:

the main testing page appears. If you
configured more than one testing program,

a page appears that you can use to select Testing Program A
the testing program. After you make your _
selection, the main testing page appears. Testing Program B

You can try the Test Practice using your
INSIGHT log-in information, or sign in to
the System Readiness Check by clicking the Gopyright 2015 © Data Recogriton Gorp
checkmark [M]] in the lower left side and
entering the System Readiness Check Access
Code of 7745 (available in the Central Office
Services - Device Toolkit—see Volume III: System Readiness Check e

Configuring Devices for Testing). Access Code: 7745

The System Readiness Check verifies that F—————
. . Cllent version Configuration Source. Installation Directory
the test]ng C()mputer has Sufﬁclent Screen 800 Device Toolkit Ci\Program Files (x86)\DRC INSIGHT Online Assessments (SQA)
Machine Name. user Name os Level o8 version
1 . M b PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
resolution, Internet connectivity, memory esomecumTonceion | "IN comcumgtoncomsan_Cmmicnmy on
. . . https://4dd58b0a-legacy-sqa.drc- Ves htps://4dd58b0a-legacy-sqa.drc- Yes
centraloffice.com:8443/ centraloffice.com:8443/
(RAM) H and Other teChnlcal SpeCIﬁcatlonS Conis) Deviceld  Device Toolkt Organizational Unit and 1D District school
] ] [ 3 TSM AK-SQA (onsi DRC Use Only - Sample Di DRC Use Only - OTT Sampl
needed to perform online testing (see “Using ez sl oo s e
. Required Test List
29
the System Readiness Check” on page 223). s - -
o Screen Resolution Details
(V] Internet Connection Details
(V] RAM Dtails
(V] Audio Capability Details
o oS Level Details
(V] User Agent Details
(V] Response Caching TSM Connection Details
(] Response Caching TSM Status Details.
(V] Response Caching TSM Version Details
(-] Content Caching TSM Connection Dtails
(] Content Caching TSM Version Details .
LoadResults  Exeoute Tests @) TestAudio | Bxit
Copyright ® 2017 Data Recognition Corporation.
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Managing INSIGHT

This section describes how to install INSIGHT from the terminal or a command line and how to uninstall
INSIGHT with the Synaptic Package Manager or by command. To perform the commands in this section
you must open a Terminal window and be logged in as a Linux Administrator.

(1) Important: After installing INSIGHT, start INSIGHT to register the device with its Central Office
Services - Device Toolkit configuration. You can do this automatically, by using a script or device
management software, or manually. Remember to register the device before applying any desktop
protection software (such as Deep Freeze) to avoid having the device re-register with the Central Office
Services - Device Toolkit every time INSIGHT is launched.

Installing INSIGHT Using the Terminal
To install INSIGHT in Terminal mode, do the following:
1. Loginto WIDA AMS, open the All Applications menu bar, select General Information—Technology

Downloads and click on the DRC INSIGHT Linux Installer icon to download the INSIGHT setup file,
DRC INSIGHT Setup amd64.deb, to your testing computer.

Note: Depending on the Web browser you are using, a pop-up window may appear. If it does, click
Save File. Other browsers automatically download the installation file to your Downloads directory.

2. Open the Terminal and navigate to your Downloads directory.
3. Enter the command sudo dpkg -i DRC_INSIGHT_ Setup _amd64.deb and press Enter.

4. Tab to the Yes field under I accept the license agreement and press Enter.

Package configuration

{ Configuring drc-insight-wa |

I accept the "DRC License Agreement", and acknowledge the other license
agreements listed in the license file.

1 accept the license agreement

<Yes>
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The INSIGHT installation places a silent install shell script (silent installer.sh) in the Install directory.
You can use this file to silently install INSIGHT in a Linux environment. Move the silent installer to the
directory where the installer is located.

Installing INSIGHT from a Command Line

Installation Command Syntax and Example
The following is the syntax for the install program command:
silent_installer.sh <properties>
The following is an example of the command you would run using the terminal from the folder where both

the install file and the silent_installer.sh file are located. The example installs the software in silent mode
and points to ORG Unit WkyutvmVGl1.

sudo ./silent_installer.sh -o WkyutvmVG1

Uninstalling INSIGHT Using the Synaptic Package Manager

The Synaptic Package Manager is a graphical Linux tool to help you uninstall and remove software
packages.

Note: You can install the Synaptic Package Manager by using the Ubuntu Software Center. Refer to your
Linux documentation for instructions.

To uninstall INSIGHT, perform the following steps:

1. Start the Synaptic Package Manager by clicking on the Synaptic Package Manager icon in
Applications.

Vi
g‘
L]
"ﬁ

=
=
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Uninstalling INSIGHT Using the Synaptic Package Manager (cont.)

2. From the Synaptic Package Manager, search for the string dre in the Quick Filter window.

& - 0 Synaptic Package Manager
File Edit Package Settings Help

= Quick filter
ke b= Q Search
Reload  Mark AllUpgrades Properties drc

All s
Amateur Radio (universe) 0O drc
Communication
Communication (multivers
Communication (universe)
Cross Platform

' Secure Browser for DRC Insight
Sections |

Get Screenshot | | Get Changelog |

Package Installed Version Latest Versio
3.2.0~dfsg0-1

| status . : :
‘'———————————| Native web browser to support DRC Insight services.

| Origin
| Custom Filters |

Search Results

| Architecture |

2 packages listed, 1814 installed, 0 broken. 0 to install/upgrade, 0 to remove

3. Select dre-insight and right-click. In the drop-down menu that appears, select Mark for Complete
Removal.

| o user@ubuntugaws02: ~/Downloads .
Edit view Search Terminal Help

@ - o synaptic Package Manager
File Edit Package Settings Help

C % 5 Quick filter
c k= = Q search
Reload  Mark Allupgrades Properties drc
All s Package Installed Version  Latest Versio
Amateur Radio (universe) O drc 3.2.0~dfsg0-1
Communication @ | drcinsight--— cana cang

Communication {(multivers
Communication (universe)

Cross Platform = 5
v
= Secure Brows  ark for Removal
Sections | -
| Get Screenshol
Status

)| Nativewebbroy Properties

Custom Filters

| Search Results

Architecture

2 packages listed, 1814 installed, 0 broken. 0 to install/upgrade, 0 to remove

4. Ared icon with a white x inside of it appears next to drc-insight. On the Synaptic Package Manager
toolbar, click Apply.

[T user@ubuntugaws02: ~/Downloads |
Edit View Search Terminal Help

@@ - o Synaptic Package Manager
File Edit Package settings Help

= z 5 S Quick Filter
e o R Q search
Reload Mmark Allupgrades Apply Properties drc
All s Package Installed Version | Latest Versio
Amateur Radio (universe) O drc

3.2.0~dfsgo-1

Communication
Communication (multivers
Communication (universe)

Cross Platform = 5
Secure Browser for DRC Insight
Sections |
Get screenshot | | Get Changelog
L Status - & :
=} Nativeweb browser to support DRC Insight services.
Origin

L. Custom Filters
Search Results
| Architecture |

2 packages listed, 1814 installed, 0 broken. 0 to install/upgrade, 1 to remove; 76.1 MB will be freed
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Uninstalling INSIGHT Using the Synaptic Package Manager (cont.)

5. The Apply the following changes? dialog box appears. Select To be completely removed (including
configuration files) and click Apply.

& Summary

@ Apply the following changes?

This is your last opportunity to look through
the list of marked changes before they are
applied.

P To be completely removed (including configuration Files)
* Unchanged

Summary

43 packages will be held back and not upgraded
1 package will be removed

71.2 MB of extra space will be freed

0 B have to be downloaded

| show Details |

" | Download package files only

| cancel || Apply

6. The Synaptic Package Manager removes the INSIGHT software package (drc-insight).

All
@ Applying Changes

Removing software

The marked changes are now being applied. This can
| takesome time. Please wait.

. Running post-installation trigger bamfdaemon
| & Automatically close after the changes have been successfully applied

1 P |Details

Note: After you are finished uninstalling INSIGHT, if you see any files or folders remaining that you want

to remove, you can remove them using the rm command (see “Cleanup” on the following page). If you have
any questions, please contact DRC Customer Service.
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Uninstalling INSIGHT Manually

In a Linux environment, the command line tool for adding, removing, and updating software packages is
apt-get. To remove INSIGHT, you can use the following command in terminal mode:

sudo apt-get remove drc-insight

Cleanup

The Linux apt-get uninstall may leave files behind, such as the drcconfiguration.json file. If this file still
exists when you attempt a new installation, the settings for the new installation will not take effect. Use the
following command from a Linux terminal to fully uninstall INSIGHT and remove its files.

sudo rm —rf /opt A\ DRC\ Online\ Assessments/

Note: For commands entered from a Linux terminal, the combination of backslash space (\ ) indicates a
space.
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Installing INSIGHT on
iPad Devices

B What’s Covered
in This Section

B DRC INSIGHT
and the Apple
App Store

B Distributing
and Registering
INSIGHT

This section describes the process of installing INSIGHT for iPad devices
in an 10S environment. It provides detailed information about installing
INSIGHT and registering it to work with INSIGHT and the Testing Site
Manager (TSM).

(1) Important: The DRC INSIGHT App (the INSIGHT App) for iPads is
available from the Apple App Store.

There are two main parts to the process of installing INSIGHT on an iPad
device to test with the INSIGHT App: distribution and registration.

» To distribute (deploy) the INSIGHT App (DRC INSIGHT.ipa), you
have two options:

- You can assign the INSIGHT App using Managed distribution,
MDM software, and the Apple Volume Purchase Program (VPP).
For more information, see the following link:

https://volume.itunes.apple.com/us/store

- You can download the INSIGHT App from the Apple App Store
directly from an iPad.

MDM software can secure, monitor, manage, and support mobile
devices deployed across mobile operators, service providers, and
enterprises.

» To register the iPad to work with INSIGHT and the TSM, you have
two options:

- Ifyour MDM software supports the Managed App Configuration
feature, you can use the MDM software to deploy the INSIGHT
configuration to register your iPad devices automatically. In other
words, you can centrally configure multiple iPad devices using the
MDM software. This is the preferred method of distributing the
same configuration file to the iPads. It is easier and less error prone
to register multiple iPads automatically than to manually register
each iPad device.

- Ifyour MDM software does not support the Managed App
Configuration feature (or you did not use MDM software to
download the INSIGHT App), you can use the MDM software to
distribute the INSIGHT App to the iPad devices, but you must
manually register each iPad.
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iPad Devices

B iPads, the TSM,
and INSIGHT

B Multiple Testing
Programs

A TSM is used primarily to cache and manage test content. iPad devices
are not suitable for running a TSM and there is no TSM installer available
for iPads. As a result, you should install the TSM software on a Windows,
Mac (OS X and macOS), or Linux computer, and connect to the TSM
when you install INSIGHT on the iPad device.

For TSM installation instructions, refer to Volume II: Testing Site Manager
(TSM). For TSM connection instructions, refer to Volume I11: Configuring
Devices for Testing.

You can use INSIGHT to access multiple testing programs from the same
device. You access these testing programs using the same DRC INSIGHT
desktop shortcut. When you start INSIGHT, a page appears that lists the
different testing programs from which you can select.
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B Preparing the The following is a summary of the process of installing and registering

iPad for Testing INSIGHT on multiple iPads using MDM software. This summary
assumes that you have already installed and set up the MDM software and
have enrolled all the iPads using the MDM tool.

Note: Some sub-steps are included in the event that you are not using
MDM software.

(DImportant: There are many versions of MDM software. To deploy
and register your DRC INSIGHT iPad software automatically, your
MDM software must support the Managed App Configuration feature.
This feature is necessary to perform step la. Otherwise, after you deploy
INSIGHT, you must register each iPad manually.

The process of manually installing and registering the INSIGHT App is
not recommended. Because it is both time-consuming and labor-intensive,
this approach is only practical for testing with a small number of iPads.
For more information, see the following link:

https://www.apple.com/education/docs/Assessment_with _iPad.pdf.

1. Deploy INSIGHT
1a. With a Configuration File

In your application deployment, choose the DRC INSIGHT App

in the Apple App Store and locate the configuration file (ios.plist)
you created using the Central Office Services - Device Toolkit (see
Creating a Configuration File in Volume III: Configuring Devices for
Testing).

Deploy the DRC INSIGHT executable and configuration files to your
iPads using your MDM software.

1b. Without a Configuration File

In your application deployment, choose the DRC INSIGHT App in
the Apple App Store and deploy it to your iPads using your MDM
software.

Preparing the iPad for Testing without MDM Software

To install and register the INSIGHT App manually on a single iPad
without MDM software, as part of step 1b, manually download the
INSIGHT App from the Apple App Store by performing the following
steps:

1b1. On your iPad, launch the Apple App Store.
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(cont.)

Installing INSIGHT on
iPad Devices
1b2. Search for DRC Insight.

1b3. When you locate the INSIGHT App, select Get to download it.

. Pair an External Keyboard

To use an external keyboard (required for WIDA), manually pair each
iPad device with an external keyboard.

Note: Both wired and wireless keyboards are supported for testing.

. Launch the DRC INSIGHT App

For the INSIGHT App version 8.0, INSIGHT is automatically placed
in Guided Access mode regardless of whether you use MDM software
to deploy it. When INSIGHT launches, you are prompted to lock
INSIGHT in Single App Mode. Select Yes for Single App Mode. If
you select No, you are prompted to turn on Guided Access.

Confirm App Self-Lock

DRC INSIGHT wants to start Single
App Mode. You will be unable to use
other apps on iPad until DRC INSIGHT
ends Single App Mode. Do you want to
allow this?

No Yes

3a. With a Configuration File

When you launch DRC INSIGHT, the iPad device is automatically
registered with INSIGHT. If a single assessment is configured, the
main INSIGHT page appears. If multiple assessments are configured,
you can select an assessment.

3b. Without a Configuration File

When you launch DRC INSIGHT, the iPad device is not automatically
registered with INSIGHT. A field appears that requests the ORG Unit
ID for the device. Enter the ID(s) in the field and click Save to request
the Central Office Services - Device Toolkit ORG Unit ID and register
the 1Pad.

If a single assessment is configured, the main INSIGHT page for that
assessment appears. If multiple assessments are configured, you can
select an assessment from a list.
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Viewing the DRC INSIGHT Configuration on an iPad

You can view the iPad’s INSIGHT configuration from the System Information page that appears when you
start the System Readiness Check on an iPad.

2

» )

App Catalog DRC INSIGHT

1. Press DRC INSIGHT
to start INSIGHT.

Copyright 2015 © Data Recognition Corp

Check with your state for availability

Test Practice Test Practice View Sample Items

ACCESS WIDA Sample
for ELLs®2 0 Screener Items

Test Sign In Test Sign In

Test Demo
Copyright © 2018 Data Recognition Corporation.

2. When INSIGHT appears, press the System Readiness Check checkmark link [V]] in the lower left
corner and enter the four-digit System Readiness Check Access Code (7745) from the Central
Office Services - Device Toolkit to display the System Information page.

Note: Within the INSIGHT App, you can try the Test Practice or Test Demo, view sample test
items, or sign in to take a test.
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Viewing DRC INSIGHT Properties on an iPad (cont.)

3. You can view your INSIGHT configuration.
This information is read-only.

System Information
Client Version Configuration Source Installation Directory
8.0.0 Device Toolkit C:\Program Files (x86)\DRC INSIGHT Online Assessments (SQA)
Machine Name User Name 0OS Level OS Version
PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
Response Caching TSM Connection Heng;:;::;‘::g ] Content Caching TSM Connection cm;::ﬁf;:mg“rsm
hitps://4dd58b0a-legacy-sga.drc- Yes https://4dd58b0a-legacy-sqa.drc- Yes
centraloffice.com:8443/ centraloffice.com:8443/
‘:,TTPS Device ID Device Toolkit Organizational Unit and ID District School
roxy
TSM AK-SQA (onsite) DRC Use Only - Sample District DRC Use Only - OTT Sample
KJoZWHJKN (XkCpORCzm) AK School
Required Test List
Status Test Name Details
° Screen Resolution Details.
° Internet Connection Details
(V] RAM Details
(v] Audio Capability Details
° OS Level Details
° User Agent Details
° Response Caching TSM Connection Details
° Response Caching TSM Status Details
° Response Caching TSM Version Details
° Content Caching TSM Connection Details
° Content Caching TSM Version Details
Load Results Execute Tests . TestAudio Exit
Copyright @ 2017 Data Recognition Corporation.

4. Click Execute Tests to verify that the iPad is ready for
testing. If there are errors, you must resolve them and
repeat steps 3 and 4. To make configuration changes, you
must use the Central Office Services - Device Toolkit.

5. If youriPad is ready for testing, click Exit.
To use an external keyboard (required for
WIDA), pair the iPad with a keyboard and
relaunch the DRC INSIGHT App.
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Chromebook Devices

B What’s Covered
in This Section

B Setting Up
INSIGHT on
Chromebook
Devices

INSIGHT
Deployment
Overview

INSIGHT
Installation
Overview

This section describes the INSIGHT installation and configuration process
for Chromebook devices. It provides detailed information about installing
INSIGHT and configuring it using the Central Office Services - Device
Toolkit.

DRC provides software called the Central Office Services - Device Toolkit
that you can use to configure and install the TSM with the Chromebook
devices in your environment. You use this software after you have
registered your Chromebook devices in your Google domain account

(for more information about registering Chromebook devices,see https://
support.google.com/a/answer/182433).

The following is an overview of the process of installing, configuring,
deploying, and registering INSIGHT on your Chromebook devices.
Basically, you set up Central Office Services configurations using the
Central Office Services - Device Toolkit, generate a chromeos.json
file, and install and deploy INSIGHT. When you start INSIGHT, the
Chromebook device is registered with INSIGHT through the Central
Office Services - Device Toolkit configuration.

1. Use the DRC Central Office Services - Device Toolkit to create ORG
Units.

2. Use Chrome device management to install and deploy INSIGHT and
the chromeos.json file to your Chromebook devices. The INSIGHT
App is installed as a Kiosk application the next time the policy is
reloaded based on your site’s settings. To deploy the INSIGHT
App immediately, enter chrome://policy in the address bar of the
Chromebook device and click Reload policies.

3. After INSIGHT is deployed, start it on each Chromebook device to
register the device.

To test using INSIGHT, you can connect to a TSM for content caching,
response caching, load simulation testing, and other functions. The
following is a brief overview of the process of installing INSIGHT and
configuring a Chromebook.

1. To use a TSM, install one or more TSMs on desktop or laptop
computers that have static IP addresses (if you use the machine’s IP
address to connect to the TSM) and will be available around the clock.

2. Sign in to the WIDA Assessment Management System (WIDA AMS)
using a supported browser (see Volume I11: Configuring Devices for
Testing) and use the Central Office Services - Device Toolkit link to
start the DRC INSIGHT Central Office Services - Device Toolkit.
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INSIGHT
Installation
Overview (cont.)

Chromebook
Devices, the TSM,
and INSIGHT

Multiple Testing
Programs

3. Use the DRC INSIGHT Central Office Services - Device Toolkit to
organize and configure your Chromebook devices by performing the
following tasks:

* Create configurations based on your testing setup and needs; and
group the Chromebook devices into the configurations.

*  Specify the connection for a TSM for all of the devices in the
configuration.

*  Check the contents of the log files during testing to monitor testing
and Chromebook activity and make any configuration changes.

4. Use the URL DRC provides to install the DRC INSIGHT App on your
Chromebook devices from the Google administration website.

5. Using Chrome management, upload the chromeos.json file that you
generated from the Central Office Services - Device Toolkit.

6. Launch INSIGHT on the Chromebook. Run the System Readiness
Check to verify that the Chromebook device can connect to the TSM
and is ready for testing. If necessary, use the Central Office Services
- Device Toolkit to reconfigure the configuration and restart the DRC
INSIGHT software to update the device’s configuration.

7. Test the configurations and monitor the log files for issues.

A TSM is used primarily to cache and manage test content and Writing
test responses. For various reasons, Chromebook devices do not provide
a suitable environment for a TSM. As a result, you must install the TSM
software on aWindows, Mac (OS X and macOS), or Linux computer, and
connect to the TSM when you install INSIGHT on the Chromebook. For
TSM installation instructions, refer to Volume II: Testing Site Manager
(TSM). For TSM connection instructions, refer to Volume I11: Configuring
Devices for Testing.

(1) Important: Verify that the maximum number of Chromebook devices
in any Chrome management subgroup does not exceed 150. If you
attempt to test using a single TSM with more than 150 devices the results
are unpredictable.

You can use INSIGHT to access multiple testing programs (for example,
ACCESS for ELLs 2.0 and your state-specific testing program) from the
same device. You access these testing programs using the same DRC
INSIGHT desktop shortcut. When you start INSIGHT, a page appears that
lists the different testing programs from which you can select.
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Example of Chromebook Device Setup and Configuration for INSIGHT

The following is a high-level example of how to set up your Chromebook environment in Google to
complement DRC INSIGHT and Single App Kiosk Mode. DRC assumes that users have registered their
Chromebook devices as part of their initial implementation. For secure testing, Google specifies that the
user must get Chrome device management software for each Chrome device and enroll each Chrome device
in the school’s domain.

(1) Important: The instructions in this section assume that you have already set up your Chrome
environment using the Chrome device management. The details of this process are outside the scope of this
documentation. For more information, see https://support.google.com/chrome/a and Chromebook Questions
in Volume V: Troubleshooting.

1. Log in to your Google Admin account at admin.google.com.

Google

+ [£] Device management -
DRC INSIGHT
§ ORGAMIZATIONS
DRC INSIGHT
Your Google.com
Teachers
K-6 Students
DRC INSIGHT
7-12 Students €«—

Staff - General
\ Mo DRC INSIGHT

2. Identify which organizations or sub-organizations
should have DRC INSIGHT (see the figure above).

3. Enroll Chromebook devices and identify each device by the device’s serial number. You can add
notes to help identify the device (see the example below).

Device Serial Number YH4B922AB01005R Notes: Chromebook assigned to Sample School,
Grade 4, Asset number 12345

4. Move the Chromebook devices to the appropriate sub-organizations.

Note: The Chromebook’s serial number is not the same as the Chromebook Device ID that the
Central Office Services - Device Toolkit creates (see Volume IlI: Configuring Devices for Testing).
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Quick Tour: Installing INSIGHT for Chrome

This Quick Tour describes how to install the DRC INSIGHT App on one or more Chromebook devices
using the Central Office Services - Device Toolkit and the Google administration site.

(1) Important: You must have a Google Chrome Administrator profile to install the DRC INSIGHT App.

If you plan to use Chromebook devices that were previously registered with the Central Office Services

- Device Toolkit, and the Central Office Services - Device Toolkit configurations and Device IDs are still
applicable, you do not need to follow this process and re-register your Chromebook devices with the Central
Office Services - Device Toolkit. When INSIGHT is launched, it will locate the Device ID from the Device
Toolkit and use the associated configuration.

1. You must deploy the DRC INSIGHT
configurations to each Chromebook device
being used for testing by using the DRC Central e

DRCANSIGHT" WIDA ASSESSMENT MANAGEMENT SYSTEM

Ofﬁce Services _ DCViCC Toolkit. TO Start Gererainomation  User Management _ Mateials _ Sudent anagemen! _TestManagement  Device Tookil  Repor Defvery
the Central Office Services - Device Toolkit
software and register the Chromebook device,

sign in to WIDA AMS at https://wida-ams.
us using a supported browser, open the All
Applications menu bar, and select Device
Toolkit.

2. The Central Office Services - Device Toolkit -
software appears in your browser. Use this sectsie -
software to create configurations to group, e
organize, and categorize your Chromebook
devices for testing. When you launch the
Chromebook, it uses the settings identified for
the configuration to which the device is assigned
(see Volume I1I: Configuring Devices for
Testing).

3. Select a Testing Program from the drop-down
menu and a site (district or school) using the s [
field. The Central Office Service - Device
Toolkit dashboard appears (see Volume I11:
Configuring Devices for Testing).

© Otofdate
A Unabietofind
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Quick Tour: Installing INSIGHT for Chrome (cont.)

4. Using a Web browser that Google Google =
supports (see https://support.google.com/

= Admin console

a/#topic=29157), navigate to the Google
administration site at http://admin.google. 'Y —
T L - g
com, log in with an administrator profile, , ,
Users Company profile Billing
and select Device management. g s poi e
~ 9 F.
Report: Support Apps
Track usage of Talk Ml?;:\:supporl Manag:msgznd their

5. Select Chrome management.
DEVICE SETTINGS
Network
0 I
Chrome management

20 41

Mobile devices Chrome devices Chromebox for meetings

Manage Android, i0S and Google Mansge Chrome devices More about Chromebox for meetings
Sync devices

= Device management > Chrome

6. Select Device settings.

Chrome Management
ON for everyone
‘http://www.google.com/a
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Quick Tour : Installing INSIGHT for Chrome (cont.)

7. The Device Settings page appears (for substeps 1-5,
refer to the circled numbers in the figures).

ORGANIZATIONS

Select the proper organization level to be able -
to deploy the DRC INSIGHT App to everyone who + e
will use it for testing.

Release Channel
Locally applie

Note: Where the example shows drc-education.
com, your domain will be listed.

Verify that the setting for Release Channel is
Move to Stable Channel (the default value). e

T ey Auto-Launch Kiosk App

O Important: This setting prevents development v

or beta versions of software being distributed to o o
your Chromebook devices during a Google Chrome
update process.

Kiosk Settings @

Kiosk Device Status Kiosk Device Status Alerting Delivery
Alerting Delives
e [J Receive alert via email

[ Receive alert via SMs

For Auto-Launch Kiosk App, leave the value as

None so the user can use the Chromebook device
for non-DRC INSIGHT teStlng' User Data Erase all local user info, settings, and state after each sign-out
Locally applied 4

Scroll up the page to User Data and select Do R
not erase all local user data.

Scroll down the page and click Manage Kiosk
Applications _— :(iorskfp:psr 1 Kiosk App available to launch Manage Kiosk Applications (8%

» Training-EPM Kiosk Device Status Kiosk Device Status Alerting Delivery

Alerting Delivery
Locally appiie

8. The Kiosk Apps page appears (for substeps 14, Fu——
refer to the circled numbers in the figure). O meamaietnasue

vpnitest

Click Specify a Custom APP and Enter the ID

and URL for the DRC INSIGHT App (required). sk

Note: .The Chromebook installation file TN L e
(ChromeAppIDInfo.txt) contains the ID and URL. iR ieiiia ) izl

To download the file, log in to WIDA AMS, select | i i 01 @ romsamer oo s
General Information—Technology Downloads, o [§

URL[ ;Il—
and download the file for the Chromebook platform. 5
Add J
Click Add.

The screen refreshes and the DRC INSIGHT
App icon appears in the Total to install list.

Click Save. Verify that the changes are saved
on the Device Settings page.

kw

Y . |
Cancel
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Quick Tour: Installing INSIGHT for Chrome (cont.)

9.

10.

11.

12.

Use the Chrome management App
Management feature to upload the chromeos.
json file.

Launch the DRC INSIGHT App by selecting the
string next to the icon (above the arrow).

Navigate to Kiosk settings and locate the
Chrome organizational unit containing the
device you want to configure.

Click Override under Setting Inherited to
search for and upload the chromeos.json file you
generated from the Central Office Services -
Device Toolkit, verify that Install automatically
is enabled, and click Save. The Device Settings
page reappears. Click Save Change.

Note: Be sure to upload only the
chromeos.json file, not the entire
deployment.zip folder. For examples of the
chromeos.json file and how to download it,
see “Example Deployment File Templates” on
page 130 and “Creating Deployment Files for
Testing Devices” on page 151.

The INSIGHT App will be installed as a

Kiosk application the next time the policy

is reloaded, based on your site’s settings. To
reload device policy updates to the INSIGHT
App immediately, enter chrome://policy in the
address bar of the Chromebook device and click
Reload policies.
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Quick Tour: Installing INSIGHT for Chrome (cont.)

13.

14.

15.

You are ready to register the device and start
testing. To start INSIGHT, start the Chromebook
device and do not log in to any Google accounts.

(1) Important: If a user logs in to the
Chromebook device using a Google account,
they will not see the DRC INSIGHT App. The
DRC INSIGHT App runs in Single App Kiosk
Mode, which means that the user cannot access
any other application until they exit INSIGHT.

Click App from the Chromebook device sign-in
screen, and click DRC INSIGHT to display the
main page. If the device successfully registers
with INSIGHT, skip to step 18.

If the device did not successfully register with
INSIGHT and the Configuration Not Found page
appears, you need to locate the device’s ORG
Unit ID from the Central Office Services - Device
Toolkit. When you have the ORG Unit ID, click
Assign Device to ORG Unit.

When the Device Registration page appears,
enter the device’s ORG Unit ID from the Central
Office Services - Device Toolkit (or copy and
paste it from the Central Office Services - Device
Toolkit) and click Add. When the Register button
is enabled, click Register. When the device
registers, the System Readiness check appears.

Note: If the configuration points to more than one
testing program, a page appears that you can use
to select your testing program. When the device
registers, the System Readiness check will appear
for the testing program you selected.

L ) C f [ chromey//policy
i Apps | Welcometo eDIRECT &=} Manage TSM Settings &=} Content Caching (] Imported From IE

Policies

Reload policies

Configuration Not Found

Please raise your hand and wait for help.

Ceontact your technical resource and provide them with the following information:

DRC INSIGHT cannot retrieve the configuration profile associated with this device
because it cannot find the Device Toolkit ORG Unit ID. The ORG Unit ID was entered
incorrectly, was deleted, or was not assigned to this device.

Click Assign Device to ORG Unit to enter the correct ORG Unit ID,
or click Cancel to end the process.

Assign Device Cancel
1o ORG Unit

Device Registration

1. To add the device to a Device Toolkit ORG Unit, enter the ORG Unit ID (or copy and paste it) and click Add
Note: You can repeat this step if you want to access more than one testing program from this device.

2. When you are ready. click Register to register the device or Cancel to cancel the process

WkujC1MIGg Add

. -
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Quick Tour: Installing INSIGHT for Chrome (cont.)

16. When the System Readiness Check launches, e riomaien
the System Information screen appears. You can
see details about each System Readiness Check
test, execute the tests, and view the results.

XJb2WHIKN TSM AK-SQA (onsite) DRC Use On\yA-KSamp\e District DRC Use osmcym-)gv Sample

(XkCpORCzm)
Required Test List

Click Execute Tests to verify that the testing oo -
computer and any TSM(s) are configured
correctly. Click Details next to any test you
need more information about (see “The System
Readiness Required Tests” on page 228).

When ready, click Exit.

Screen Resolution
Internet Connection

RAM

Audio Capabilty —~ Deails

0S Level

User Agent
Response Caching TSM Connection
Response Caching TSM Status
Response Caching TSM Version

Content Caching TSM Connection

00000000000

Content Caching TSM Version

17. When the device is successfully registered with
INSIGHT, one of two pages appears.

s ExecuteTests (@ Testhudio  Exit

Copyright © 2017 Data Recognition Corporation

If a single testing program (location) is
associated with the configuration, the main
testing page appears. If multiple testing
programs are associated with the configuration, Select a testing program:
a page appears that you can use to select the
testing program. After you make your selection,
the main testing page appears.

Testing Program A

18. Within the INSIGHT App, you can try the Test TeStmg Prog ram B

Practice or Test Demo, view sample test items,
or sign in to take a test.

Note: You can retrieve the Chromebook’s
Device ID by from the System Readiness Check
by clicking the checkmark [(/] link in the lower
left side and entering the four-digit passcode of
7745 (available in the Central Office Services

- Device Toolkit—see Volume III: Configuring
Devices for Testing). for more information,

see “Using the System Readiness Check on a System Readiness Check o
Chromebook™ on page 220. Access Code: 7745

1) Important: When you launch INSIGHT for
the first time, the DRC INSIGHT App uses the
Chromebook device’s ORG Unit ID to associate
the Chromebook device with its INSIGHT
configuration and register the device.

Copyright 2015 © Data Recognition Corp
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Using the System Readiness Check on a Chromebook

When you start the System Readiness Check on a Chromebook, the Device ID and Central Office
Services - Device Toolkit configuration and ORG Unit ID appears in the header fields on the System
Information page (see the figure below).

The district and school where the Chromebook device
The Chromebook’s Device ID is registered appear in the District and School fields.

appears in the Device ID field.

System Information
Client Versio Configuration Source Installation Directory
8.0.0 Device Toolkit C:\Program Files (x86)\DRC INSIGHT Online Assessments (SQA)
Machine Name' User Name 0OS Level 0OS Version
PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
Response Caghing TSM Connection Respg:izgua;rtl:gg LS Content CAaching TSM Connection °n§:;ff;:r:|":3n.rsm
https://4dd58b0a-legacy-sqa.dre- Yes https://4dd58b0a-legacy-sqa.dre- Yes
centraloffice.com:8443/ centraloffice.com:8443/
*;TTPS Device ID Device Toolkit Organizational Unit and ID District School
roxy
TSM AK-SQA (onsite) DRC Use Only - Sample District DRC Use Only - OTT Sample
AJDZWHJIKN (XKCpORCzm) AK School
Required Test List
Status Details
° Screen Resolution Details
° Internet Connection Details

The Chromebook’s Device Toolkit configuration
and ORG Unit ID appear in the Device Toolkit
Organizational Unit and ID field.
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B What’s Covered This section discusses how to use the System Readiness Check to help
in This Section you troubleshoot issues that might occur during INSIGHT installation or
when INSIGHT is running.

The System Readiness Check is installed when you install INSIGHT

and performs a series of tests you can use to diagnose and prevent or
correct most errors easily. It verifies that a testing device meets all of the
necessary hardware and software requirements for testing. It also indicates
any checks that the testing device failed and provides suggestions for

success.
B Starting To start the System Readiness Check from a device, do the following:
the System . : :
. 1. Start INSIGHT on the device (the Windows INSIGHT shortcut is
Readiness
shown below).
Check

2. When the portal page appears, click the checkmark [\]] in the lower
left side of the INSIGHT portal page.

Copyright 2015 © Data Recognition Corp

3. When you are prompted, enter the four-digit System Readiness Check
Access Code of 7745 (available in the Central Office Services -
Device Toolkit—see Volume I11: Configuring Devices for Testing).

System Readiness Check o

Access Code: 7745
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Using the System Readiness Check

After installing INSIGHT, use the System Readiness Check to determine whether your testing device meets
system requirements and to troubleshoot issues. When you start the System Readiness Check from a device,
the System Information page displays information about the device’s software and configuration.

The Configuration Source
field indicates the source of the

The Client Version field indicates
the version of INSIGHT software.

device’s configuration information.

The Installation Directory field indicates

the directory where INSIGHT is installed.

System Information
Client Version Configuration Source, Installation Directory
8.0.0 Device Toolkit C:\Program Files (x86)\DRC INSIGHT Online Assessments (SQA)
Machine Name User Name OS Level 0S Version
| PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
The Mach i ne / Response Caching TSM cu“"::.:‘":zz he) Content Caching TSM Connection c""'g::.ff;: "gnTSM
1 https://4dd58b0a-legacy-sqa.dre- https://4dd58b0a-legacy-sqa.drc-
Name fleld centraloffice.com:8443/ ves centraloffice.com:8443/
i nd | cates the ':,'::ys Device ID Device Toolkit Organizational Unit and ID District
TSM AK-SQA (onsite) C Use Only - Sample District DRC Use Only - OJT Sample
name of the XJo2WHIKN (XKCPORCzm) AK
teStlng device. Required Test List
Status Test Name
° Screen Resolution
° Internet Connection Details
(v] RAM Details
(] Audio Capability Details
(v] 0S Level Details
° User Agent Details
° Response Caching TSM Connection Details
° Response Caching TSM Status Details
The User Name
f|e|d |ndlcates the ° Response Caching TSM Version Details
name Of the user O Content Caching TSM Connection Details
Iogged |n to the ° Content Caching TSM Version Details
deV|Ce . Load Results Execute Tests @ TestAudio |\ Exit
Copyright ©@ 2017 Data Recognition Corporatiqn.

The OS Level and OS Version fields

indicate the operating system and level
that is installed on the testing device.
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Using the System Readiness Check (cont.)

The Response Caching TSM Connection
field indicates the TSM Server Domain address
(from the TSM), which resolves to the URL for
the response caching server. The Response
Caching TSM Configuration field indicates
whether response caching is configured.

The Content Caching TSM Connection field
indicates the TSM Server Domain address
(from the TSM), which resolves to the URL

The HTTPS Proxy field
indicates the URL to the
secure proxy server (if
configured).

\

for the content caching server. The Content
Caching TSM Configuration field indicates
whether content caching is configured.

A} X

Client Version Configuration Source’

Response Caching TSM Connection SShopasCacai=N

Response Caching TSM Status
Response Caching TSM Version
Content Caching TSM Connection

Content Caching TSM Version

Load Results Execute Tests

System Information

8.0.0 Device Toolkit C:\Program Files (x86)\DRC INSIGHT Online Assessments (SQA)
Machine Name User Name 0S Level OS Version
PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pagk 1 (build 7601), 64-bit 6.1

Copyright @ 2017 Data Recognition Corporation.

Installation Diregfory

Content Caching TSM Connection Eoptenticaching Sl

Configuration Configuration
https://4dd58b0a-legacy-sqa.dre- Yes https://4dd58b0a-legacy-sqa.drc- Yes
centraloffice.com:8443/ centraloffice.com:8443/
’g""s Devige ID Device Toolkit Organizational Ut and ID District School
roxy
XJb2YWHIKN TSM AK-SQA (onsite) DRC Use Only - Sample District DRC Use Only - OTT Sample
(XKkCpORCzm) AK School Th D t . t
Required Test List e vistric
Test Na Detalls and SChOOI
Screen Resolution Details N flelds indicate
Internet Connection Details the d|Str|Ct
RAM Dele and school
Audio Capability Details associated with
0S Level Details the device.
User Agent Details
Response Caching TSM Connection Details
Details

Details
Details

Details

@ TestAudio Exit

T

/

The Device ID field indicates the unique device
ID generated by the Central Office Services -
Device Toolkit. The Device Toolkit uses this ID to
register the device with INSIGHT.

The Device Toolkit Organization Unit and ID
field indicates the device’s configuration name
and ORG Unit ID (in parentheses).
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Using the System Readiness Check (cont.)

Click Details to display more
information about a specific test.

System Inforimation
Client Version Configuration Source Installation Directory
8.0.0 Device Toolkit C:\Program Files (xg6)\DRC INSIGHT Online Assessments (SQA)
0S Levi 0S Version
01 Microsoft Windows 7 Professional Servisg Pack 1 (build 7601), 64-bit 6.1
R“"g’;ﬁ:ﬁ;‘::g he ) Content CacNing TSM Connection c""g:.:,f;::"“gnm“
https://4dd58b0acJegacy-sqa.dre-
Saved Results Yes centraloffice.dqQm:8443/ Yes
File Name Display Results hnizational Unit and ID District School
rdapp 20140106 161139.json Display Results QA (onsite) DRC Use Only - Sample District DRC Use Only - OTT Sample
- - (ORCzm) AK School
rdapp_20140106_161638.json Display Results Required Test List
Test Name Detalls.
rdapp_20140107_140636.json Display Results Details
rdapp 20140107 140945.json Display Results Details
Details
Close
Details
—— Details
° User Agent Details
Response Caching TSM Connection Details
Response Caching TSM Status Details
° Response Caching TSM Version Details
o Content Caching TSM Connection Details
° Content Caching TSM Version Details
Load Results Execute Tests @ TestAudio Exit.
Copyright @ 201y Data Recognition Corgoration.

Click Load Results to display the
Saved Results window, which lists
the results from previous tests. You
can click Display Results to display
any of your previous results.

Click Exit to exit the System
Readiness Check.

Click Execute Tests
to run the tests.

Click Test Audio to verify that the audio portion

of the testing device is working. You must have a
microphone configured and attached to the device to
run this test (see “Testing Audio” on page 232).
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Using the System Readiness Check (cont.)

When you click Execute Tests, the System Readiness Check runs
all of the tests from the required test list and displays the results.

/

Required Test List

Status Test Name Details

o Screen Resolution Details

° Internet Connection Details

(v] RAM Details

(v] Audio Capability Details

o OS Level Details

° User Agent Details

o Response Caching TSM Connection Details

o Response Caching TSM Status Details

Response Caching TSM Version Details

o Content Caching TSM Connection Details

Content Caching TSM Version Details

° Client Version Details
a Folder Permissions Details e

Load Results Execute Tests . Test Audio Exit
Copyright © 2015 Data Recognition Corporation.

/

Various icons indicate the status of a system readiness test.

+ Agreen check mark icon (@) indicates that the testing device passed the test.
+ Ared exclamation point icon (@) indicates that the testing device failed the test.

« Avyellow check mark icon ([ ]) indicates that the status of the items checked requires
further review.

» Agrey icon (@) indicates that the test is not applicable to the configuration.

Note: DRC strongly recommends content caching for WIDA testing. If content caching
is configured, the content caching icons should be green. Response caching icons can
be green or gray because response caching is optional for WIDA testing.
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Using the System Readiness Check (cont.)

You can display details about the System Readiness Check before and after the tests. For a description of
these tests, see “The System Readiness Required Tests” on page 228.

When you click Details before you
execute a test, a window displays a
description of the test.

System Information

Client version Configuration Source. Installation Directory
8.0.0 Device Toolkit C:\Program Files (x86)\DRC INSIGHT Online Assessments (SQA)
Machine Name User Name s Level S Version
PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
Response Caching TSM Connection s porse crcnnaae Content Caching TsM Connection oo coeting 2ok
https://4dd58b0a-legacy-sqa.drc- Yes https://4dd58b0a-legacy-sqa.drc- Yes
centraloffice.com: 8443/ centraloffice.com:8443/
':,""5 Device ID Device Toolkit Organizational Unit and ID District School
roxy.
TSM AK-SQA (onsite) DRC Use Only - Sample District DRC Use Only - OTT Sample
XIB2WHIKN (XkCpORCzm) AK School
Required Test List
Status Test Name
° Screen Resolution
° Internet Connection
o Details.
g . . u Details.
Verifies client version at comect level:Failed
Details
Verifies that you're on a currently validated client. Detais
The dlient major version is incorrect, please update Details
Details
Details.
- - Details
Qo Content Caching TSM Version Details :
Load Results  Execute Tests (@) TestAudio  Exit
Copyright @ 2017 Data Recognition Corporation.
execute a test, a window displays
System Information
Cllent Version Configuration Source Installation Directory
8.0.0 Device Toolkit C:\Program Files (x86)DRC INSIGHT Online Assessments (SQA)
Machine Name User Name oS Level 05 Version
PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
Response Caching TSM Connection Rew;::;;::;"::z SN Content Caching TSM Connection °°"“"':':;‘"°.:""‘§HT5"
https://4dd58b0a-legacy-sqa.drc- Yes https://4dd58b0a-legacy-sqa.drc- Yes
centraloffice.com:8443/ centraloffice.com:8443/
urTPS DevicelD  Device Toolkit Organizational Unit and D District Sehool
roxy
TSM AK-SQA (onsite) DRC Use Only - Sample District DRC Use Only - OTT Samp)
XJo2WHIKN (XKCpORCzm) AK Sehool
Required Test List
Status Test Name
(V] Screen Resolution Details.
(] Internet Connection Details
- . . Details
Verifies client version at comrect level:Passed
Details.
Verifies that you're on a currently validated client. —
ctails
This is not a secure client. —
Details.
Details.
[v] Response Caching TSM Version Details
o Content Caching TSM Connection Details
(V] Content Caching TSM Version Details

LoadResults  Execute Tests (@) TestAudio Exit

Copyright ® 2017 Data Recognition Corporation.
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The System Readiness Required Tests

The System Readiness Check performs a series of required tests to determine whether a device is ready for
online testing. The following table describes each test and the minimum requirements to pass the test.

for online testing and tutorials.

Test Description Required to Pass
. . . . The device must have one or
Audio Capability Verifies that the device has the audio capability needed more audio channels and be

able to play MP3 audio files

Client Version

Verifies that the version of the client software will work
with the secure browser

The base level of the client
software must be up to date

Verifies that the INSIGHT test engine software on the

The connection to the TSM
content caching server must be
working

Content Cachi . . .
ontent L-ac l.ng testing device can connect to the TSM content caching
TSM Connection
server Note: DRC strongly

recommends content caching
for WIDA testing.

Content Caching Verifies that the version of the TSM content caching The TSM content caching

TSM Version server is the most recent server must be the latest version

Folder Permissions

Verifies that you have permission to read and write to the
installation folder

Read/write access to the
installation folder

The device and browser must

testing

Internet Verifies that the device is connected to the Internet and have a ping (connection)
Connection that the connection speed is fast enough for testing time of no more than 250
milliseconds
See the Supported System
OS Level Verifies that the operating system is supported and is at a | Requirements for ACCESS for
level required for online testing. ELLs 2.0 and Screener for the
supported operating systems.
RAM Verifies that the device has enough memory for online 512 MB of RAM.

Response Caching

Verifies that the INSIGHT test engine software on the
testing device can connect to the TSM response caching

The connection to the TSM
response caching server must
be working

TSM Connection server
Note: Response caching is
optional for WIDA testing.
Response Caching | Verifies that the TSM contains no unsent student The TSM must contain no
TSM Status responses stored responses
Response Caching | Verifies that the version of the TSM response caching The TSM response caching
TSM Version server is the most recent server must be the latest version

Screen Resolution

Verifies that the screen width and height are sufficient to
display the online tests

A minimum screen size of 1024
X 768 pixels

User Agent

Verifies that the Web browser will work for the unsecured
Practice Tests

An up-to-date Chrome browser
is required
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This section describes various issues you may experience when you run the System Readiness Check tests.
It also describes the steps to take to resolve these issues.

Resolving System Readiness Required Tests

Issue 1. Screen Resolution Error

This test verifies that the screen width and height settings meet the minimum system requirements.

If it fails, the device’s resolution is not high enough to meet the minimum system requirements. You
must change the screen resolution (see the Supported System Requirements for ACCESS for ELLs 2.0 and
Screener for the supported resolutions).

Issue 2. Internet Connectivity Error

The testing device cannot reach the DRC servers through the Internet. This issue is usually a firewall or
proxy issue. Make sure that everything is whitelisted correctly (see Network Requirements for Testing
Computers in Volume I: Introduction to Online Testing).

Starting or Running the System Readiness Check

If the error occurs when you are starting or running the System Readiness Check, do the following:

1. Verify that you have no bandwidth issues and that you can reach the DRC servers.

2. Verify the proxy settings. The Windows environment does not always capture proxy settings correctly.
Usually, Windows uses the Internet Explorer Internet settings.

3. Verify that you have all of the DRC addresses whitelisted.

4. Contact your Internet Service Provider and verify that it is not filtering or throttling your connection
with DRC.

Issue 3. RAM Error

This test verifies that the amount of the device’s total memory meets the minimum system requirements.
If this test fails, you must upgrade the amount of memory in the device to meet the minimum system
requirements.

Issue 4. Audio Capability Error

This test verifies that the device has the audio capability needed for online testing and/or test demos. If this
test fails, verify that the device’s sound card is working and that the device has a valid playback device.

Issue 5. OS Level Error

This test verifies that INSIGHT is running on a supported operating system. If the device is running a
supported operating system, the test verifies that your setup meets the minimum system requirements. In
addition to supported versus unsupported operating systems warnings, there is also a warning if the device is
using an untested version of a supported OS.
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Resolving System Readiness Required Tests (cont.)

Issue 6. User Agent Error

This test verifies that the Web browser is correct for online testing.

Issue 7. TSM Connection Error

The device is configured to use the TSM, but cannot connect to the TSM. All of the devices that use the
TSM server must be able to connect to the TSM.

(1) Important: The two most common reasons for TSM connectivity issues are difficulty translating the
server name into an IP address and not excluding the TSM from the system firewall on the device where
the TSM is installed. Verify that the DNS will resolve to the correct IP address of the TSM machine. If not,
contact the person who manages the DNS settings in your district.

You Are Using a TSM

o Start the System Readiness Check and verify that the TSM server settings are correct. If they are not
correct, do the following:

a. Use the Central Office Services - Device Toolkit to edit the settings (see Volume I1I: Configuring
Devices for Testing).

b. Click Update Configuration to save your changes.
c. Restart INSIGHT.
* Verify that the TSM service is running.

e Verify that the TSM is reachable. Open the TSM both on the computer where the TSM is installed and
on some of the devices that are receiving the error.

* Make sure that any antivirus/firewall/proxy between, or on, the client and server is open. Also, ensure
that both the testing client and the TSM are whitelisted.

Note: See Network Requirements for Testing Computers in Volume I: Introduction to Online Testing to
verify what should be allowed, whitelisted, and unblocked.

* Try setting the proxy settings manually.

e Verify that no other Web servers are running. Check whether a Virtual Machine (VM) is being used to
host the TSM. Make sure no other VMs on the server are running a Web server on ports 8080 or 8443
(or whatever ports you used when you set up the TSM).

Page 230



The System
Readiness Check

Resolving System Readiness Required Tests (cont.)

Issue 8. TSM Response Caching Error

The TSM server has not transmitted all of its stored responses. This test fails if there are stored student
responses that have not been transmitted.

Note: Students cannot log in if there are stored responses in the TSM.

1. Start the TSM.
2. Seclect Response Caching—Unsent Responses.
3. Verify whether there are unsent tests and click Transmit Responses if there are.

Issue 9. TSM Version Error

The TSM is not the latest version. You must uninstall the old version and install the latest version.
1. Uninstall the TSM (see Volume II: Testing Site Manager (TSM) ) and verify that it was uninstalled
correctly.

2. Install the TSM from the WIDA Assessment Management System (see Volume II: Testing Site Manager
(TSM)).

3. Rerun the System Readiness Check (see “Using the System Readiness Check” on page 223) to verify
that the TSM is the latest version.

Issue 10. Client Version Error

The client software (INSIGHT) is not the latest version. You must download the latest version (if you are
prompted to update your software, click Update).
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Testing Audio
Use the System Readiness Check Test Audio test to determine whether the testing device is configured
correctly for the audio portion of online testing. The testing device must meet the following audio
requirements:
* The device must have one or more audio channels.
* The device must be able to play MP3 audio files.
* The device must have a microphone installed.
Note: Only one microphone should be enabled on the student’s device during testing.

* The microphone and any peripheral devices must be able to capture and record audio at an 8-bit, 22 khz
sample rate or higher to ensure reasonable recording quality and playback results.

System Information
Client Version Configuration Source Installation Directory
8.0.0 Device Toolkit C:\Program Files (x86)\DRC INSIGHT Online Assessments (SQA)
Machine Name User Name OS Level 0S Version
PLYLT12352 ebarney Microsoft Windows 7 Professional Service Pack 1 (build 7601), 64-bit 6.1
Response Caching TSM Cunn;::lcalh::g L) ‘Content Caching TSM Connection con::e::'rf;:::‘r"gntsm
https://4dd58b0a-legacy-sqa.dre- Ves https://4dd58b0a-legacy-sqa.drc- Yes
centraloffice.com:8443/ centraloffice.com:8443/
':,'::f Device ID Device Toolkit Organizational Unit and ID District School
TSM AK-SQA (onsite) DRC Use Only - Sample District DRC Use Only - OTT Sample
KIb2WHJIKN (XkCpORCzm) AK School
Required Test List
Status Test Name Details

° Screen Resolution Details

° Internet Connection Details

o RAM Details

(v] Audio Capability Details

° 0OS Level Details.

° User Agent Details

° Response Caching TSM Connection Details

° Response Caching TSM Status Details

o Response Caching TSM Version Details

° Content Caching TSM Connection Details

° Content Caching TSM Version Details

Load Results Execute Tests . TestAudio Exit
Copyright ® 2017 Data Recogpifion Corporation.

Click Test Audio to verify that the audio
portion of the testing device is working. You
must have a microphone configured and
attached to the device to run this test.
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Readiness Check

Testing Audio (cont.)

If the device is configured correctly for audio testing, the
following page appears. Follow the directions and use the
device’s microphone to verify that you can record testing
information correctly.

Note: Students will complete this same test at the start of
the speaking assessment.

S

You will need to record your answers to this test using a microphone. Follow
these steps to test your microphone.

= 1. Click the Record button.
2. Please say your name and your school's name into the microphone. Then
click the Stop button.
3. Yourrecording will play back to you. You should hear what you said.
o If you did not hear what you said, click the Try again button.
o Ifyou heard what you said, click the | heard my recording button.
o Ifyou tried again and still did not hear what you said, raise your hand.

m

® Record )
Voice Capture
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Readiness Check

Testing Audio (cont.)

—

You will need to record your answers to this test using a microphone. Follow
these steps to test your microphone.

Click the Record button.
Please say your name and your school's name into the microphone. Then

click the Stop button.

Your recording will play back to you. You should hear what you said.

o If you did not hear what you said, click the Try again button.

o If you heard what you said, click the | heard my recording button.

o If you tried again and still did not hear what you said, raise your hand.

Audio recording is not supported by your device.

Raise your hand, and click the "Exit" button to Exit and Close the test.

—

If the device is not configured correctly for audio testing,
this message appears. You must configure the testing
device correctly before you can use it for online testing
(see “Troubleshooting Audio” on page 235).
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Readiness Check

Troubleshooting Audio

If a testing device is not passing the System Readiness Check Test Audio test, try performing some or all of

the following steps to troubleshoot the situation.

Windows Part I: Verify that the microphone is plugged in and set up for the device.

1. On a Windows computer, select Control
Panel-Sound and select the Recording tab.

ou =)
] s s conaipane »
saect
=
L
-
7o petoos [ AVt oy
Cl rive Encryption |3l Color Management By configuration Manager
ime ‘@ Default Programs [l Desktop Gadgets
d Printers B oisplay @ Eose of Access Center
Lz eelbea D) (Rempen jons A Fonts :.[ Getting Started
e ] [ o )
: Intel(R) Graphics and :
__ — tions B o Internet Options
&) sava <> Keyboard ;i"vz";'””da‘“"d (&) tenovo HD Audio Manager
= Location and Other - P &k Network and Sharing
> { .
52 o B Mail (32-bit) P Mouse Ly o

Notification Area Icons
=

‘Q Power Options

P Region and Language
@ Sync Center

B TRUnsual

& windows Firewal

- Performance Information
and Tools

| Programs and Features

>

&% system

RemoteApp and Desktop
Connections

82 user Accounts

¥ Windows Update

B rersonalization

Q QuickTime (32-bit)
@ sound N

L, Taskbar and Start Menu

3 windows Cardspace

&} Phone and Modem
A
) speech Recognition

Troubleshooting

89 windows Defender

Recovery

|3

% Sound

2. Verify that the microphone you are
using is the default device. If it is not
the default device, select it, right-click,
and select Set as Default Device.

| Playback| Recording |Sounds ICommunitBh'ons|

Select a recording device below to modify its settings:

e,

" 4
n r!]

=)

=~

” t._'

Headset Microphaone
labra PRO 9450
Default Device

k

Microphone
Realtek High Definition Audio
Mot plugged in

Line In
Realtek High Definition Audio
Mot plugged in

Verify that the microphone is
picking up sound. The level bar
should fill in with green as the
microphone picks up louder input.

H Cancel l

QK Apply
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Readiness Check

Troubleshooting Audio (cont.)

Windows Part Ill: Adjust the volume on the headset and the testing device.

1. With the microphone you are using 2. Select the Levels tab and move the
selected, click Properties. Headset Microphone slider to the right.
rﬁ Headset Microphone Properii_;s- M
| General IListen | Levels |Advanr_edi
Headset Microphone
(1 <3048
|
[ oK J | Cancel Apply e T

L

/D

3. Adjust the volume slider on
the testing device.

©

Flier
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Readiness Check

Troubleshooting Audio (cont.)

Windows Part Ill: Uninstall and reinstall drivers and software.

1. Go to your microphone vendor’s website and try uninstalling and
reinstalling the microphone’s drivers and other software.

2. Try updating your computer’s microphone drivers.

3. Fr_om the Recqrding tab, §elect the 4. Click the drop-down menu to verify
microphone, click Properties, and select that your microphone is at a 22,050 Hz
the Advanced tab to verify that your sampling rate or higher.

operating system software and microphone
recording quality are at an appropriate level.

"% Sound [ % T] "% Sound \ =]
Playbadk | Recording |Sounds ICommunimﬁopﬂ Playbadk | Recording |Sounds ICommuniﬁh’onsi \
Select a recording device below to modjfy its settings: Select a recording device below to modify its settings: \ ‘
-2 Line In Properties ﬁ -7 Lineln Pmperties‘_- \ M
| General I Listen I Levels | Advanced | General I Listen I Levels | Advanced | \
\

Default Format Default Format

Select the sample rate and bit depth to be used when running Select the sample rate and bit depth to be used when runnin

in shared mode. in shared mode.

|2 channel, 16 bit, 43000 Hz DVD Quality) - 2 channel, 16 bit, 43000 Hz (DVD Quality) +|

2 channel, 16 bit, 3000 Hz (Telephone Quality]
2 channel, 16 bit, 11025 Hz [Dictation Quality)
E2 channel, 16 bit, 16000 Hz (Tape Recorder Quality)
2 channel, 16 bit, 22050 Hz [AM Radio Quality)
2 channel, 16 bit, 32000 Hz [FM Radio Quality)
2 channel, 16 bit, 44100 Hz (CD Quali
2 channel, 16 bit, 43000 Hz [DVD Qualif

Exclusive Mode

EIA”OW applications to take exclusive cantrol of this device

Give exclusive mode applications priority

Restore Defaults Restore Defaults

o) [ ] [y

[ Ok _] I Cancel ] [ Apply ] |
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Troubleshooting Audio (cont.)
Mac (OS X/macOS) Part I: Verify that a microphone is plugged in and set up for the Mac.

1. On a Mac computer, hold down the Option button and
click the Speaker icon in the toolbar.

o Wed 9:06 AM SOQAT

Output Device:
v Internal Speakers

Input Device:
v Internal microphone
Line In

Sound Preferences...

l

2. From the drop-down menu that appears,
select Sound Preferences....

Babo Sound
|4 = || Showan | (a )

+ Sound Effects  Qutput m

Select a device for sound input:

Hame Type

Internal microphone Built=in
Line In Audio lime-in port

Settings for the selected device:

o e §, N e 4

putleve: BRABBDT T TN 7 BRW

™ use MHEMW 7)
e

Output wolume: ‘ = )

[ show volume in menu bar

3. Verify that your microphone is selected and that the
Input level bars fill as you talk into the microphone.
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Troubleshooting Audio (cont.)
Mac (OS X/macOS) Part Il: Adjust the volume.

1. On a Mac computer, hold down the Option button and click
the Speaker icon in the toolbar.

" Wed 9:06 AM SOQAT

Output Device:
v Internal Speakers

Input Device:
v Internal microphone
Line In

Sound Preferences...
BNSIG

2. From the drop-down menu that appears,
select Sound Preferences....

BDo Sound
|4 =] [ Showan | (@] )

+ Sound Effects  Qutput m

Select a device for sound input:

Hame Type
Internal microphone Built=in
Line In Audio line-in port

Settings for the selected device:

e §, ————— i

nputfeve: BROBRAC DD ONORTT
 Use amblent noise reduction

Output wolurme: ‘ - : ‘ﬂ) | Mute

[ Show volume in mena bar

3. Move the Input volume slider to the
right to increase the input volume.
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Introduction

B About This
Guide

Important
Information

This user guide is part of a multi-volume set that describes how to
configure, install, manage, and troubleshoot the DRC INSIGHT
Online Learning System, or DRC INSIGHT. This volume, Volume V:
Troubleshooting, describes tools and testing information to help you
troubleshoot your testing environment and verify that it is ready for
testing.

This guide discusses how to use some of the testing tools, including Test
Practice and the Monitor Verification Test. In addition, the guide explains
the various error messages that you may encounter while working with
the Testing Site Manager (TSM), the Central Office Services - Device
Toolkit, and INSIGHT, and it provides information to help resolve them.
This guide also describes the Capacity Estimator and contains Frequently
Asked Questions (FAQs), Hints and Tips for online testing.

(1) Important: Throughout this user guide, the Information icon ((1))
indicates important information or crucial tips.
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Working with INSIGHT

B What's
Covered in
This Section

Test Practice

The Monitor
Setting Verification
Test

The Capacity
Estimator

This section describes Test Practice, the Monitor Setting Verification
Test, and the Capacity Estimator. These are tools that you can use to help
prepare for and become familiar with the online testing environment.

This topic describes the series of sample test directions and questions that
introduce students to the testing tools and online testing environment.

This topic describes the Monitor Setting Verification test, which is
available in WIDA Assessment Management System (WIDA AMS) and
helps you determine whether the monitor settings for the testing computer
are configured for optimal testing.

This topic describes the Capacity Estimator, a tool that you can download

to help you estimate test loading times as well as the time required for a
testing computer to save a test response and retrieve the next question.
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Test Practice is a set of sample test questions that introduces students to the tools available during testing
and prepares them for online assessments. This training allows students to try the features of the testing
software before the actual test.

Test Practice

Test Practice is not designed to cover the test content: the goal is to instruct the student about using the
testing application, not to assess skills. The Test Practice questions demonstrate the features of the testing
environment and the Test Practice tests are not scored.

Testing Coordinators should review the Test Practice before the students begin the test administration.
Test Administrators (TAs) should also review the Test Practice at least once. All students who will be
testing online should have at least one opportunity to review the Test Practice for each domain for their
grade-level cluster.

To try Test Practice, do the following:

1. The first step depends on the type of testing device.

* From a Windows computer, select All Programs—DRC INSIGHT Online Assessments—DRC
INSIGHT Online Assessments (or click the DRC INSIGHT Online Assessments desktop
shortcut).

e From a Mac (OS X or macOS), select Applications—DRC INSIGHT Online Assessments—DRC
INSIGHT Online Assessments.app (or click the DRC INSIGHT Online Assessments desktop
shortcut).

* From a Linux computer, the first step also depends on the version of Linux.
For Linux versions 14.04 and 16.04, select opt/DRC INSIGHT Online Assessments/DRC
INSIGHT Online Assessments.

For Linux versions 18.04, select opt/DRC INSIGHT Online Assessments/DRC INSIGHT
Online Assessments, click the Show Applications button at the bottom left of the screen, and
click the INSIGHT App.

* From an iPad device, press DRC INSIGHT to start the INSIGHT App.
* From a Chromebook device, click the INSIGHT App.

2. When INSIGHT launches, if you configured a single testing program, the main page for that testing
program displays. If you configured more than one testing program, a page displays that you can use
to select the testing program. After you make your selection, the main testing page displays. From the
main testing page, click or select Test Practice.

3. Select a domain by clicking on it.
4. Enter the username and password provided on the screen and click Sign In.
5. Follow the instructions on the screen to take the practice tests and use the test tools.

Note: There are no restrictions for accessing Test Practice. Students are allowed to access it as often
as necessary.
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The Monitor Setting Verification Test

You can access the Monitor Setting Verification test from the Technology Downloads page of the WIDA
AMS by clicking Monitor Setting Verification (the test also displays after you sign in to start a test).

When you access the test, a screen similar to the one shown below displays to help you determine whether
the monitor is set up correctly to display the online tests. If you do not see three shaded circles on the
monitor display, a student testing will have difficulty answering some of the online questions. To resolve the
problem, you must modify the brightness and/or contrast settings for the testing computer’s monitor until
three circles display clearly.

Use the image below to check if the
computer screen i1s set up correctly. You
should see three circles. If yvou do not
clearly see three circles, please contact
vour district technology coordinator or
reference the Monmnitor Settings section of
the Technical User Guide.

Page 246



Working with INSIGHT

There are many ways to change the contrast or brightness of your display depending on the operating
system, the computer, the graphics card, and the type of monitor you are using. The following are some
ideas to try to change the contrast or brightness. For a specific hardware configuration, you also can try

“ . ‘. 2

searching the Internet using a search such as changing the contrast for operating system “x”’ or monitor “y.

Changing the Monitor’s Contrast or Brightness

Windows Operating System

* On a laptop computer, look for a half-white/half-black circle on the keyboard. This function key changes
the contrast.

* On a desktop computer, look for an option on the monitor or in the monitor menu to change the contrast
and brightness.

* Identify the type of graphics card—NVIDIA, Intel, or ATI—and locate options for your graphics card
from the Control Panel: Control Panel-System Properties—graphic cards tab.

* Locate a menu called Monitor Settings, Color, or Graphic Settings and change the contrast (be sure to
check Advanced Settings). If you can’t find a Contrast option, look for Gamma, Saturation, or Hue.

* Right-click on the desktop to bring up menu options for Intel and ATI cards.

Note: ATI’s menu option is called Catalyst Control Center; Intel’s option is called Intel Graphics Media
Accelerator Driver.

* Select the folder c:\Program Files\graphics card, where graphics card is Intel, NVIDIA, or ATI.
Mac (OS X or macQS)

* To change the brightness, use the keyboard buttons or select Apple button—System Preferences—
Accessibility—Monitor and use the Change the Brightness slider.

» To increase the contrast, use the following key combination:
Command key + Option key + Ctrl key + . (period)

* To decrease the contrast, use the following key combination:
Command key + Option key + Ctrl key +, (comma)

Linux

For monitors for Linux desktop computers, check the settings in the Monitor menu options.

iPad Devices

For iPad devices, refer to your iPad documentation.
Chromebook Devices

For Chromebook devices, refer to the Google Chrome help or documentation.
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B The Capacity The Capacity Estimator is an Excel spreadsheet file that you can
Estimator download to estimate the following times:

* The time it will take to initially download the test engine based on the
number of students testing.

The test engine is software that is automatically downloaded at the
start of a test to help manage the delivery of the test.

* The time a student will wait for a test to load, plotted against the
number of students who start testing at the same time.

* The time required for a student to receive the next test question, for
both writing and non-writing tests, when the student is finished with
a question (the time required for the testing computer to save the test
response and retrieve the next question).

The following is a summary of the process of downloading and using the

Capacity Estimator to estimate testing speeds:

1. Download the Capacity Estimator from the WIDA Assessment
Management System (WIDA AMS).

2. Verify with your Internet Service Provider (ISP) or other technical
source the ISP connection speed of the testing computer and your
local area network (LAN) connection speed.

3. In the Capacity Estimator, enter the number of students testing at the
same time, the numbers from Step 2, and your estimate of the amount
of bandwidth that is available for testing.

4. Use the Capacity Estimator to review the results.

This process is discussed in detail on the following pages.
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Using the Capacity Estimator

To download and use the Capacity Estimator to estimate your testing response times, perform the following
steps from a computer you plan to use for testing.

DRCINSIGHT  WIDA Assessment Management System

All Applications

Anncuncements | Documents | Sample items | Technolegy Downloads | Test Demo
\

1. Navigate to WIDA AMS website at https://wida-ams.us, log
on, open the All Applications menu bar, and select General
Information—Technology Downloads.

Technology Downloads \

4 Technology Downloads allows the user to access and download secure resources needed for online testing.

Technology Downloads.

DRC INSIGHT Pad
Tre DAC INSIGHT P 29 & o

able from the Apple App Siore. Se=rch for DRC INSIGHT,

nline.

Assesments #pplation URL

B

R

=3280
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2. From the Technology Downloads page, locate the Capacity Estimator and
click the Download icon (&]). Depending on the browser you use, a dialog
may display that you can use to specify a location to download the file.
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Using the Capacity Estimator (cont.)

3. Open the Capacity Estimator you downloaded in Steps 1 and 2, and enter the number of students
who will start testing at the same time, the ISP connection speed, the LAN connection speed, and
the percentage of bandwidth available for testing (use your best estimate—typically, 100% minus the
amount being consumed by activities other than testing).

Note: You also can specify different values for the Average Form Size, Average Response Size,
and Average Item Size fields. Use the following estimates for the average size of each test type.

Type of Test | Domain Average | Average Average Item
Form Size | Response Size |Size

Fixed-Form | Writing (handwriting response) 1 MB 1 KB 1.5 MB
Writing (keyboarding response) 1 MB 25 KB 1.5 MB
Speaking 1 MB 1.5 MB 1.5 MB

(80 KB slices)

Computer Listening 1 MB 20 KB 1.5 MB

'(“g:%“’e Test [ Reading 1 MB 20 KB 1.5 MB

Note: As the complexity of test content and responses increases, more bandwidth is required.

Q,E,Egﬁ!,—’:g@ WIDA Capacity Estimator
Average Form S&zel_ll IWI
Average Response S'Lze Avg Time to Download Test Engine  1.97 Seconds
Average Item S'aze Average Form Download  0.54 Seconds
Number of Students Testing at a Time 20| Average Wait Between Writing Iltems  0.17 Seconds
Internet Service Provider Connection Speed{Mhps] Average Wait Between Non-Writing Items ~ 0.44 Sliconds

Local Area Network (LAN) Connection Speed| (Mbps)
Percent of Bandwidth Available for Testing

8
g
£

0 2 30
NUMBER OF STUDENTS TESTING

Imygortant: The Capacity Estimator can only provide an estimate—it cannot factor in all possible
variables and possible network traffic that can impact performance.

The Capacity Estimator numerically displays
The Capacity Estimator displays the information for all of the students testing (rounded
results graphically for up to fifty students. to hundredths of a second) above the graph.
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Using the Capacity Estimator (cont.)

The dark green Avg Time to Download Test Engine line indicates the time (in seconds) a
student will wait for the test engine to download as he or she logs in for testing. This time is
plotted against the number of students who start testing at the same time.

N

AN
DRCINSIGHT" WIDA Capacity Estimator
Average Form Size IWI
Average Response SizeEl NKB | Avg Time to Download Test Engine  1.97 Seconds
Average Item Size m Average Form Download  0.54 Seconds

Number of Students Testing at a Time

Internet Service Provider Connection Speed| 1000)(Mbps)

Local Area Network (LAN) Connection Speed{Mhps]
Percent of Bandwidth Available for Testing%

Average Wait Between Writing Items  0.17 Seconds
Average Wait Between Non-Writing Items  0.44 Seconds

Writing ltems

s Average Wait
Between Non-
Writing ltems

TIME (SECONDS!

Average Form
Download

20 25

NUMBER OF STUDENTS TESTI

Important: The Capacity Estimator can onhyprBvide an estimate—it cannot factor in all possible
variables and possible netWork traffic that can impact performance.

The gold Average Form Download line indicates the time (in
seconds) a student will wait for the a test to load after he or she clicks
Select the Test. This time is plotted against the number of students
who start testing at the same time.
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Using the Capacity Estimator (cont.)

The blue Average Wait Between Non-Writing Items line indicates
the time (in seconds) a student will wait for the next item in a
non-writing test to load. This time is plotted against the number of
students who start testing at the same time.

AN

DRCINSIGHT" WIDkﬁapacity Estimator
Average Form Sizel_ll IWI

Average Response Size Avg Time to Download Test Engine
Average ltem Size Average Form Download

Number of Students Testing at a Time Average Wait Between Writing Items
Internet Service Provider Connection Speed| 1000)(Mbps) Average Wait Between Non-Writing ltems

1.97 Seconds
0.54 Seconds
0.17 Seconds
0.44 Seconds

Local Area Network [LAN) Connection Speed{Mhps]
Percent of Bandwidth Available for Testing%

-
g
-

Ay Time to
Download Test
Engine

Writing ltems

==fverage Wait
Between Mon-
Writing ltems

Average Form
Download

20 5 30
NUMBER OF STUDENTS TESTING

Important: The Capacity Estimator can only provide an g#fimate—it cannot factor in all possible
variables and possible network traffigsfiat can impact performance.

ver. 4 0a

The red Average Wait Between Writing Items line indicates the
time (in seconds) a student will wait for the next item in a writing test
to load. This time is plotted against the number of students who start
testing at the same time.
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B What’s This section contains a list of frequently asked questions (FAQs), as well
Covered in as helpful hints and tips, regarding configuring, installing, and using DRC
This Section INSIGHT and the Testing Site Manager (TSM) software. The questions

and answers are technical in nature and cover the following environments:

¢  Windows

*  Macintosh (OS X or macOS)

* Linux

* 10S (iPad devices)

*  Chrome OS (Chromebook devices)

The FAQs and Hints and Tips subsections are divided into various
categories. In addition, the Common Technical Questions and Answers
subsection covers the common technical support issues you may
encounter and provides tips, techniques, and workarounds to resolve
them.
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B General
Questions

Q1:

Q2:

Q3:

Q4:

Is the TSM in the Mac environment a true service that runs
when no one is logged in to the server?

It is a true service; it runs using the “Launchd” capability of OS X.

If our TSM “goes down” or is unavailable, will a test
automatically bypass the TSM, or are we stuck until the TSM is
running again?

If the TSM goes down, testing stops. If the computers are configured
to use a TSM, the TSM must be available.

Is there a way to provide failover TSM service or a quick way to
redirect service if a server fails during the testing window?

Because the TSM is configured using Central Office Services -
Device Toolkit configurations, it is possible to quickly switch TSMs
if necessary. To do so, specify the location to the new TSM in the
configuration using the Central Office Services - Device Toolkit
and restart INSIGHT on the device. When INSIGHT starts, it
automatically uses the new TSM location.

Do we use an .msi file for installation?

The INSIGHT and TSM installation file types vary by operating
system:

e The Windows version uses an .exe file for the TSM and an .msi
file for INSIGHT.

* The Mac (OS X or macOS) version uses a .dmg file for the TSM
and a .pkg file for INSIGHT.

e The Linux version uses a .sh file for the TSM and a .deb file for
INSIGHT.

» The 10S version uses an App Store app and a .plist file for
INSIGHT.

* For Chrome, the INSIGHT App ID and URL is contained in a
.txt file.
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B General Q5: Iremoved the TSM and reinstalled it, but I still can’t seem to use
Questions it. What should I do?
(cont.) A:  Verify that the uninstallation process removed the TSM installation

folder. On a Windows 7 machine (64-bit), the folder is C:\Program
Files (x86)\TestingSiteManager. If this folder still exists after you
remove the TSM, delete the folder before you reinstall the TSM.

Q6: Do we have to have a TSM server in each school, or can it
be on a shared district server? If so, which approach do you
recommend?

A: It depends on your network’s capacity and reliability. With a
dedicated TSM server you can offload about 50% of the traffic from
the Internet to your TSM.

Because student computers need uninterrupted connectivity to the
TSM, we recommend one TSM per school. But, you may be able
to share a TSM if you have enough network capacity (see “The
Capacity Estimator” on page 248).

Q7: Do we need to go to each student’s computer to enable automatic
updates?

A:  No. Just remember to enable automatic updates when you configure
the device in the Central Office Services - Device Toolkit (see
Configuring an ORG Unit TSM and Specifying INSIGHT Software
Updates in Volume III: Configuring Devices for Testing). After
installation, INSIGHT automatically checks for software updates and
installs them whenever it is launched.

Q8: How are test responses received?

A: It depends on whether a TSM is installed and configured for response
caching, which is only applicable to the Writing domain for WIDA.

» Ifresponse caching is configured for the TSM, Writing test
responses are sent to the TSM and then to DRC.

» Ifresponse caching is not configured for the TSM, Writing test
responses are sent directly to DRC.
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B General
Questions
(cont.)

Q9:
A:

Q10:

How do I test that a TSM is working?
Start the System Readiness Check on a testing computer.
To confirm that the TSM is being used, do the following:

1. Verify that the TSM settings are showing up in the System
Readiness Check.

2. Click Execute Tests in the System Readiness Check.

3. For content caching, check the results for Content Caching TSM
Connection, Content Caching TSM Status, and Content Caching
TSM Version.

These results tell you whether the testing client is set up correctly
to work with a TSM. Verify that a TSM is being used and check
the test details for more information.

4. Click the desktop shortcut for DRC Online Assessments, select
Test Practice, sign in, and take a training test to verify that you
can connect to the TSM.

Can we install INSIGHT on one central server/computer and
use shortcuts or other links to share it for testing across different
machines?

No. DRC assumes that INSIGHT is installed on each computer that
will be used for testing. Any other configuration is unsupported and
may produce unexpected results.
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Common Technical Questions and Answers

This section describes detailed resolutions to common technical support issues you may encounter, as well
as tips, techniques, and workarounds to resolve them.

Question: How do I update test forms in a TSM?

To update your test forms, do the following:

1. Open the TSM by pasting the following URL into a browser:
https://localhost:8443/

Note: The string localhost only works in this URL if you are using a browser on the computer where the
TSM is installed. To access the TSM remotely, change localhost to the IP address or server name of the
computer where the TSM is installed.

2. If the status of any content changes to Out of Date, click the Update Content button.

3. When an update starts, the Content Update page displays information regarding the update process. After
you read the information, click OK.

It can take a while for the TSM to update. During the update, a progress bar displays to indicate the
status of the update. Wait for the screen to refresh and all of the content to display the status Up to Date.

(1) Important: No testing should occur during the test content update process.
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FAQs

Common Technical Questions and Answers (cont.)
Question: Can we mass deploy DRC INSIGHT to all student computers?

Yes, but the details vary depending on which technology you use for deployment (make available for use)
and the operating system to which you deploy the software. Basically, you can configure the installer using
arguments when you deploy it in a non-interactive mode (also know as silent mode). For technical details,
see Modifying the Setup File.

Modifying the Setup File

You can modify the DRC INSIGHT Setup.msi installation file to install your software on many machines

using different installation settings. To modify the file, you need the ORCA installer package from the
Windows SDK for Windows Installer Developers. This package is available at the following location:

https://docs.microsoft.com/en-us/windows/deskto

/msi/orca-exe

After installing the Windows SDK Components for Windows Installer Developers, double-click on
Orca.msi to install the Orca.exe file.

To modify the setup file, do the following:

1. Start Orca.

. .
2. Select File-Open and open the MSI installer.
3. Select Property—Table to open the Property table (see the figure below). Make all of your changes in
this table.
ST i W h = ==
File Edit Tables Transform Tools View Help
D & 2w
Tables + | Property VYalue
Error ButtenText_Cancel Cancel
EventMapping ButtonText Decline &Decline
Feature ButtonText_Exit &Exit
FeatureComponents ButtonText_Finish &Finish
File ButtonText Ignore &lgnore
Icon ButtonText_Install &lnstall
IniFile ButtonText_ MNext BiNext >
InstallExecuteSequence ButtonText_Mo &No
InstallUISequence ButtonText_OK oK B
LaunchCondition ButtonText_Remove &Remove
ListBox ButtonText Repair &Repair
ListView ButtonText_Reset &Reset =
LockPermissions F ButtonText_Resume &Resume
Media ButtonText Retry &iRetry
MsiDigital Certificate ButtonText_Return &Return
MsiPatchCertificate ButtonText Ves aVes i
I Patch CONTENTCACHE
|| PatchPackage CONTENTCACHEEMABLE false
CTRLS 2
RadioButton CompleteSetuplcan completi
RegLocator £|| CtrlEvtChanging Changing
Registry CtrlEvtRemoving Removing
RemoveFile CtrlEvtRepairing Repairing
Shortcut CtriEvtchanges changes
| Signature CtrlEvtremoves removes
TextStyle CtrlEvtrepairs repairs
| UlText CustemSetuplcon custicon
Upgrade DESKTOPHOVER DRC INSIGHT
l _Validation = DESKTOPMNAME WA Online Assessments a
! Tables: 51 Property - 123 rows No column is selected.

Figure: Property Table
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Common Technical Questions and Answers (cont.)

4. The following are the different properties you can change. To make a change, double-click on the value
of the property, enter your value, and click Enter.

(1) Important: Make sure that there are no spaces before your input. Do not put spaces in front of any
attribute that you modify.

oulds
This is the alphanumeric ORG Unit ID generated by the Central Office Services - Device Toolkit.
httpsproxy

This is the URL and secure port of the proxy host server. Depending on your configuration, this URL
can start with either http:// or https://.

5. After you make your changes, save the file and overwrite the original DRC INSIGHT _Setup.msi file.
Silent Install Example

The following example shows the syntax you would use to install INSIGHT silently (non-interactively) in
Windows 7.*

DRC_INSIGHT_Setup.msi /gn

Silent Uninstall Example

The following example shows the syntax you would use to uninstall INSIGHT silently (non-interactively) in
Windows 7.*

msiexec /x DRC_INSIGHT_Setup.msi /qn

*For Microsoft Windows 8, use /qb instead of /qn.
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B Capacity
Estimator
Questions

Q1: What is the Capacity Estimator?

A:

Q2:

The Capacity Estimator is an Excel spreadsheet file designed to

help districts and schools estimate the time it will take students to
download tests initially and move to the next question after they send
a response. These time estimates are based on the following:

» The site’s knowledge of the speed of their internal network

* The calculated estimated speed of the external network connection

to DRC

* The estimated number of students testing concurrently and the
estimated percentage of bandwidth available for use

This tool helps sites plan their testing more effectively based on
factors such as the current network traffic, the number of students
testing at the same time, and the type of test: writing or non-writing.

What does the Capacity Estimator estimate?

The Capacity Estimator estimates the following time values.

Value Estimates

Avg Time to Download | The average time the student will wait for

Test Engine INSIGHT to download as they log in for testing.
Avg Fixed Form The average time required to download a
Download without fixed-form test without content caching.
Content Caching

Avg Fixed Form The average time required to download a

Download with Content
Caching

fixed-form test with a TSM and content caching.

Avg Wait Time Between
Fixed Form Items

The average time required to save a response and
load the next question for a fixed-form test.

Avg CAT Form
Download with Content
Caching

The average time required to download a CAT
test with a TSM and content caching.

Avg CAT Form The average time required to download a CAT
Download without test without content caching.

Content Caching

Avg Wait Time Between | The average time required to save a response and
CAT Items load the next question for a CAT test.
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B Capacity Q3: What information does the site have to supply?
Estimator A:  The site needs to supply four numbers:
Questions , . ,

(cont.) 1. The Internet Service Provider connection speed®

2. The Local Area Network (LAN) connection speed@

(for numbers O @, see the figure below)

of o £,
° Router ’G)_-..
NG

| PR G)ess s -~/ MRt N cocssaniss -

Router

Student Workstation

Figure: Testing with a TSM

Note: Test responses are sent directly through the Internet to
DRC (unless response caching is configured and the Internet is
unavailable).

3. An estimate of the percentage of bandwidth that is currently
available for testing

Because testing is probably not the only process running on your
LAN and Wide Area Network (WAN), each site must estimate
how much capacity these other processes are consuming, subtract
that estimate from 100, and enter the result in the Percent of
Bandwidth Available for Testing field.

4. An estimate of the number of students who will be testing at the
same time

Q4: Are these estimates for each student or for all students testing?

A: The average form download times estimates the time required to
download a test that each student will experience if a// students
start testing at the same time. The average wait between item times
estimates times for individual students because students finish
questions at different times.

Note: The calculations represent conservative estimates. The
Capacity Estimator can only provide an estimate; it cannot factor all
possible variables, including network and Intranet traffic, that can
impact performance.

Page 262



B Capacity
Estimator
Questions
(cont.)

Qs:

Q6:

Q7:

Is it possible to arrive at different estimates for these numbers
using other software tools?

Yes. Some software tools might connect to servers that are different
distances away and use different Internet paths to reach those
Servers.

Note: The Load Simulation Tool is designed to simulate DRC’s
testing traffic.

What does “number of students testing at a time” mean?

The number of students testing at a time is the number of students in
your school or district network who will download tests at roughly
the same time (students who will start testing within a few seconds
of each other). All students do not start a test at the same time, so this
number is really used to estimate what would happen at maximum
load (for more information, see the next question).

Could you provide examples of how we would use the Capacity
Estimator?

Yes. First, assume that 20 students are testing at the same time, with
an Internet Service Provider connection speed of 1000 Mbps, a LAN
connection speed of 300 Mbps, and 50% of the total bandwidth
available. According to the Capacity Estimator, the following are the
time estimates:

* The Avg Time to Download Test Engine (the time the student
will wait for INSIGHT to download as he or she logs in for
testing) 1s 1.97 seconds.

* The Average Form Download time is .54 seconds.

* The Average Wait Between Writing Items (the time required to
save a response and load the next Writing test question) is .17
seconds.

* The Average Wait Between Non-Writing Items (the time required
to save a response and load the next test question for tests other
than Writing tests) is .44 seconds.
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B Capacity
Estimator
Questions
(cont.)

Now, assume that the number of students testing at the same time
is increased from 20 to 50 (see the note below). According to the
Capacity Estimator:

* The Avg Time to Download Test Engine (the time the student
will wait for INSIGHT to download as he or she logs in for
testing) is 4.85 seconds.

* The Average Form Download time is 1.34 seconds.

* The Average Wait Between Writing Items (the time required to
save a response and load the next Writing test question) is .41
seconds.

* The Average Wait Between Non-Writing Items (the time required
to save a response and load the next test question for tests other
than Writing tests) is .69 seconds.

Note: Although you can increase the number of students testing
at the same time to a number greater than 50, for calculation
purposes, the Capacity Estimator displays results visually for a
maximum of 50 students.
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Simulation
Testing
Questions

Q1:

Q2:

What is the Load Simulation Tool?

It’s a software tool that Technology Coordinators can use to perform
load simulations that help estimate the amount of time it will take to
download tests and upload responses.

1) Important: Enable load simulations only when you are actually
conducting a load simulation test using a TSM and a set of student
testing devices. Prior to actual student testing (when students are
logging in and taking tests), disable load simulations for the TSM (see
Working with Locations in Volume III: Configuring Devices for Testing
for more information).

How many testing devices should we use for a simulation? Can
we use just one?

DRC recommends that you include all of the schools and all of the
computer labs that will perform online testing.

(1) Important: For a load simulation test, limit the number of testing
devices per TSM to 100. Attempting to perform a load simulation test
with more than 100 devices per TSM may cause the TSM to become
unresponsive. You may have to uninstall and reinstall the TSM.

Q3: How many times should I run the simulation?

A:  DRC recommends that you run the simulation three times during
your load simulation testing. Run it twice specifying the TSM as the
source for form content and once specifying DRC as the source for
form content (see Load Simulation Testing in Volume II: Testing Site
Manager (TSM)).

Q4: What metrics are reported?

A:  Aload simulation test reports the following for each testing device:

* The source for the content: TSM, DRC, or the client computer
(based on configuration)

* The amount of time it took to load the test to the testing device,
on average

¢ The time it took to submit the result to DRC
¢ The combined time for the load test and to submit the result

For more information and a description of the summary results,
see Load Simulation Testing in Volume II: Testing Site Manager
(TSM).
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B Load QS: What are acceptable results for test load and response times?
Simulation A:  As aresult of the Technology Readiness Assessments that DRC
Testing has performed, we suggest that the test load time should be less
Questions than 60 seconds. We also suggest that the Avg Submit Test time
(cont.) on the load simulation test should be less than 60 seconds.

These values are timeout limits. They are a combined time that
factors in the time required to submit each test response, the wait
time between each test question, and the time required for the
final test submission.

For a description of all summary results, see Analyzing Load
Simulation Results in Volume II: Testing Site Manager (TSM).

Districts should analyze their results to determine acceptable
response times for their students. If necessary, districts can
adjust technical configurations and/or the number of students
testing at one time.
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B iPad Questions Q1: Do linstall a TSM on an iPad or Chromebook?

A:  DRC does not support installing a TSM on iPads and Chromebooks
(refer to the Supported System Requirements for ACCESS for
ELLs 2.0 and Screener). You must install the TSM software on a
Windows, Mac (OS X and macOS), or Linux computer, and connect
to the TSM when you install INSIGHT on the 1Pad or Chromebook.

Q2: Can the DRC INSIGHT iPad app be distributed without an
MDM as an .ipa file using iTunes or other software/methods?

A:  Yes. Currently, the DRC INSIGHT App for iPads is available from
the Apple App Store. You can install the App manually from the
Apple App store to an iPad.

Q3: Does DRC recommend any particular version of Mobile Device
Management (MDM) software?

A: No, there are many versions of MDM software, any of which
will distribute INSIGHT. To configure INSIGHT using the MDM
software, you must use a version that supports the Managed App
Configuration feature (originated in 10S 7).

Q4: IsiOS 10.3 supported?

A:  No—support was discontinued in July of 2018 (refer to the
Supported System Requirements for ACCESS for ELLs 2.0 and
Screener).

QS: Is an external keyboard required for testing with iPads?

A: For WIDA testing, yes.
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B Chromebook
Questions

Chromebooks can be a secure platform for administering student
assessments. When set up properly, these devices meet K—12 education
testing standards. If configured according to Google specifications,
Chromebooks can be set to disable students’ access to browse the web
during an exam in addition to disabling external storage, screenshots,
and the ability to print. Google provides three scenarios for setting up
Chromebooks for secure assessment, detailed at the link below:

https://support.google.com/chrome/a/answer/3273084?hl=en

If you need help setting up your Google Administrator account or
enrolling Chromebooks, please contact Google directly.

Q1: Of the three secure testing scenarios provided by Google, which
one did DRC select and why?

A: DRC developed the Chromebook INSIGHT application to meet
the specifications of Google’s Scenario 1 for delivery of secure
assessments. Although each scenario prepares a Chromebook for
secure testing, DRC selected Scenario 1 where the student takes
an exam on the Chromebook using the DRC INSIGHT App in
Single App Kiosk Mode. While the student tests, the INSIGHT
App runs in a secure, full-screen mode. After the student exits the
test, the Chromebook device can be used for any purpose, secure or
otherwise—the Chromebook is only secured during testing with the
DRC INSIGHT App.

Scenario 1
DRC specifically selected Scenario 1 because:

» It is the only scenario that allows for fully secure assessment
delivery (Single App Kiosk Mode).

+ It allows the DRC INSIGHT App to communicate securely with
the TSM.

* It does not require locking down the device and dedicating it for
assessment purposes. Students can use the Chromebook for other
purposes when the INSIGHT App is not being used for testing.

» It provides students a full-screen environment (the only scenario
that does).
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B Chromebook
Questions
(cont.)

Scenario 2

In contrast, Google’s Scenario 2 includes a restricted sign-in feature
for secure assessment delivery, which assumes that the Chromebook
will be used solely for testing purposes. When this feature is enabled,
non-assessment sign on is not allowed. When this feature is not
enabled, test administrators must maintain separate student profiles—
assessment and non-assessment—to allow for additional restrictions
needed during assessment sessions.

Scenario 2 requires a higher level of administration oversight

(for example, creating accounts twice). And, it requires manual
management of security permissions making it prone to user error
that is difficult to detect. It also requires taking the test in the Chrome
browser, or manually launching a non-kiosk application (essentially
launching the user into a desktop session where they have access to
one URL). Finally, the Chromebook device must be cleared of data
(wiped) upon exiting the test.

Scenario 3

In Scenario 3, Google’s Public Session Kiosk Mode is used to limit
user access to non-assessment-related features of the Chrome OS
operating system. Using Scenario 3 negates the possibility of TSM
integration and secure content delivery due to known conflicts with
Chrome packaged Apps. In addition, there are other considerations
with Scenario 3:

* The URL and taskbar at the bottom of screen are visible. This
consumes screen space and means the test engine must scale
down the test content.

+ Students can open additional Chrome windows.

* Students can use a command line shell that allows access to
another machine.

+ Students can close the Chrome window while the test engine is
running, instead of using Pause—Exit or Review—End Test-Exit.
This could mean lost test responses.
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B Chromebook Q2: Does DRC require users to log in to each Chromebook and
Questions write down the Device ID?
(cont.) A:  No. For unregistered Chromebooks, use the Central Office

Services - Device Toolkit to create DRC ORG Units, download
the configuration file (.zip) using Chrome device management,
and upload the chromeos.json file from the configuration file
using Chrome device management. When the user starts the
DRC INSIGHT App on the Chromebook, the Chromebook will
be registered.

For Chromebooks that are already registered with the Central
Office Services - Device Toolkit, if the Central Office Services
- Device Toolkit configurations and Device IDs are still
applicable, when INSIGHT is launched it will locate the Device
ID from the Central Office Services - Device Toolkit and use
the associated configuration.

Note: The System Readiness Check (available through a link on
the DRC INSIGHT App main testing page) displays the Device
ID on the System Information page.

Q3: Why does DRC require Google Apps for Education and the
Google Administrator accounts?

A: The DRC INSIGHT Chrome App requires Single App Kiosk
mode to launch and ensure a secure testing environment on
Chrome devices. Google Apps for Education and Chrome
device management allow Chrome administrators to manage
kiosk apps for multiple Chrome devices from a central console.
This is the best approach to managing these devices in terms of
efficiency and security.

DRC assumes that users have registered their Chromebooks

as part of the initial implementation. Google specifies two
additional requirements for secure testing using any of the three
scenarios described in Q1:

*  Google administrators must use Chrome device
management to manage their Chrome devices from a single
location.

* Google administrators must enroll each device in the
school’s domain.
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H Chromebook
Questions
(cont.)

Q4:

Qs:

Qé6:

Q7:

Q8:

How is installing DRC INSIGHT different than installing other
testing applications that districts may be using?

The DRC INSIGHT Chromebook App is configured to be secure

and deployed using Chrome device management and configured

to work with the TSM using the Central Office Services - Device
Toolkit. For a different application, the process would not necessarily
use a secure App or a TSM. These processes rely on Chromebook
user account or other settings to restrict access. Since there is no
secure testing App for the Chromebook, these processes require a
workaround to secure the testing sessions.

Does the deployment or installation of DRC INSIGHT require
the Chromebooks to be dedicated to testing for the duration of
the assessment window?

No, the Chromebook device is not dedicated to testing, but the
secure DRC INSIGHT App is. The DRC INSIGHT App is the

secure testing environment that the student accesses using a unique
test ticket. After a student has finished a test and exits the DRC
INSIGHT App, the student can execute other applications and

use the Chromebook for other purposes. Test Administrators are
responsible for monitoring testing and ensuring students are properly
ending and submitting their tests.

Does Google provide a method to mass deploy secure testing
configurations to Chromebooks?

Yes, Google has a feature that allows users to “push” a secure testing
configuration using Chrome device management.

How do I configure Chromebooks to work with DRC INSIGHT?

DRC provides the Central Office Services - Device Toolkit that you
can use to configure and manage your Chromebooks after you have
registered them in your Chrome domain.

Can I use DRC INSIGHT on a touch-enabled Chromebook?

Yes, DRC supports certain touch-enabled devices (see the Supported
System Requirements for ACCESS for ELLs 2.0 and Screener).
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Hints and Tips

B General Hints
and Tips

M iPad Hints and
Tips

The following are hints and tips for testing with iPad and Chromebook
devices.

* Be sure to have a strong network connection, either Wi—Fi or direct
Internet connectivity.

* Make sure the device’s keyboard is set to US English.

* Make sure the devices are either fully charged or plugged in.

* Note that an optical drive is not required.

* Note that while you are running the DRC INSIGHT application, the
system operates in Single App Kiosk Mode.

* Remember that DRC INSIGHT displays in landscape mode only.

» Use the following finger tap/press to navigate DRC INSIGHT—Show
Version = two fingers plus three taps.

* For calculators, click the OK button versus the Return key. Using the
Return key on your keyboard will not work as an ‘Enter’ function.

» All iPad devices have a Sleep Mode setting. In Sleep Mode the screen
goes black and users can touch any key to re-activate it, or press their
home key and type in the device passcode (if applicable). The DRC
INSIGHT timeout warning is not visible when an iPad is in Sleep
Mode. To disable Sleep Mode, select Settings-General-Auto-Lock
and select Never.

Note: School iPad profiles may not permit you to set this to Never.

* Smaller graphing and dragging elements may be difficult to track
because the user’s finger covers the item.

* The pinch-to-zoom in/out iOS gesture is supported; the swipe 10S
gesture is not supported.

» External keyboards are required for all WIDA tests.

* The Audio starting point does not turn red when your finger gets close
to touching it.
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Hints and Tips

B Chromebook *  You must enroll a Chromebook in your Google domain account before

Hints and Tips using it with INSIGHT. As part of the enrollment process, Google uses
the concept of ORG Units. These are not the same ORG Units that
DRC uses in the Central Office Services - Device Toolkit.

To prepare for the Chromebook administration, please ensure that you
have enrolled all of your Chromebooks in the Google Device Manager
software. This software helps you manage your device configurations.

For more information about managing Chromebooks and setting up
your basic Chromebook environment, see the topic https://support.
google.com/chrome/a/answer/12893 14?hl=en&ref topic=2935995.

If you need help setting up your Google Administrator account or
enrolling Chromebooks, please contact Google directly.

* The Central Office Services - Device Toolkit manages the INSIGHT
portion of the Chromebook device configuration process.

*  When you use the Central Office Services - Device Toolkit to create
DRC ORG Units and group Chromebooks, DRC assigns each
Chromebook a Device ID. This Device ID is different than the serial
number of the Chromebook.

- Google uses the Chromebook’s serial number to enroll the
Chromebook in the Google domain.

- DRC uses the Chromebook’s Device ID to register the
Chromebook in a DRC ORG Unit.

To help manage and organize your Chromebooks, keep track of the
current Device ID.

*  On your Chromebook, do not log in to your Google account if you
want to access DRC INSIGHT. Because INSIGHT runs in Single
App Kiosk Mode, you cannot access it after you have logged in to a
Google account. If you attempt to start the INSIGHT App, an error
message displays indicating that you are not in Single App Kiosk
Mode. To access INSIGHT, log out of your Google account and start
the INSIGHT App.
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Hints and Tips

Google/
Chromebook
Plug-In Error

When students test using Chromebooks, the process generates
communications to both Google Chrome and to DRC. When a student
launches the INSIGHT App on the day of testing, INSIGHT attempts
to reach Google Chrome to generate a new instance of INSIGHT on
the Chromebook. If the communication to Google times out before this
happens, a plug-in error occurs.

Districts with complex content filters, peer-to-peer networking, or deep
packet inspection of Internet traffic in their network may have extra
filtering, which can delay the communication to Google on the initial
launch of INSIGHT and cause a plug-in error.

If your site experiences a Goggle plug-in error while testing with

Chromebooks, you can use the steps/questions listed below to
troubleshoot the process.

Basic Steps

B1.Reboot the device
B2.Wait for/confirm that you have a solid Internet connection

B3.Wait 30 seconds and reopen INSIGHT

Intermediate Steps

I1. Check the speedtest at betaspeedtest.net
12. Check your whitelisting
I3. Check your access point-to-student ratio

I4. Verify how the school’s WiFi policy handles “guest” (kiosk
mode) Chromebook traffic

IS. Check the connection type in Google Admin for “Direct
Connection”

Advanced Steps

Al. Check the content filter settings:

*  SonicWall and SmoothWall: Disable Deep Packet Inspection
through SSL

» LiteSpeed: Disable Decrypt SSL

* 1BOSS: Add Chromebook kiosk user exceptions. Can iBOSS
whitelist URLs? If not, can iBOSS be disabled?

A2. Check the access point brand. If Cisco Meraki, disable layer 7
p2p filtering.
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Error Messages

B What’s This section describes the more common error messages you may
Covered in encounter while installing, configuring, and using DRC INSIGHT, the
This Section Testing Site Manager (TSM), and the Central Office Services - Device

Toolkit. It also provides recommendations to resolve them.

For some messages, there are references to a more detailed description of
how to resolve the error.
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Message: A Communication System Error has Occurred

Please raise your hand and wait for help.

A system error has occurred. Please contact DRC Customer Support for assistance.
Customer Support will request the information that is displayed when you click Details.
You can copy this information and send it to DRC.

When you are ready, click OK to close this message.
Description: A system communication error occurred while a student was testing in INSIGHT.
What Should | Do? Contact DRC Customer Support. If requested, click Details to display the

troubleshooting details about this message. DRC Customer Support may request that you send this
information to DRC.

Message: Chromium OS version xxxx.xx.x is not supported by DRC INSIGHT

The version of the operating system on this testing device is not supported by the DRC
INSIGHT team.

Description: DRC INSIGHT cannot use the version of Chrome OS.

What Should | Do? Update the Chrome OS browser to version 66 or higher.

Message: Configuration Error

Contact your technical resource and provide them with the following information: DRC
INSIGHT cannot retrieve the configuration profile associated with this device because a
device can only be actively assigned to one Device Toolkit ORG Unit for a testing program.

Description: The Central Office Services - Device Toolkit is unable to uniquely identify the device
because more than one ORG Unit ID exists for the device within the same testing program.

What Should | Do? Verify that the device has been assigned to only one configuration per testing
program on the device (see Volume llI: Configuring Devices for Testing).
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Message: Configuration Not Found

Contact your technical resource and provide them with the following information: DRC
INSIGHT cannot retrieve the configuration profile associated with this device because it cannot
find the Device Toolkit ORG Unit ID which was entered incorrectly, was deleted, or was not
assigned to the device.

Description: One of the following situations has occurred:

« The Central Office Services - Device Toolkit ORG Unit was deleted after the device was assigned
to it.

» The Central Office Services - Device Toolkit ORG Unit ID was not uploaded.

* The Central Office Services - Device Toolkit ORG Unit ID was entered incorrectly.

» The Central Office Services - Device Toolkit ORG Unit ID was not set up in Chrome Management
(orin an MDM).

What Should | Do? Verify that the device has been assigned to an ORG Unit in the Central Office
Services - Device Toolkit and that the ORG Unit ID has been uploaded to this device. After you have
the correct Central Office Services - Device Toolkit ORG Unit information, click Assign Device to
ORG Unit and enter the correct ORG Unit ID (see Volume Ill: Configuring Devices for Testing).

Message: Connection Error Retrieving Content

Please contact your local IT staff to verify network connection is working. They can contact
DRC Customer Support if they need additional help to resolve the matter.

Description: The testing client is not able to connect and download the test form from DRC. This
connection error occurred while the client was trying to download the form.

What Should | Do? If the issue persists check your whitelisting on your network devices and prioritize
testing traffic. If possible allow testing traffic to bypass as many network devices as possible. Ensure
that bandwidth is not being completely consumed. If you are using a TSM, verify the whitelisting and
firewalls to and on the TSM (see Volume I: Introduction to Online Testing). Perform a content recheck
within the TSM to verify that all content downloaded.

Message: Could Not Retrieve Testing Information
Possible connection error while attempting to retrieve device configuration.

Description: INSIGHT is unable to determine the identity of the device.
What Should | Do? Check your network connection and retry. Verify that the device is registered in

the DRC INSIGHT Central Office Services - Device Toolkit (see DRC INSIGHT Central Office Services
- Device Toolkit in Volume IlI: Configuring Devices for Testing).
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A device cannot be actively registered to more than one Central Office Services - Device
Toolkit ORG Unit for the same testing program.

Message: Device Registration

Description: The Central Office Services - Device Toolkit is unable to uniquely identify the device
because more than one
ORG Unit ID exists for the device within the same testing program.

What Should | Do? Verify that the device has been assigned to only one configuration per
testing program in the Central Office Services - Device Toolkit and that one ORG Unit ID has
been uploaded to this device. After you have the correct Central Office Services - Device Toolkit
ORG Unit information, click Assign Device to ORG Unit and enter the correct ORG Unit ID (see
Volume IlI: Configuring Devices for Testing).

Message: Download of Upgrade Failed
Your upgrade failed because the download was unsuccessful.

Description: The testing client tried to upgrade but was unable to download the update.
What Should | Do? Try one or more of the following actions:

* Retry the update.
* Verify your whitelisting settings.

* Manually update the testing client.

Message: Failed to Load Device Information
A communication error occurred. Click Reload to try again or Cancel to cancel the process.

Description: Because of a network communication error, the device information was not loaded
from the Central Office Services - Device Toolkit.

What Should | Do? Wait a few seconds and click Reload to retry the process. If the network
problems persist, click Cancel and contact your network administrator (or try again later).
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Message: Guided Access is Not Enabled
Please raise your hand and wait for help.

Description: Guided Access must be started on the iPad device before students log in and begin
testing.

What Should | Do? Start Guided Access on the iPad device (see Working with Guided Access in
Volume IV: DRC INSIGHT).

Message: Internet Connection Error

There has been an interruption in Internet connection. The student may be moved to
another computer to continue testing. If this error persists, contact your local IT staff to
verify network and Internet connections are working. They can contact DRC Customer
Support if they need additional help to resolve the matter.

Description: There was an interruption in the Internet connection and the testing client was
unable to reach DRC or the TSM.

What Should | Do? If the issue persists, check whitelisting on your network devices and prioritize
testing traffic. Allow testing traffic to bypass as many network devices as possible. Verify that all
bandwidth is not being completely consumed.

Message: No TSM Configured
A TSM must be configured when using audio. Please contact an administrator.

Description: The testing client is trying to log in to an audio test that requires a TSM, but no TSM
is configured. A TSM must be configured for WIDA testing.

What Should | Do? Connect the testing client to a TSM for content caching (see DRC INSIGHT
Central Office Services - Device Toolkit in Volume IlI: Configuring Devices for Testing).

Message: Operating System version is not supported by DRC INSIGHT

Please raise your hand and wait for help.

This version of the operating system on this testing device is not supported by the DRC
INSIGHT team. Please contact DRC Support if you have questions.

Select Exit to return to the Test Sign In page.

Description: DRC INSIGHT will not work with the version of the operating system that is currently
installed on the testing device.

What Should | Do? Install a supported version of the operating system or select a different
testing device on which to test.
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Message: Registration Failed
The registration was unsuccessful

The registration failed because the Device Toolkit ORG Unit ID does not exist. Click Back to
re-enter the ORG Unit ID.

Description: DRC INSIGHT was unable to register the device because it could not find the
device’s Central Office Services - Device Toolkit ORG Unit ID.

What Should | Do? Verify that you have the correct ORG Unit ID for the device, click Back, and
re-enter the ORG Unit ID.

Message: Session Ended

Another session has been activated with this student’s login. Please confirm the student is
using their assigned login. If the student is actively testing on another computer, click OK.
Please contact DRC Customer Support if you need additional help to resolve this matter.

Description: Someone else has logged in with the same credentials on another computer.

What Should | Do? Verify that the student is using the correct testing credentials and that another
student is not using them and have the student log in again.

Message: Session Inactive. Please raise your hand and wait for help.

Your session has been ended due to inactivity. Any test responses you submitted will be
stored. Click OK to return to the log-in page.

Description: The student’s test session ended due to inactivity.

What Should | Do? If the student needs to continue testing, have them click OK to return to the
log-in page and log in again using his or her log-in credentials.

Message: Session Status Outside Window
Testing is currently unavailable. Please contact an administrator.

Description: The test ticket that is being used to log in to the test is in a test session for which the
window is not active.

What Should | Do? Move the student to a test session in an appropriate testing window.
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Message: Test Exit! Response Stored on TSM

All of the student’s responses have been saved to the Testing Site Manager (TSM). The
student should return to the same testing lab to complete the test.

Please contact your local IT staff to confirm that the TSM is cleared by the end of the day.
They can contact DRC Customer Support if they need additional help to resolve this matter.

Description: The student has exited the test and the test responses are stored on the TSM.

What Should | Do? Verify that all of the test responses are clear from the TSM by the end of the
testing day.

Message: Test Version Error

The form the student is trying to access is not available. The form must be downloaded
prior to students testing. Please contact your local IT staff to update the Testing Site
Manager (TSM). If further support is required, contact DRC Customer Support.

Description: The form the testing client is trying to download from the TSM is not available.

What Should | Do? Download the form onto the TSM (see “Question: How do | update test forms
in a TSM?” on page 258).

Message: Test Version Error

The test the student is trying to access is not the most up-to-date version. The latest
version must be downloaded prior to students testing. Please contact your local IT staff
to update the Testing Site Manager (TSM). If further support is required, contact DRC
Customer Support.

Description: The form on the TSM is not up to date.

What Should | Do? Update the form on the TSM (see “Question: How do | update test forms in a
TSM?” on page 258).

Message: The device’s operating system has been updated and is in the process of being
certified by DRC.

The DRC INSIGHT application should perform as intended, but if you have questions,
please contact your Technology Coordinator.

This device is using OS version xxxxx

Description: The operating system on the testing device is valid, but the version or level of the
operating system has not been fully tested by DRC.

What Should | Do? You are allowed to test with this version, but DRC recommends that you use
a fully tested and supported level of the operating system.
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This computer cannot connect to the Testing Site Manager (TSM). The problem must

be corrected before the student can continue testing. Try logging in again or restarting
INSIGHT. Otherwise, contact your local IT staff to verify network and TSM connections are
working. They can contact DRC Customer Support if they need additional help to resolve
the matter.

Message: TSM Connection Error -- Could Not Register TSM

Description: The connection to the TSM was lost. All responses should be stored either at DRC
or on the TSM.

What Should | Do? Confirm that the testing client can reach the TSM. Also confirm that the
testing client's TSM URL is correct.

Message: TSM Connection Error During Login

This computer cannot connect to the Testing Site Manager (TSM). The connection or the
content must be restored before the student can continue testing. Please contact your
local IT staff to verify network and TSM connections are working. They can contact DRC
Customer Support if they need additional help to resolve the matter.

Description: The testing client is not able to connect to the TSM. This connection error occurred
while trying to login.

What Should | Do? Verify that you can reach the TSM. If the issue persists check your TSM
computer’s firewall and check your whitelisting on your firewall, content filter, proxies and other
network devices.

Message: TSM Connection Error -- Responses May Be Stored
Please raise your hand and wait for help.

Failed to load at: variable system address

This computer can no longer connect to the Testing Site Manager (TSM). The connection
must be restored before the student can continue testing. Please contact your local IT
staff to verify network and TSM connections are working. They can contact DRC Customer
Support if they need additional help to resolve the matter.

Description: The testing client can no longer connect to the TSM. The connection must be correct
to resume testing.

What Should | Do? Contact your local IT staff and verify that you can reach the TSM. If the issue
persists check your TSM computer’s firewall and check your whitelisting on your firewall, content
filter, proxies and other network devices.
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Message: TSM Connection Error Retrieving Content

This computer cannot connect to the Testing Site Manager (TSM) to retrieve content. The
connection or the content must be restored before the student can continue testing. Please
contact your local IT staff to verify network and TSM connections are working. They can
contact DRC Customer Support if they need additional help to resolve the matter.

Description: The testing client is not able to connect and download the test form from the TSM.
This connection error occurred while trying to download the form.

What Should | Do? Verify that all the forms are up to date and that the testing client can reach
the TSM. Click the Recheck Content button on the TSM to verify that the files are not corrupt.

Message: TSM Content Caching Configuration Error

The Testing Site Manager (TSM) is not configured to deliver testing content. Enter a
different TSM for Content Caching. Please contact DRC Customer Support if you need
additional help to resolve this matter.

Description: The testing client is configured to download testing content from the TSM, but the
TSM is not configured to deliver content.

What Should | Do? Either the client must be set to not download content from the TSM, or the
TSM must be configured to provide content. This is a configuration issue and something needs to
be corrected in the setup. For example, a URL must be updated.

Message: TSM Content Caching Error

The Testing Site Manager (TSM) is not configured to deliver testing content. Testing
Content will not be downloaded from the TSM. Please contact your local IT staff to update
your content source configuration. They can contact DRC Customer Support if they need
additional help to resolve this matter.

Description: The testing client is configured to download testing content from the TSM, but the
TSM is not configured to deliver content.

What Should | Do? Either the client must be set to not download content from the TSM, or the
TSM must be configured to provide content. There is an issue with content caching that cannot be
updated by making a change to the configuration.
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Message: TSM Version Error
The TSM is out of date. Please contact an administrator.

Description: The TSM is out of date.
What Should | Do? Update the TSM. If you did not specify automatic updates of your TSM

software when you installed it, you must uninstall the current version of the TSM and reinstall the
new version.

Message: Your Client Attempted To Access An Invalid URL
Your session has been ended because your client tried to access an unsupported address.

Please click the OK button to proceed.

Description: The client is pointed to the wrong URL. The correct URLs are as follows:
BaseURL: https://wbte.drcedirect.com/WIDA/

StartupURL: https://wbte.drcedirect.com/WIDA/portals/wida/

UpdateURL.: https://wida-insight-client.drcedirect.com/Download/SecureBrowser/VERSIONS.txt

What Should | Do? Verify that the URLs are correct. Be aware that this issue is often caused by
incorrect forwarding by either the router DNS or the ISP.

Message: Your Client Failed The Readiness Check

Your session has been ended because your client is not supported. Please click the OK
button to proceed. It is possible that the browser that you are using is unsupported. Please
download the latest version of Chrome.

Description: The testing client has failed a System Readiness Check test.
What Should | Do? Use the System Readiness Check to see which test failed and fix the issue.

This error can be caused by issues such as an invalid operating system or incorrect screen
resolution. If you need additional help, please contact DRC Customer Support for assistance.
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Message: Your Client Is Out of Date

Your session has been ended because your client is out of date. We will now attempt an
upgrade.

Description: The testing client is out of date. If Auto Update is enabled, it will now run.

What Should | Do? If you enabled Auto Update, it will run now. Otherwise, enable and run Auto
Update, or install the update manually.

Message: Your Client Is Out Of Date

Your session has ended because your client is out of date. The latest version must be
downloaded prior to students testing.

Description: The testing client is out of date. Auto Update is not enabled, so you must update the
testing client manually.

What Should | Do? You did not enable Automatic Updates. Enable and run Automatic Updates or
install the update (upgrade) manually.

Note: You cannot use Automatic Updates to move from version 5.x of INSIGHT to version 6.x. You
must manually uninstall INSIGHT 5.x and manually install INSIGHT 6.x.

Message: Your Device Has Not Been Registered
The Chromebook device was already registered in the DRC INSIGHT Device Toolkit.

Description: Because the Google Admin Console setting for Erase all local user info, settings,
and state after sign-out was accidentally set to Erase all local user data after each sign-out,
the Chromebook was registered successfully, but the registration was lost/deleted when the
Chromebook was restarted.

What Should | Do? Verify that the setting for Erase all local user info, settings, and state after
sign-out in the Google Admin Console is set to Do not erase all local user data (see below).

User Data @ Erase all local user info, settings, and state after each sign-out
Locally applied
Do not erase all local user data hd
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